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Introduction to This Guide

About This Guide

This guide outlines planning and procedures for installing the Scalix mail system.

For information on setup of end-user applications, see the Scalix Client Deployment Guide.

For information on configuration, see the Scalix Setup and Configuration Guide.

How to Use This Guide

This guide uses the following typographical conventions.

Table 1: Conventions Used

Convention Explanation

Values that you need to supply are sometimes shown using angle brackets.

<Angle Brackets> For example: Access http://<server_name>/webmail.
Numbered and
alphabetized lists Numbered and alphabetized lists denote steps to be followed while bullets
versus bullets provide information.

The boldface font indicates a button, a link, a field, or any other user interface
Buttons element to click or press as well as a keyboard stroke. For example: Click

Finish or type in the User- name field.

This smaller font indicates code to write or run. For example:
Code scalix-installer.sh

Indicates a document or section, a directory path, a file, or the name of a
Italics window. For example: Go to the /var/opt/scalix folder. Or: The Reply screen
appears.




Related Documents
Scalix manuals include:
e Scalix Release Notes
o Scalix Installation Guide
o Scalix Migration Guide
o Scalix Setup and Configuration Guide
e Scalix Client Deployment Guide
o Scalix Administration Guide
o  Scalix API Guide
In addition, there are online help systems in:
e Scalix Management Console
» Scalix Web Access

*  Microsoft Outlook (when enabled for the Scalix connector)

Getting Help

For help with installation, contact technical support at support@scalix.com

For documents, knowledge base, and forums, see

http://www.scalix.com/support-resources-documentation



Introduction to Scalix

This chapter introduces Scalix, including editions and user types.

Contents
This chapter includes the following information:
+  “Scalix System” on page 7
»  “Product Editions” on page 8

e “User Types” on page 10

Scalix System

Scalix is software for e-mail, calendaring, and related groupware functions. It is installed onto
computers with Linux operating systems and provides an alternative to Microsoft Exchange
Server. It can also integrate into existing networks with Microsoft Exchange Server. It offers
price and performance advantages combined with greater security, performance, openness,
and flexibility compared to other operating and messaging systems.

Based on open standards and proven e-mail server technology, you can create a robust and
scalable environment. Scalix can be used for offices with fewer than one hundred users and
scales up to support organizations with hundreds of thousands of users.

The Scalix architecture supports many e-mail clients and devices, without loss of
functionality or data integrity. This means full-function support for popular clients, such as
Microsoft Outlook and Novell Evolution, as well as Internet Message Access Protocol (IMAP)
and Post Office Protocol (POP) clients. End users enjoy advanced features, including:

« Calendaring

e Scheduling with real-time free/busy lookup

+ Contact management

e Task management

o Public folders

e Access of e-mail in a Web browser (Webmail) and popular e-mail applications

e Resource booking



Product Editions

There are four editions of Scalix.

Scalix Enterprise Edition — Ideal for companies that demand the full range of functionality
in a commercial e-mail and calendaring system. It includes multi-server support, can have
any number of Premium users, the full complement of Scalix advanced capabilities, and a
variety of technical support options.

Scalix Small Business Edition — Functionally equivalent to Scalix Enterprise Edition except
that it allows single-server installations only and does not include the capabilities for high
availability and multi-instance support. For Scalix Small Business Edition 50, there are 50
Premium user licenses included. For Scalix Small Business Edition 20, there are 20 Premium
user licenses included.

Scalix Community Edition — Free, single-server, unlimited-use version of Scalix that is
suitable for cost-conscious organizations that want an e-mail and calendaring system but do
not require advanced groupware and collaboration functionality for their user population. It
includes 5 Premium user licenses, which is the maximum possible, and an unlimited number
of Standard users, a subset of Scalix functionality, and fee-based technical support.

Scalix Hosting edition - Scalix Hosting Edition is our multi-tenant solution designed for
hosters and MSPs looking to provide customers with a range of outsourced e-mail and group
calendaring options. Rich Outlook support means this Edition can be used to offer packages
comparable to Hosted Exchange

The following table compares the editions.

Table 1: Features and Editions (version 12.6 example, subject to change)

gFeature Enterprise Edition Small Business Community Edition Scalix Hosting
Edition 50 and 20 Edition
User Types
Min Purchase: 50 Included: 50 or 20 Included: 5 Included: O
Premium Users Max: Unlimited Max: 250 Max: 5 Max: Unlimited
Free Free
Max: Limits apply Max: Limits apply
Standard Users and can become and can become Free Paid
unlimited with the unlimited with the Max: Unlimited Max: Unlimited

purchase of a
premium support
package

purchase of a
premium support
package

Core Functionality

E-mail and calendaring
server

Multi-server

Single-server

Single-server

Multi Tenancy




Internal user directory v v v v
Choice of graphical interface

or command-line interface v v v

IMAP/POP e-mail client v v v

access

Web client
(Scalix Web Access)

Group scheduling in
calendar for Premium
users

Group scheduling in
calendar for
Premium users
(max 250)

Group scheduling

in calendar for
Premium users
(max 5)

Group scheduling in cal-
endar for Premium users

Microsoft Outlook support

Premium users

Premium users (max
250)

Premium users (max
5)

Premium users

Table

1: Features and Editions (version 12.6 example, subject to change)

Novell Evolution support

Group scheduling in

Group scheduling in
calendar for

Group scheduling in
calendar for Premium

Group scheduling in cal-

calendar for Premium| Premium users users (max 5) endar for Premium
users (max 250) users
Public folders Premium users Premium users (max | Premium users (max 5) | Premium users
250)
Recovery folders Premium users Premium users Not available Premium users
High availability v Not available Not available v
Multiple instances per server v Not available Not available Not applicable
Migration tools v v Not available

v

Upgrade to Scalix Enterprise
Edition

Not applicable

With license key; re-
installation not

With license key; re-
installation not required

Not applicable

required
Ecosystem Support
Meta-directory support via v v v v
LDAP
iCal and CalDAV support v v v v
Microsoft Exchange Server v
interoperability and  co- v v Not available
existence
Active Directory integration v v Not available v

With flexible third-

With flexible third-

With flexible third-party

With flexible third-party

Anti-virus party interface party interface interface interface
With flexible third- With flexible third- With flexible third-party | With flexible third-party
Anti-spam party interface party interface interface interface




Archiving

v

v

Not available

v

Wireless e-mail and
personal infor- mation
manager (PIM)

E-mail and PIM via
Activesync

E-mail and PIM via
Activesync

E-mail-only via
POP/IMAP

E-mail and PIM via
Activesync

User Types

There are two types of user accounts: Premium and Standard.

Premium Users

Premium users have access to the full functionality of Scalix. The following capabilities are
available only to Premium users:

e Microsoft Outlook and Evolution support

e Group scheduling functionality, including free/busy lookup in Microsoft Outlook, Scalix
Web Access, and Evolution clients

e Wireless e-mail and PIM
e Access to public folders
« Personal folder sharing

o Delegate access

Any number of licensed Premium users can be deployed with Scalix Enterprise Edition. There
is a limit of 250 Premium users for Scalix Small Business Edition and 5 Premium users for Scalix
Community Edition.

Standard Users

Access includes e-mail, personal calendar, and contacts through Scalix Web Access and
Evolution as well as e-mail access using IMAP and POP clients. Use is ideal for cost-conscious
organizations with users who do not have high-end groupware and collaboration requirements.

The maximum number varies with edition.

Flexible, Cost-Effective E-mail For Everyone

The distinction between Premium and Standard users provides the flexibility to cost-
effectively provide e-mail for all users. For example, manufacturers and retailers can
designate headquarters staff as Premium users because they require advanced groupware
capabilities, while less demanding users, such as shop floor or store personnel, require
Standard use with e-mail and personal calendaring capabilities. Similarly, educational
institutions can decide that faculty and staff are Premium users while students are Standard
users. The flexibility is at its best when there is a clear distinction between users, for
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example Premium users at one location and Standard users at another location who do not
need the advanced features.
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Scalix Architecture

This chapter introduces the Scalix architecture.

Contents

This chapter includes the following information:

e “Scalix Architecture” on page 12

e “Scalix Overview” on page 17

Scalix Architecture

The Scalix mail system is a client-server architecture based on international standards and an
open architecture. It allows use of different client and third-party applications to send and
receive messages between multiple Scalix servers, either inside or outside a company’s
network. If you are not interested in architecture, you can skip this section.

A Linux operating system environment establishes the base for the actual Scalix platform.
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Figure 1: Scalix Architecture
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The open interface provides flexibility for integrating with best-of-breed solutions in
important areas, such as anti-virus protection, authentication, backup, and recovery tools.
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Figure 2: Scalix Open Architecture

The system broadly complies with messaging standards ranging from RFC 822 to include
MAPI, IMAP4, POP3, MIME, SMTP, CalDAV, and LDAP.

Mail APl (MAPI) is a programming interface from Microsoft that enables a client application
to send to and receive mail from Microsoft Exchange Server or a Microsoft Mail (MS Mail)
messaging system. Microsoft applications such as Outlook, the Exchange client, and
Microsoft Schedule use MAPI.

The Internet Message Access Protocol (IMAP) is a standard interface between an e-mail
application and the mail server.

The Post Office Protocol (POP) is a standard interface between an e-mail application and
the mail server.

The Simple Mail Transfer Protocol (SMTP) is a standard protocol for sending e-mail. Scalix
uses Sendmail and SMTP to send messages between servers in the Scalix network.

CalDAV is a calendaring protocol. It allows users to view calendar events, such as free/busy
times, and to synchronize their calendar using a Web browser.

The Lightweight Directory Access Protocol (LDAP) is used to simplify directory provisioning
and enable search directories. LDAP is a protocol used to access a directory listing. In
Scalix,the LDAP server is a daemon process based on a client-server model. It provides an
interface to enable LDAP clients to store and retrieve data from a Scalix directory.

Message Routing and Local Delivery

The Service Router is the process on the Scalix server that decides (or routes) where a
message is supposed to go.

13



The Local Delivery process on the Scalix server determines where a message ends up in the
message store on the local computer for a local user.

Scalix’s routing services check the recipients in a message, and then send the message to be
either delivered locally to another Scalix system or to leave Scalix entirely over a gateway.
When a message cannot be delivered due to an addressing fault, the routing services create

non-delivery notifications that go to the originator of the message as well as the configured
error manager.

Once the message has arrived at its destination, the local delivery process places it in the
recipient’s inbox.

Local Delivery and Service Router also handle public distribution list expansion and address

resolution, up to the point where they try to correct misspelled e-mail addresses by
phonetic matching.

Because all messages must pass through the Service Router, it is the preferred location for
integrating virus scanners, filtering rules, and message archiving.
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Figure 3: Message Routing
Message Store

The message store is a collection of files, held in file system directories on the Scalix
server. It holds new messages received and messages in transit for clients that use the
message store (server-based clients). It holds old messages that are files for reference in
folders, copies of outgoing messages, draft messages, messages being prepared, private
distribution lists, and personal information, such as calendaring, tasks, and journaling
information. It holds public folders, which are accessible to multiple users.

While the message store is not a database, if you erase the message store, you erase the
user accounts and their mail.

The message store is created when you install the Scalix Server component.
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Figure 4: Message Store

Directories

Scalix holds directories of known users. They are databases that clients use to look up names
and addresses and which enable auto-completion of e-mail addresses. They can contain
Scalix and non-Scalix users, other administrator-configurable information, such as job titles

and phone numbers, and can be shared with other Scalix directories or synchronized with
Microsoft Exchange Servers. They are searchable.
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Gateways

Gateways pass messages from the Scalix network to different mail environments. They
convert outgoing messages from a Scalix format to one that an external service can send,

and later convert the addresses into a format that the target environment can handle, such
as an SMTP address.

Scalix includes the standard SMTP gateway to convert Scalix-formatted messages to SMTP-
formatted messages and vice-versa. This gateway is called the “UNIX Mail Gateway” or
“Internet Mail Gateway” on Scalix, but because SMTP is the standard in messaging
interoperability it also connects to almost any other messaging system.

Other gateways can be written for connection to other mailing systems.
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Figure 6: Gateways
Transports

Transports are services that Scalix uses to pass Scalix-formatted messages to other Scalix
services. Scalix uses Sendmail and the SMTP format to send messages between servers in
the Scalix network, and other connections can be written.

Search and Index Service

The Scalix Search and Index Service provides real-time indexing of all private and public
folder messages. Built on the open-source Lucene technology, it enables sub-second,

mailbox-wide message retrieval. It is localizable, and its Web services interface is
available.
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Messaging Services

Scalix Messaging Services are server-based application programming interfaces (APIs)
for e- mail and calendaring application integration. They enable integration of Linux
messaging with critical applications, such as content management, mobile solutions,
customer relationship management (CRM) software, and enterprise resource planning
(ERP) packages. Calendaring functions and data can be integrated directly into other
applications, or the data from other applications can be directly integrated into e-mail
and calendaring.

Scalix Overview

Scalix has two main parts: the server and its clients.

Scalix Server(s)

The Scalix server provides message storage, collection, routing, and delivery. This
includes e-mail messages and personal information management (PIM)/groupware
information, such as calendaring data, contacts, and task lists. It also integrates with

add-on services, such as virus scanning, anti-spam services, and content-type
conversion.

Server management is performed two ways:

« Scalix Management Console — Also called SAC — A graphical user interface for
regular tasks, such as user account creation, public distribution list management,
and permis- sion management

« Command-line interface — For more advanced tasks, such as backups, integration
of

anti-virus and anti-spam applications, and authentication setup

Figure 7: Scalix Open Architecture - Server
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Clients
The clients are applications that allow users to create, view, and manipulate e-mail,
access address directories, track message delivery, and more. The clients use the IMAP,
POP, or User Access Layer (UAL) protocol to connect to the Scalix server, where they
access the message store, directory, and personal folders. IMAP and POP are standard

mail protocols, and UAL is a proprietary Scalix protocol that enables communication
between clients and Scalix server.

Scalix operates seamlessly and transparently with many clients, including:
e Microsoft Outlook
« Novell Evolution

« IMAP and POP clients, such as Mozilla Thunderbird, Microsoft Outlook Express, and
Eudora

o CalDAV clients, such Apple iCal, Mozilla Sunbird and Lightning
e Scalix Web Access (SWA) to access e-mail in a Web browser over the Internet

In Scalix, the iMAP4 server enables a client to: access, list, read, and delete items from
inboxes, filing cabinets and public folders; read parts of a message without
downloading the entire message, keep a record of which messages have been read,
and update messages on the server from a client. IMAP extensions also provide for
calendaring and contact management.

The Scalix POP3 server enables clients to list, read, and delete items from the inbox
area of the Scalix message store. The Scalix POP3 server does not provide access to
any other areas of the message store, such as public folders.

Client management is performed in five places:

« Scalix Management Console to set access levels, global server properties, and more
» Command-line interface to set access levels and more

« Configuration files to set properties, logging customizations, and more

» Scalix Connectors to enable the use of Microsoft Outlook and Evolution

e Third-party administration interfaces

18



Figure 8: Scalix Open Architecture - Clients
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Planning Your Installation

This chapter outlines concepts for planning an installation, including Scalix
components and where to install them.

Contents

This chapter includes the following information:

e “Introduction” on page 20

e “Scalix Components” on page 21

» “Installation Mode” on page 23

o “Working with Multi-Server Installations” on page 24

e “Sample Installation Scenarios” on page 25

Introduction

There are many ways to deploy Scalix. Depending on the edition, you can install it
on a single server or multiple servers, in one location or distributed across many,
with multiple instances per server, and clustered for failover protection.

You can install using command-line interface (CLI) only.Before starting
installation, plan the deployment. Draw a chart of all servers with the components
to be installed and passwords to be used. Passwords required are for the Scalix
administrator (user name is sxadmin by default), for secure Lightweight Directory
Access Protocol (LDAP) communication, and for the database (user name is scalix
by default).

Before installation, also determine the security requirements for your
deployment. For example, you have the option to link to an external
Kerberos system for secure communication between Scalix servers. (Outlined
later in “Working with Multi-Server Installations” on page 23.)

Scalix recommends the following:

« Plan migration of existing data and minimize the amount of legacy data to move
over.
See the Scalix Migration Guide.

« Avoid any single point of failure

20



« Use multiple instances for high availability
» Consider the amount of data to back up and reduce it as much as possible

o Use LDAP to simplify directory provisioning and enable search directories. In
Scalix, the LDAP server is a daemon process based on a client-server model that
provides an inter- face to enable LDAP clients to store and retrieve data from a
Scalix directory without any information about the operation of Scalix. It provides
DAP clients access to shared Scalix directories that do not have an associated
password. The Scalix Server component provides LDAP services.

o Establish policies on mailbox limits and sanctions, such as limitations on
mailbox size, message size, number of users, and amount of time to retain data

Scalix Components

Scalix has several installation packages that you can install on one server or more, or
mixed and matched. Some of them are required in all situations, while others are
dependences and/or optional. The components are outlined in the table.

Table 1: Scalix Components

Component Explanation

Dependency for Scalix Server.

Scalix Libical Required component when using the Scalix Server component.
Scalix Character Set Dependency for Scalix Server (version 12 and later).
Detection Required component when using the Scalix Server component.

Central component that stores mail and calendar items, routes messages,
establishes protocols for accessing mail, provides LDAP, and manages all
Scalix Server connections in a distributed server arrangement.

Required component and must be accompanied by the Scalix Management
Agent component.

PostgreSQL database integration. Configures the server to communicate
with the Postgres database, which is a pre-installation requirement.

Scalix DB Required component when using the Scalix Messaging Services component.

Scalix Apache/Tomcat | Bridge between Tomcat and the Apache server. Tomcat is a server that
Connector executes Java. Required component on all servers.

Version of Tomcat that is specially configured for use with Scalix. Tomcat is
a server that exe- cutes Java.

Scalix Tomcat Required component on all servers.

Provides access to mailbox services.
Required component when using the Scalix Web Access (SWA), Scalix
Scalix Messaging Search and Index Service.

Services
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Component

Explanation

Scalix Management
Agent

Manages calls between the Scalix Management Console (SAC) and its

associated servers. Required component when the Scalix Management
Console is used. If you do not intend to use Scalix Management Console to
manage users, you need not install the Scalix Manage- ment Agent.
Component must be on same computer as the Scalix Server component.

Scalix Web Access
(SWA)

Web-based client interface through which users can send and retrieve e-
mail, calendar items, and more.

Optional component when using clients other than Scalix Web Access to
access e-mail.

Scalix Management
Services

Three parts: Management Server, Scalix Management Console (SAC), and
Scalix Management Agent. Web-based interface with which the system
administrator can manage user accounts, groups, distribution lists, servers,
and more.

Optional but recommended component so that you can use the Web
interface to administer Scalix. Can be installed in front-end, back-end, or
stand-alone.

Scalix Management Console (SAC) is a browser-based application that
enables most day-to- day system administration tasks on a Scalix
messaging system. It can be accessed with a compatible browser on either
Windows or Linux workstations. It provides access to a range of Scalix
server options, including user account management, starting and stopping
server services, administering queues, public distribution lists, and changing
low-level server configuration settings. It also provides system monitoring to
assess the status of processes and resources.

Scalix Text Extractors

Full-text extractors extract text from Portable Document Format (PDF)
documents. Full-text indexing for common attachment types, such as Word,
Excel, and PowerPoint.

Optional component in Scalix Enterprise Edition and Scalix Business
Edition. Install on same computer as Scalix Server component.

Scalix Search and
Index Service

Web-based application that accesses Scalix Web Access’ search
indexes. Optional component, but normally installed with Scalix
Server component.

Scalix Activesync

Enables access for hand-held devices to access mailbox services.
Optional component.
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Another way to plan your installation is around the main components, meaning Scalix
Server and Scalix Web Access, as outlined in the following table.

Table 2: Component Requirements

Component Requirements

Scalix Libical

Scalix Character Set Detection

Scalix Apache/Tomcat Connector

Scalix Tomcat

Scalix Server Scalix Management Agent

Scalix Management Services (optional but recommended so that you can
use the Web inter- face to administer Scalix)

Scalix Text Extractors

Scalix Search and Index Service (should be with Scalix Server)

Scalix Messaging Services (required for Scalix Search and Index Service)
(on same or other computer)

Scalix DB (required for Scalix Messaging Services) (on same or other
computer)

Scalix Apache/Tomcat Connector
Scalix Tomcat

Scalix Web Access Scalix Messaging Services (on same or other computer)
(SWA)
Scalix Mobile Client Scalix Messaging Services (on same or other computer)

Installation Mode

There are two installation modes:

o Typical — All components are installed on a single host computer. Best for small
compa- nies or organizations with few users, especially those located in one small
geographic region. Does not provide failover service or data backup. This is the
only installation option for Scalix Small Business Edition and Scalix Community
Edition. For Scalix Enter- prise Edition, typical mode can also be used in
multiserver installations. For example you have one centralized server with all
components on it, then additional servers with duplicated services such as
distributed Web applications.

o Custom — Various components can be installed on separate host computers in a
variety of combinations. Suitable for companies with a large user base, or
organizations spread over a large geographical territory where distributed servers
are advantageous or required. Option when using Scalix Enterprise Edition.
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Working with Multi-Server Installations

Multi-server or distributed setups are better for large companies or organizations,
especially those with offices in different geographical locations. Multiple servers are
also recommended in companies where failover is required for uninterrupted service
and data backup, or if load balancing is required.

If you choose a multi-server environment, the installer handles some of the setup for
you. The rest of the multi-server setup is covered in the Scalix Setup and Configuration
Guide.

There are no firm guidelines on how many users to allow per server. Some factors to
take into consideration are:

« Number of users and their usage patterns

» Number of sites and the distance between them

o Level of security required

e Firewall setup

«  Will administration of the system be centralized or distributed

* Network setup. Some scenarios work better with a local area network (LAN) while
others are preferable in a wide area network (WAN).

« Bandwidth

e Clients

« Do you need external directory integration?

« Where you route Internet service in or out

« Where you install anti-spam and anti-virus software

Before beginning your multi-server installation, read the rest of this chapter and
consult Scalix Professional Services for some guidelines on how best to balance
considerations for an optimal experience.

Some Rules About Multi-Server Installations.
To enable and use a multi-server installation of Scalix:

« If you intend to use Kerberos for security (optional), user requires an external
Kerberos environment, such as Active Directory or Kerberos running on Linux, plus
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creation of a Kerberos keytab for the Scalix Management Agent. See the Scalix
Setup and Configuration Guide for more information about Kerberos
authentication. If the external Kerberos environment goes offline, Scalix may or
may not go offline as follows. When Kerberos is used to secure communication for
management services and it goes offline, user access remains available. Or, when
Kerberos is used for authentication and it goes offline, then Scalix goes offline.

In a multiple or remote server system, Scalix recommends configuration of
Kerberos authentication so that data transmitted between the management
console and instances of the Scalix Management Agent is encrypted. Before doing
this, make sure you create a keytab file for the Scalix Management Console service
and all instances of the Scalix Management Agent. If necessary, securely copy the
keytabs onto the respective systems hosting these services. Then the Scalix
installer enables you to configure Kerberos for communication between Scalix
Management Agent and Scalix Management Console when these components are
installed on separate servers.

« Verify Scalix Server Directory Synchronization Agreements to ensure timely data
synchronization between the servers in your environment. The default is 24
minutes. See the Scalix Setup and Configuration Guide for more information about
directory synchronization.

Sample Installation Scenarios

There are many ways to install Scalix, particularly when multi-server installations
are possible. Several scenarios are outlined to help you. We recommend that you
work with Scalix Professional Services to determine the best solution.

Location in Network

Placement in a local area network (LAN) or demilitarized zone (DMZ) between the LAN
and Internet depend on the edition. For Scalix Business Edition and Scalix Community
Edition, which allow single-server installation, the easiest place to install Scalix is in
the LAN. With Scalix Business Edition, you can perform a single-server installation or
distribute functions over multiple installations. When using firewall(s), here are some
suggestions:

o Scalix Servers typically are behind a corporate firewall within a LAN. Scalix Web
Access can be deployed in the DMZ.

« When done this way, you can use virtual private networking (VPN) for remote
access.
The VPN server is placed in a DMZ. There is usually a firewall protecting the DMZ
from the Internet, and no special provisions are needed on the Scalix side. In the
figure shown here, Scalix Server is installed in the LAN and Scalix Web Access is
installed in the DMZ. The installation in the DMZ is the mail server. Another option
is to have multiple Scalix Servers in the LAN, then a non-Scalix mail server in the
DMZ that acts as a gateway for anti-virus and anti-spam functions.
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» For small and medium-sized companies with limited network equipment, you can
put the Scalix server in the DMZ to make it remote-accessible. In this case, place
strong security on the relevant network communication.
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Figure 1: Scalix Installed in DMZ

« For a small company with limited network equipment, you can put the Scalix server in
your main network, firewalled to the Internet. When you are using Scalix Small Business
Edition or Scalix Community Edition, with which only a single-server installation is possi-
ble, the easiest place to install Scalix is in the LAN.
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Figure 2: Scalix Installed in LAN
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Typical Two-Server Approach

Using the LAN-DMZ approach outlined in the previous section, you typically do a full
installation on a Scalix computer in the LAN and install Scalix Web Access and related
components on a Scalix computer in the DMZ. The Scalix computer in the DMZ is the mail
server.

Scalix Installation in LAN Scalix Installation in DMZ

FULL INSTALLATION:

Scalix Libical
Scalix Character Set Detection
Scalix Server
Scalix DB
Scalix Apache/Tomcat Connector Scalix Apache/Tomcat Connector
Scalix Tomcat Scalix Tomcat
Scalix Messaging Services Scalix Messaging Services
Scalix Management Agent
Scalix Web Access Scalix Web Access

Scalix Management Services
Scalix Text Extractors
Scalix Search and Index Service

Figure 3: Example of Components Installed on Scalix Computers in LAN and DMZ

One example is shown here, and there are many possible combinations. For example,
Scalix Management Services can be installed on the computer in the LAN, DMZ, or as stand-
alone. For the Scalix Web Access computer in the DMZ, you need Scalix Messaging Services.
You can reference it to the one in the LAN or install it in the DMZ too; if the connection is
for a wide area network (WAN), as shown, you can install it in the DMZ too for performance
reasons.

Clustered for High-Availability Failover

With Scalix Enterprise Edition, you can set up a dual-server failover system to ensure high
availability. In this scenario, server A fails over to Server B and vice-versa. Each machine
has an active physical instance (A or B) and a virtual instance (A’ or B’) that takes the load
if the other fails.

Clustering software provided by Scalix at the time of installation is responsible for relocating
the instances among the computers at the time of failure.

Each instance needs to be a complete vertical stack, with the Scalix Server, Postgres
database, Scalix Management Agent, Tomcat, and Scalix Search and Index Service
components installed. Each computer needs to have the same components installed.
Connections from either of the servers to the shared storage must be through direct
means, such as a cable, Fibre Channel, or iSCSI. NFS is not recommended or supported at
this time.
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Figure 4: Clustered for High Availability

To complete this setup, you run the installation wizard twice on each machine, naming each
of the two instances on Server A as <A> and <B’>, respectively, then on Server B, naming
them <B> and <A’>, respectively. The setup is similar to the following:

« Physical server with Internet protocol (IP) address 10.17.96.55 = mail1
e Physical server with IP address 10.17.96.56 = mail2

e Virtual server IP address 10.17.96.57 = virtual1

e Virtual server IP address 10.17.96.58 = virtual2

This enables the system to find the failover instance when needed. Using the operating
system’s Domain Name System (DNS) configuration process, add the virtual instances to
the DNS just as you would a physical server. The e-mail applications of end users access
the virtual IP addresses and the DNS configuration enables this. Configuration for high
availability is outlined in the Scalix Setup and Configuration Guide.

Distributed for Load Balancing

In this scenario, you split your user base among two or more platform servers, each server
being a full stack with the Scalix Server, Postgres database, Scalix Management Agent,
Tomcat, Search and Index Service, and Scalix Web Access components installed. And the
browser selects among the platform servers using round-robin DNS. One or all of the
servers can have the Scalix Management Console and/or Scalix Mobile Client. All platform
servers are synchronized.
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Figure 5: Distributed for Load Balancing

Distributed for Geographical Purposes

In this scenario, you put a platform server in each geographical location and designate
each as a bridgehead. Two are shown here. All other servers communicate to other
geographical locations through the two bridgeheads. All platform servers in this scenario
are full stacks with the Scalix Server, Postgres database, Scalix Management Agent,
Tomcat, and Search and Index Service components installed. One or all of the servers can
have the Scalix Management Console and/or the Scalix Mobile Client on them. All platform

servers are synchronized.
| y \]1 - .]\ .
] [ i

/ us UK \
- Server Server .

Figure 6: Distributed for Geographical Purposes

Distributed for a DMZ

You can put an Apache proxy server in a DMZ, which is between the Internet and your LAN,
for security reasons. You designate it as the gateway to the Scalix system. For more on
securing your Scalix system, see the Scalix Setup and Configuration Guide.
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System Requirements

This chapter outlines hardware, software, and storage requirements for Scalix.

Contents

This chapter includes the following information:

“Required Hardware and DNS Setup” on page 31

“Required Software” on page 33

“Compatible Web Browsers, E-mail Clients, and Mobile Platforms” on page 37
“Storage Requirements” on page 38

“Scalability Guidelines” on page 38

Required Hardware and DNS Setup

Hardware and Domain Name System (DNS) server requirements are outlined in the table.
You add DNS entries, which map the Scalix computer name with the Internet protocol (IP)
address, so that computers know which computer is your Scalix server.

Table 1: Required Hardware and DNS Setup

Component Requirements

Hardware / host computers Any Intel x86 or x86_64 computer that supports Linux.

Any AMD or AMD64 computer that supports Linux.

IBM s390x, z-series or power server.

Scalix can be installed on 64-bit Intel or IBM computers,
and in 64-bit Linux environments as 32-bit applications.

RAM

RAM space requirements vary. Some factors that
influence needs are the number of users, mailbox size,
and the client type. Start with 2 GB RAM.
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Disk space

Some factors that influence needs are the number of
servers deployed, the number of users, and mailbox size.
Guidelines to work from are:

« Minimum base installation requirements — 200 MB

* Plus user mailbox requirements — Multiply the
maximum mailbox size limit by the number of users, for
example 200 MB x 200 users = 40 GB

* Plus Scalix Web Access and mobile caches — An
additional 15% of data being indexed is needed for the
application caches for Scalix Web Access and Scalix
Mobile Client

* Plus Logical Volume Management (LVM) snapshot —
After adding the base installation requirements plus
user mailbox requirements, add 30% more for the LVM
snapshot

For more information about creating a separate partition
for the message store, see “Installing Red Hat Enterprise
Linux” on page 41.

To check the amount of free disk space on a computer,
use the df -h command.

DNS

All Scalix servers in the network must be configured for
forward and reverse lookup entry on the DNS server. You
also need a DNS alias for scalix-default-mail so that the
fully qualified domain name for the target host (for the
scalix-default-mail alias) is set to any Scalix Server. An
example is provided in the next chapter.

Operating System

Distribution| Version| Architecture Status Notes
i386
>=6.8
x86_64
Red Hat
Enterprise >=6.6 $390x
Server commtouch is not supported
>=6.6 ppc64
>=7.2 x86_64
i386 fully
CentOS, >= 6.8 supported
Oracle x86_64
Linux
>=7.2 x86_64
i386
SUSE Linux
Enterprise 11sp4 Please update your repositories,
Server because some libraries were
x86_64 included by vendor in July 2016
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11sp4 ppc64 Commtouch is not supported. Please
update your repositories, because
11sp4 some libraries were included by
s390x vendor in July 2016
12sp1 x86_64
i386 Experimental Installer can be found at
Debian >=7.8 Support. https://github.com/scalix/Debian-
x86_64 installer
i386 Installer can be found at
Ubuntu 14.04 https://github.com/scalix/Debian-
x86_64 installer

Required Software

There are specific requirements. To minimize grief, ensure that software outlined here is
installed before you start Scalix installation.

Java / Java Runtime Environment (JRE)

Unlike previous versions of Scalix, you need to install Java Development Kit (JDK) packages.
Due to license limitations the Oracle JRE is not packaged together with Scalix anymore. You

need to have it installed . Installing Java during installation of Red Hat, for example, is
equivalent to installing JRE. Scalix 12.6 installer installs JRE automatically if the appropriate
repositories are enabled.

For IBM hardware platforms, you would however need to install the JRE package manually.

For IBM servers, it is recommended to install the IBM JRE only.

Listing Installed Software

In order to determine if you have the right software installed, you can view it.

rpm -ga
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You can also determine the version number for a specific package (for example, diffutils)
with the -q extension:

rpm -q diffutils

Or check in the software management application, for example click Applications >
Add/Remove Software in Red Hat 6/7.

You need this information for the next section.

Required Software

Intel and AMD64 host computers have installation requirements, as detailed in the following

table.

Scalix 12.6 installer automatically installs all the required packages.

Table 2: Required Software for Intel and AMD Systems

All Linux Operating
Systems

All hosts (running any Linux variation) require the following packages:
+ scalix-libical*
+ scalix-chardet*
» scalix-iconv-extras*
+ scalix-text-extractors*
* sendmail

*Use the 32-bit packages on both 32-bit and 64-bit platforms
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In addition to the packages listed already, these Linux hosts
require the following:

+ sendmail-cf

* bash

* cyrus-sasl-md5*
* cyrus-sasl-plain*

« diffutils

« ed

* elinks
Red Hat / Oracle / CentOS « fileutils
Linux *  gawk

* grep

*  mailx

* ncurses

+ perl

*  procps

« sed

* sh-utils

+ textutils

o util-linux

*Use the 32-bit packages on both 32-bit and 64-bit platforms

In addition to the packages listed already, these Linux
hosts require the following:

* bash

* cyrus-sasl-crammd5*
* cyrus-sasl-digestmd5*
*  cyrus-sasl-plain*

« diffutils

* ed

« fileutils
SUSE /SLES Linux © o gawk

* grep

e lynx

*  mailx

* ncurses

* openssl

+ perl

*  procps

+ sed

* sh-utils

o textutils

o util-linux

*Use the 32-bit packages on both 32-bit and 64-bit platforms
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Debian / Ubuntu Linux

In addition to the packages listed already, these Linux
hosts require the following:

+ sendmail-cf

« ed

+ gawk

*  mailutils

* openssl

+ perl

*  procps

* libsasl2-modules*
o util-linux

e w3m

*Use the 32-bit packages on both 32-bit and 64-bit platforms

Database

PostgreSQL 9.0.x including the following packages:

* postgresql-server
* postgresql-libs

+  postgresql

*  pgdg

s mx
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Compatible Web Browsers, E-mail Clients, and Mobile

Platforms

Scalix is compatible with the following browsers, e-mail applications, and mobile platforms.
This is the software that your end users use. The Web client software is for accessing e-mail
and other functions over the Internet.

Table 3: Compatible Web Browsers, E-mail Clients, and Mobile Platforms

Components Requirements

Web client software
(Scalix Web Access client
browsers)

 1E9, 10 and 11 on Windows;
* Edge on Windows
» Firefox 46.0 and below on Windows, Mac OS/X or Linux.
e Chrome 31.0 on Windows, Mac OS/X or Linux.
« Safari
* Other browsers based on the IE and Gecko engines may work

E-mail client software

*  Microsoft Outlook versions 2016, 2013, 2010, 2000, XP, 2003,
and 2007
* Novell Evolution, versions 2.4, 2.6, and 2.8
Outlook Express is not recommended because functionality and
security are poor.

Operating systems
(for client workstations)

*  Windows,10,Windows 8, Windows 7 , Windows 2000 and
XP for Microsoft Outlook. All earlier versions of Windows
are not supported, regardless of the version of Microsoft
Outlook installed

Windows Vista is known to work with some limitations but is not
officially supported

Mobile platforms USB
synchroniza- tion
(Scalix Mobile Client
browsers)

+ PalmOS
*  Windows Mobile
» Blackberry, except Blackberry Desktop Redirector

*Other applications may also work, such as lower versions of Firefox, IE but they are not

officially supported.

CalDAV and open calendaring are supported, where CalDAV is a calendaring protocol. It
allows users to view calendar events and to synchronize their calendar using a Web browser
and other applications. This means that a user can schedule a meeting in Mozilla Sunbird,
for example, then view it in Scalix Web Access, for example. It does not allow the viewing
of free/busy times. CalDAV clients, such as Apple iCal, Mozilla Sunbird, and Mozilla
Lightning, are supported.
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Storage Requirements

Installation using redundant array of independent disks (RAID) is supported. With RAID, data
is stored on multiple hard disks that appear on the system as a single disk.

Table 4: Storage Requirements

RAID 1+0 (four mirror sets that are striped)
1/0 bound Four multiple high-speed disks provide best performance
Atert [The choice of Storage environments has a major infiuence o performance of

Scalix. Scalix, as an application, is largely input/output (I0)-bound, using
variable-size, small-blocksize random read/ write synchronous file 10.

We do not support putting a Scalix message store on an NFS- or SMB-based
storage device, such as an NAS Filer, because of performance issues and/or
because message store corruption can occur. This is most notable for Linux
distributions using Linux 2.6.x kernels, because the NFS client software in
these kernels has known issues with file locking operations, which Scalix relies
on.

We recommend putting the Scalix message store on hardware RAID, using
RAID 1+0 for optimal performance, as well as a battery-backed write cache on
the RAID controller. Use of RAID 5 is not recommended because of
performance issues. In larger installations, we recommend using an iSCSI- or
Fibre Channel-based storage area network (SAN).

Scalability Guidelines
Here are some guidelines when planning for scalability:
* Increased memory provides significant benefits
« Dual-CPU benefits are based on Linux utilization

« Internet Message Access Protocol (IMAP) and Scalix Web Access:
Can handle 850 concurrent logins on 4 GB memory .

Initial download of mail data is most intensive

Analysis required based on usage profiles on first server
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Post Office Protocol 3 (POP3) access is different; 5000 users per server is common

User Access Layer (UAL) (MAPI) access scales high; roughly 4000 users per server is
attainable

Consider placing 1500 user accounts on the first server, then measure and adjust accord-
ingly
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Scalix Installation Guide | Pre-Installation

Pre-Installation

This chapter covers preparation of your network and operating system, firewall, and installation of
database and debugging software. Use it with the previous chapter.

Contents
This chapter includes the following information:
» “Checking your License” on page 40
o “Preparing the Network” on page 41
e “Preparing the Operating System” on page 42
o “Preparing the Firewall” on page 45

« “Installing Debugging Binaries” on page 45

Checking your License

The number of licenses included for Premium users depends on purchase. A minimum of 50 are included
with Scalix Enterprise Edition, 50 are included with Scalix Small Business Edition 50, and 20 are included
with Scalix Small Business Edition 20. Scalix Community Edition includes 5 licenses. More licenses can be
purchased, except for the Community Edition.

All editions use the same installer. The Enterprise and Small Business editions require a license key, which
you enter during the installation process. Please obtain the key, provided in a file, and have it ready for
use. You can install Scalix without a license key, but your system is treated as a Scalix Community Edition
and your users as Standard users until the correct license key is entered in the product.

When upgrading from Scalix Enterprise Edition or Scalix Small Business Edition, the license must also be
current. When it is outdated, your installation can downgrade to Scalix Community Edition functionality,
resulting in lost data. The license can be checked in your file, in Scalix Management Console, or with a
command.

To check validity of licenses when upgrading

1 To check the date in the file, either

access the License Keys tab in Scalix Management Console (under Settings)

or enter the following command in a terminal window:
sx1license
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Preparing the Network

Servers and files need to be configured.

To prepare the network

1

4

5

Give all Scalix servers static IP addresses and appropriate names, such as scalix.yourcompany.com

Configure your Domain Name System (DNS) server for them. First, all Scalix servers in the network must
be configured for DNS-lookups, in which an Internet protocol (IP) address resolves to a hostname and
vice-versa. This is essential for integration of anti- spam and anti-virus software. Second, so that users
login in once per session instead of repeatedly when using a Windows network, create a DNS alias
record (optional). Alias scalix-default-mail with the fully qualified domain name of the target host.

For example, when a computer name is redhatbox.yourcompany.com, configure DNS as follows:

forward lookup zone = yourcompany.com reverse lookup zone = according
to IP address host field for the host record = redhatbox mail server field for
mail exchanger (MX) record = redhatbox alias record = scalix-default-mail =
www.yourcompany.com

Ensure the following ports are available:

25/TCP for SMTP

80/TCP for Apache HTTP

110/TCP for POP

143/TCP for IMAP

389/TCP for LDAP

5729/TCP for Scalix UAL (open when Scalix is running)
5757/UDP for Scalix UDP

8080/TCP for Tomcat (in some cases)

You do not need port 8080 when Scalix Apache/Tomcat Connector is installed, which is the norm for
Scalix installations, because port 80 is the default. To communicate directly with Tomcat, port 8080 is
the correct port, but this is not a recommend prac- tice.

When Secure Sockets Layer (SSL)-based security is required, ensure the following addi- tional ports are
available:

443/TCP for HTTPS 465/TCP for SMTPS

993/TCP for IMAPS

995/TCP for POP3S

5767/TCP for Scalix UAL-S, all TCP (Requires stunnel configuration for Outlook over SSL support, so
may not appear to be open. stunnel configuration is outlined in the Scalix Setup and Configuration
Guide.)

Remove or disable any firewall software on the server.

Access the following file on each server:
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/etc/hosts
and ensure the localhost and server entries are listed, for example:

127.0.0.1 localhost.localdomain localhost
172.16.1.133 redhatbox.yourcompany.com redhatbox

where the second IP address is your server’s IP address and the name of the computer is redhatbox. Once
you have installed Scalix, do not change the name of the computer.

6 If you are more comfortable working in a graphical environment, you can take one of two approaches:

« Use a remote X-Windows desktop connection, which can result in better perfor- mance than
running it on the server.

* Run X-Windows directly on the sever, but when finished with installation, boot the
server in run level 3.

Preparing the Operating System

We recommend installing Scalix on a host computer that has only one operating system installed and
which will function only as a Scalix server. Scalix recommends using a new Linux operating system
installation so that the partitioning is optimized, as follows.

If you are planning a new Linux installation to be the Scalix server, be aware of the following:
e Assign a static IP address to it, to minimize problems with DNS

e Performance of the Scalix server can be modestly increased by operating the system in run level 3
(command-line mode) instead of run level 5 (graphical user interface mode)

« When installing Red Hat Enterprise Linux, do not install all packages. See “Installing Red Hat Enterprise
Linux” on page 41.

e Partition the new installation as outlined in the next section.

Partitioning a Linux Host

With Linux operating systems, you have options for partitioning and often can install using Logical Volume
Manager (LVM). Note:

o Partitioning of the host can be accomplished during the installation of the Linux operating system or can
be retroactively applied by means of a disk partitioning utility.

« Required Linux-specific partitions include root (/), /boot, and /swap, as outlined here.

e A /var partition is required for use as the destination directory for Scalix Server. Scalix recommends use
of LVM for the /var partition. This enables you to increase the size of the /var partition as needed, or to
back up the Scalix Server, without having to shut down the system.
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When installing operating systems such as Red Hat, creation of these partitions is automatic. You need to
ensure the sizing is right for both existing and new installations. For example, the /var folder is normally much
smaller than that required for Scalix.

Table 1: Required Partitions

Required Description
Partition

The basic location for an operating system installation. 6 GB recommend. This
root (/) enables you to install all of the required packages and software needed by the
Linux server.

Stores the operating system kernel, along with support files used during the
/boot bootstrap process. Because of the limitations inherent in the BIOS of most host
computers, Scalix recommends cre- ating a boot partition no larger than 75 MB
to store these files.

Swap partitions are used to support virtual memory. Data is written to a swap
partition when there is not enough physical RAM to store the data the system
/swap is processing. This partition must be at least twice the amount of physical RAM
on the host. For example, if you have 1 GB of RAM, the swap partition must
have at least 2 GB capacity.

The Scalix Message Store, the configuration files, the logs, and any language
files are installed in the /var partition, in the /var/opt/scalix directories created
Ivar during the installation process. This partition must be large enough to
accommodate the future requirements of the Scalix message store. For
example, 100 users using an average of 200 MB for every mailbox requires
setting the size of the /var partition to approximately 20 GB. Scalix recommends
using LVM for setting up this partition so that you can easily add to it.

When the operating system is already installed, you may or may not be able to resize the partitions. For
example, Red Hat is normally installed with LVM, in which case you can use LVM resize and other commands.
But if you installed Red Hat with the ext3 file system, it can be difficult to resize them, in which case you can
elect to reinstall the operating system. To view how much space is used by the swap and other partitions in
Red Hat, use the Logical Volume Management application included with that product. To view how much
space is available for the /var folder, right-click the folder and view its properties.

Installing Red Hat Enterprise Linux

The system onto which you are installing Scalix server is a dedicated messaging server. As a result, installing
all software during the installation of Red Hat Linux can severely reduce overall system performance and can
interfere with the efficiency, security, and scalability of the e-mail server. Scalix recommends installing the
package groups listed as follows. These package groups contain all the required packages (RPMs) along with
their respective software dependencies.

To install Red Hat Enterprise Linux for use with Scalix

1 During the installation of Red Hat, for security-enhanced Linux (SELinux), set it to per- missive/warn or
disabled. You cannot perform an installation of Scalix with SELinux enabled.
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2 For software, select Customize selection of packages to be installed or Customize now and
click Next. Opt to install the following package groups:

o KDE Desktop Environment or GNOME Desktop Environment (or both)
e Graphical Internet
o Text-based Internet

« Kernel Development ( enable packages for operating system development and basic development
support, such as Development Libraries)

+ Development Tools, Java Development Kit (JDK)

« DNS Name Server (if you do not have a DNS server elsewhere)

o Legacy Network Server

« Mail Server (also click Details or Optional packages to install the sendmail-cf option)
« Network Servers (also click Details or Optional packages to install the krb5-server option)
e PostgreSQL Database

« Server Configurations Tools

» Web Server

e Administration Tools

o System Tools

e X Window System

3 Complete the installation. If you have not already set SELinux to permissive/warn or disabled, do so later
in the Red Hat wizard.

Preparing the Firewall

If possible, disable any existing firewall software on the server, especially before doing a default
installation.

As outlined in more detail in “Location in Network” on page 24, use firewall(s) within your network system
as follows:

» Scalix Servers typically are behind a corporate firewall within a local area network (LAN).
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« When done this way, you can use virtual private networking (VPN) for remote access. The VPN server
is placed in a demilitarized zone (DMZ) between the LAN and the Inter- net. There is usually a firewall
protecting the DMZ from the Internet, and no special pro- visions are needed on the Scalix side.

o Scalix Web Access can be deployed in the DMZ.

e For small and medium-sized companies with limited network equipment, you can put the Scalix server
in the DMZ to make it remote-accessible. In this case, place strong security on the relevant network
communication.

e For a small company with limited network equipment, you can put the Scalix server in
your main network, firewalled to the Internet.

Installing Debugging Binaries

Installing the following binaries on your Scalix host(s) will assist you if you need to work with Scalix Support
in resolving problems:

tcpdump ethereal Isof
strace gdb

To install them on a Red Hat computer, for example, enter

yum install tcpdump ethereal Tsof strace gdb

Later, you use the --debug option when starting the Scalix installation wizard, for example
./scalix-installer --debug

Log files are found in /var/log/scalix-installer
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Typical Installation

This chapter outlines installation of Scalix onto a single host computer, which is the only
option when using Scalix Small Business Edition or Scalix Community Edition. For any
edition, if you want choose the components installed, go to the next chapter. Also use a
custom installation to configure use of Kerberos.

Read the Scalix Release Notes before beginning installation. There may be late

changes, cautions, tips, or qualifications that impact the installation procedure.
If you are upgrading from a previous version, use the upgrade chapter.

Contents
This chapter includes the following information:
« “Performing a Typical Installation” on page 46
e “Confirming Installation Success” on page 56

o “Starting Scalix” on page 62

Performing a Typical Installation

Installation is performed with a wizard. The wizard prompts vary from one installation and computer
to another, so the screens you see can vary from the procedure outlined here.

To perform a typical installation of Scalix
1 Login to the target host computer as root.

2 Download the Scalix .bin file, and place it in a convenient directory on the host, for example the root
home folder.

3 In a terminal window, if the file is not in the root home folder, use the cd command to change to the
appropriate folder, for example

cd /scalixtest/
4 Launch the installation programs by entering bash and the .bin file name, for example

bash scalix-12.6-GA-enterprise-redhat-intel.bin
5 This displays the license agreement.
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@ rnut_@redhatbnx:- E]@_E]

File Edit Wiew Terminal Tabs Help
SCALIX COMMUNITY EDITION LICENSE AGREEMENT

[»]

OR

SCALIX ENTERPRISE EDITION AND
SMALL BUSINESS EDITION LICENSE AGREEMENT |l

THE SOFTWARE YOU ARE INSTALLING IS LICENSED TO YOU UNDER THE TERMS OF

A SOFTWARE LICENSE AGREEMENT. IF YOU ARE INSTALLING AN EVALUATION COPY OF
SCALIX SOFTWARE, THE LICENSE AGREEMENT WHICH YOU ACCEPTED DURING YOUR
DOWNLOAD (AND WHICH IS CONTAINED IN A TEXT FILE IN THE DOWNLOAD PACKAGE)
APPLIES. IF YOU ARE NOT INSTALLING AN EVALUATION COPY OF SCALIX SOFTWARE,
THEN ONE OF THE TwWO AGREEMENTS BELOW APPLIES. THE DEFAULT INSTALLATION
INSTALLS SCALIX COMMUNITY EDITION; BY ENTERING A VALID LICENSE KEY DURING
THE INSTALLATION PROCESS, THE INSTALLATION WILL INSTEAD INSTALL SCALIX
ENTERPRISE EDITION OR SCALIX SMALL BUSINESS EDITION. YOUR INSTALLATION AND
USE OF THE SOFTWARE IS GOVERNED BY THE TERMS OF THE APPLICABLE LICENSE
AGREEMENT, I.E. IF YOU HAVE NO LICENSE KEY, THEN THE SCALIX COMMUNITY
EDITION LICENSE APPLIES; IF YOU HAVE A LICENSE KEY, THEN EITHER THE SCALIX
ENTERPRISE EDITION OR SCALIX SMALL BUSINESS EDITION LICENSE APPLIES. BY
CLICKING ON THE "ACCEPT" BUTTON, YOU ARE CONSENTING TO BE BOUND BY AND ARE
BECOMING A PARTY TO SUCH APPLICABLE LICENSE AGREEMENT. IF YOU DO MNOT AGREE
TO ALL OF THE TERMS OF THE APPLICABLE LICENSE AGREEMENT, CLICK THE "CANCEL"

=

a Press the space bar repeatedly to scroll down, or press q to skip to the end.

b At the end of the agreement, at the prompt, accept the agreement by entering yes.

c At the prompt, launch the Readme file by pressing Enter.

d When prompted, run the package by entering yes. Or, if you installed the de- bugging
programs outlined in the pre-installation chapter, instead enter no and manually
launch the installer, for example using

cd scalix-12.6.0-GA ./ scalix-installer --debug

6. Actions menu appears. (Content can vary with that shown here.) This is where you select

8.

the type of installation you want to do: typical, custom, or reconfiguration of
components.

Please choose an action from the Tist:
[1] Install/upgrade all scalix components (typical)
[2] Install/upgrade one or more Scalix components (custom)

-> Please enter your choice [1]:

Because this is a single-server installation, type 1 and press Enter.
You can be prompted to identify where the installation files are.

Choose the directory where the Scalix packages you intend to install reside
[/root/scalix-12.6.0-GA/software/scalix_server]

Press Enter to accept the default directory shown.

The Component List screen appears with all components selected by default. Because
you are doing a typical installation, you cannot deselect any components. Cancel out of
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the wizard and perform a custom installation if you instead want to select the compo-
nents to install.

[14721.rhel6])

Press enter to continue installation.
9. The System Check screen appears while the wizard verifies that required software is

installed and meets requirements. It can take a minute or so. If pieces are missing or
outdated, it queues them to install or upgrade them automatically.
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Issues that you may need to address can include the following,

SELinux is enabled — When performing an installation, you need to disable secu-
rity-enhantced Linux (SELinux). SELinux refers to user programs having the mini-
mum privileges required to perform tasks so as to minimize any damage done to
the system if mistakes are made. Open the /etc/selinux/config file, change the
SELinux setting to SELinux=Disabled or SELinux=Permissive, then restart the
computer and try the installation again. Or, on a Red Hat computer only, make
it temporarily permissive by using the command “setenforce 0” so as to avoid
rebooting.

Network check failed — Messages about the IP address and DHCP mean that
the computer is not configured with a static IP address and/or the /etc/hosts
file needs to be changed as follows:

127.0.0.1 localhost.localdomain localhost
172.16.1.133 redhatbox.yourdomain.com redhatbox

where the second IP address is your server’s IP address and the name of the computer
is redhatbox.

Network check failed — A message that the network interface cannot be deter-
mined can mean that two or more network interfaces are active/running at the
same time. Set the computer so that only one network interface is running.

Package Dependencies When all required packages are not available , a message
may appear saying, there are dependencies to be resolved. Installer will also prompt

49



10.

1.

12.

13.

you to choose if you want the it to install the dependencies automatically.(This will
require a valid RHN registration for Redhat systems or access to the repositories)
Scalix 12.6 installer may not be able to install dependencies automatically for IBM
servers. In this case you will need to install packages manually.

Choose to install IBM JRE package while resolving JRE package dependency for IBM
platforms.

When the system check passes, you are prompted to begin installation:

Press Enter. Installation begins, and status messages record the progress

eck again) [nol

The wizard begins installing the selected components and displays an Installing screen.
This process takes a few minutes. The wizard reports on which package is currently
being installed. When the installation is complete, a “Done” message appears.

A mailnode prompt appears. A mailnode organizes a mail community into a man- ageable group. It is
like a mail-stop. For example, you can organize users by work group, employment status, office
location, or use the hostname of the Scalix server. Examples are Frankfurt, sales, and Scalix1. The
primary mailnode often has the same name as the server, so the installer offers it as the default. Each
Scalix server is associated with a single mailnode created during installation. If required, you can
create sub-mailnodes after installation. You can map multiple mailnodes to the same Internet domain
name. (The "," in a mailnode name denotes a component, there can be up to four of those, they are
somewhat hierarchical, with the left-most being the most significant.)

-> Enter the name of the primary mailnode on this server [redhatbox]:

Press Enter to accept the default entry or rename the mailnode.

NOTE: You can add more mailnodes later

The domain name prompt can appear. It is the domain name of this server. It is the one used for e-
mail addresses. For example, a domain of bamail.net is used as jane@bam- ail.net

-> Domain name []:

If the default entry is acceptable, press Enter. If no default is provided, enter the domain,
for example bamail.net or yourcompany.com

A list of formats for e-mail accounts can appear.
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14.

15.

16.

17.

Display name format:
[1] Firstname Lastname (eg. “James Kirk”) [2] Lastname, Firstname (eg. “Kirk, James)
[3] Lastname Firstname (eg. Kirk James)

[4] Firstname Middleinitial. Lastname (eg. “James T. Kirk”)
[5] Lastname, Firstname Middleinitial. (eg. “Kirk, James T.”)
-> Please enter your choice [1]:

For example, with Firstname Lastname, a user’s name is displayed as Jane Rogers. The
main purpose of this format is for the address book, where sort order is determined, so
companies use Lastname Firstname when there are many users with the same first
name.

Type the number of the preferred display name format and press Enter.

A list of e-mail (Internet) address formats can appear.

Internet address format:

[1] use display name format

[2] Firstname_Middleinitial_Firstname (james_t_james@yourcompany.com)
[3] Firstname.Middleinitial.Firstname (james.t.james@yourcompany.com)
[4] Firstname.Lastname (james.kirk@yourcompany.com)

[5] Firstname_Lastname (james_kirk@yourcompany.com)

[6] Lastname.Firstname (kirk.james@yourcompany.com)

[7] Lastname_Firstname (kirk_james@yourcompany.com)

[8] firstinitialmiddleinitiallastname (jtkirk@yourcompany.com)

[9] firstinitiallastname (jkirk@yourcompany.com)

[10] firstinitialmiddleinitiallastinitial (jtk@yourcompany.com)

-> Please enter your choice [1]:

Type the number that represents the preferred e-mail address format and press Enter.
The administrator user account prompt can appear. This user manages the Scalix Server via the Scalix

Management Console so the account needs a name, password, and e-mail address. The default user
name presented is sxadmin.

-> Username [sxadmin]:
Press Enter to accept the default user name, or type a new name.

The password prompt appears .

-> Enter password:

Type a password for the administrator user account and press Enter, then re-type it to confirm.
The input is not echoed on-screen.

The e-mail address prompt can appear to create an e-mail address for this user.

-> Unique Email Address [sxadmin-yourcomputer@yourcompany.com]:
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18.

19.

20.

21.

Press Enter to accept the default e-mail address, which automatically applies the
domain name, admin user name, and display name format. Or type a new one, for
example john@yourcompany.com

- After installation, you can create additional administrator accounts in Scalix
Management Console or using the command line.

The installer creates the message store, which can take a few minutes.

install again.

The Scalix license prompt can appear.

-> Enter the Tocation of your license key file or enter “None” to run the server

without a Ticense []:

Type the full path and file name at the prompt, for example /root/scalix_license.txt
and press Enter. If the path or file name are wrong, you are warned and prompted
again for the correct one. The license is validated.

The default main domain prompt can appear.
-> Please enter the default mail domain [yourcompany.com]:

This provides the opportunity to specify the default domain when you have more than
one being used for mail. Press Enter to accept the default shown, or type the default
mail domain, for example bamail.net

A prompt can appear for the host name:

-> Please enter fully qualified host name of the Scalix Server where the
“Administration Groups” have been (or will be) created [yourcom-
puter.yourcompany.com] :

An administration group is a system-defined group that turns a user into a limited
administrator, for example one who manages user accounts but cannot shut down the
server. In a multi-server environment, you create these groups on one server only so
that they show up in the address book once, so when Scalix Management Service is in-
stalled on a machine that is separate from the Scalix Server, this prompts you to enter
the location of the Administration Groups and the sxquerymgr service (the server on
which you installed Scalix Management Service). Or you can use this screen to create
these items on the server.

Either press Enter to accept the default Scalix Server host (noted in brackets) or type the

correct host nhame and press Enter.
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-Administration Groups are special public distribution lists that Scalix
Management Console uses.

22. A password prompt can appear for Scalix Management Console to use to authenticate
against the LDAP server. This ensures secure data flow between Scalix Management Console
and the LDAP server.

Please enter a password that the Scalix Management Services will use to
authenticate with the Scalix Server. If you plan to install multiple Scalix
Servers, please keep this password in a safe place. The MUST use the same password
during installation of the servers.

-> Enter password:

-> Confirm password:

This is a non-expiring password and is for an account different from the administrative
login, so it can be different from the administration login. If you are building more than
one Scalix Server, each must have the same authentication password.

Keep this password on file because you will need to enter it on each server if you
upgrade to a multi-server setup at some point. If you lose the password, it is stored in
the psdata file in Scalix’s configuration folder (/etc/opt/scalix/caa/scalix.res/con-
fig/ psdata) on the computer with Scalix Management Console.

23. A Kerberos prompt can appear.

-> Do you want to use secure communication between this machine and Scalix Management
Agent using Kerberos? (yes/no) [no]

Kerberos refers to a method for authenticating a request for service. It is a standard
protocol, used for example in Microsoft Windows, and both client and server are authen-
ticated. When active, Kerberos authentication applies between Scalix Management
Agent and Scalix Management Console. You need to have a functioning, external Ker-
beros server set up to use this function in Scalix.

To use it, enter yes. To skip it, enter no.

24. A Scalix Management Services (SAC) prompt can appear.

Please enter the fully qualified hostname of the machine where the Scalix Management
Services is or will be installed.

-> Hostname [yourcomputer.yourcompany.com]:

This is computer used for the Web-based administration interface. An example is
redhatbox.xandros.com
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25.  An Administration Groups prompt can appear.
-> Create “Administration Groups” on this machine? (yes/no) [yes]

An administration group is a system-defined group that turns a user into a limited
administrator, for example one who manages user accounts but cannot shut down the
server. In a multi-server environment, you create these groups on one server only so
that they show up in the address book once, so when Scalix Management Service is
installed on a machine that is separate from the Scalix Server, this prompts you to
enter the location of the Administration Groups and the sxquerymgr service (the server
on which you installed Scalix Management Service). Here, you are being prompted to
cre- ate these items on the server.

Specify if you want administrator accounts to be kept on the same computer.

26. A Scalix Web Access prompt can appear.
Please select the Tanguage locale for the Scalix web Access running on
this host: [1] US English

[2] uKk English

[3] German
-> Please enter your choice [1]:

Specify the language for the Webmail interface, which is the one that users see to access
e-mail.

27. A rules wizard prompt can appear.
-> Do you want to enable Scalix Rules wizard? (yes/no) [yes]
The Rules Wizard allows users to create mailbox rules in the Web-based interface, such

as an out-of-office notice, forward e-mail to another address or folder, or delete incom-
ing e-mail from specific addresses. Filtering is performed server-side. Enter yes or no.

28. A Search and Index Services prompt can appear.

-> Do you want to enable Search and Index Services (requires Scalix Mes- saging
Services)? (yes/no) [yes]

The index service enables users to search mailboxes. Enter yes or no. You are prompted later
to identify the computer on which Scalix Messaging Services is located.

29. An SMTP server prompt can appear.
-> SMTP server hostname [yourcomputer.yourcompany.com]:
Identify the Simple Mail Transfer Protocol (SMTP) server to use for sending e-mail. This

server can be the same as or different from the Scalix Server. An example is
redhatbox.yourcompany.com

30. A language prompt can appear for the Scalix Search and Index Service component.
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Please select the language for Scalix Search and Index Service running on
this host: [1] English

[2] German

-> Please enter your choice [1]:

The index service enables users to search mailboxes. Enter a number to specify a lan- guage
for the search.

31. An IP address prompt can appear.

Please specify comma-separated list of IP addresses allowed to connect to
Scalix Search and Index Service (type “*” to allow connections from any
host) [192.168.1.224,127.0.0.1]:

This lists all IP addresses allowed to connect to the Search and Index Service. Type a comma-separated
list of IP addresses or use the wildcard symbol (*) to denote any host.

32. A PostgreSQL password prompt can appear.

Enter database password:

Here you supply the password for the user accessing this database. This user is created during
the Scalix Postgres integration process and is a full database user.

33. A Scalix Messaging Services prompt can appear.

Please specify comma-separated 1list of IP addresses where Scalix Messag- ing
Services 1is or will be installed [192.16.1.224]:

Enter the IP address of the machine where the messaging services are or will be
installed, optionally followed by a colon and the port where the messaging
services are listening. An example is 192.16.1.224:8080

34. An LDAP port prompt can appear.
-> Enter LDAP port number: [389]:

Specify the port used for LDAP, the default of which is 389.

35. Web Application secure https connection prompt appears.

Select the components and press ENTER.
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36. Configuration starts. When the “Scalix Installer - done” message appears, installation is complete.
You can proceed to testing of the installation, further customization, or to the entry of user accounts.

Confirming Installation Success

After installing Scalix on the host computer, you can perform the following tasks to ensure
that Scalix installed correctly.

Verifying that Apache Started
To verify that the Apache server has started
1 Login to the Scalix host as root.
2 If it runs Red Hat Enterprise Linux, enter this command:
ps -ef | grep httpd
If it runs SUSE Linux, enter this command:
ps -ef | grep apache

If Apache is running on the host, a list of Apache processes similar to the
following appears:

apache 2917 2886 0 05:20 ? 00:00:00 /usr/sbin/httpd
apache 2918 2886 0 05:20 ? 00:00:00 /usr/sbin/httpd

apache 2919 2886 0 05:20 ? 00:00:00 /usr/sbin/httpd

3 Open a Web browser and connect to

http://<your_scalix_mailserver_FQDN>/

for example
http://scalixl.yourcompany.com/

The Apache Test Page appears, confirming that your Apache server is working.

Verifying Network Connections

To verify that network protocol access and connectivity is sufficient
1 Log in to the Scalix host as root.
2 Open a terminal/console window.

3 Ping any address outside the corporate firewall that returns ping requests, for example
ping 130.57.5.25. When successful, the response repeats, for example

56


http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/
http://scalix1.yourcompany.com/

64 bytes from 130.57.5.25: icmp_seq=17 ttl=64 time=0.050 ms
4 Ping other messaging servers inside the corporate firewall.

5 From inside the firewall, ping the Scalix server using the hostname, for example ping
redhatbox

6 From outside the firewall, ping the Scalix server using the hostname, for example ping
redhatbox.yourcompany.com

7 Depending on the usage requirements for the Scalix server, make sure the following
ports are open:

o 25/TCP for SMTP

+ 80/TCP for HTTP

o 110/TCP for POP

o 143/TCP for IMAP

o 389/TCP for LDAP

e 5729/TCP for Scalix UAL (open when Scalix is running)
« 5757/UDP for Scalix UDP

e 5767/TCP for Scalix UALS

« 88/TCP and 749/TCP (Kerberos - single-sign-on only)

When Secure Sockets Layer (SSL)-based security is required, ensure the following addi-
tional ports are available:

e 443/TCP for HTTPS
»  465/TCP for SMTPS
»  993/TCP for IMAPS
e 995/TCP for POP3S

e 5767/TCP for Scalix UAL-S, all TCP (Requires stunnel configuration for Qutlook over SSL support,
so may not appear to be open. stunnel configuration is outlined in the Scalix Setup and
Configuration Guide.)

View open ports by entering
nmap Tocalhost
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View ports being listened to by entering

netstat -an

Testing Scalix Web Access Installation

Scalix Web Access is used to read e-mail in a Web browser.

To ensure that Scalix Web Access is installed correctly

Log in to the Scalix host as root.

Make sure the Tomcat service is started, by entering this command:

ps -ef | grep tomcat

or restart it with
/etc/init.d/scalix-tomcat restart

In your Web browser, enter this address:
http://<your_scalix_mailserver_FQDN>/webmail/

for example

http://redhatbox.yourcompany.com/webmail/

The Scalix login page appears in the browser window.

B Login to Scalix Web Access X =

€

[%

tf

10.254.6.230/webm c

Welcome to Scalix Web Access

Please log in.

Log In

wB 93
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If the login page does not appear, open this Tomcat log file: STOMCAT_HOME/logs/

catalina.datelog
in
/var/opt/scalix/<nn>/tomcat/logs

where nn varies with Scalix installation. Review the log files for any recorded errors. If
it does not appear when trying to launch the Web interface from another computer, it
can mean the Domain Name System (DNS) settings for the Scalix server are incorrect or
that you need to disable SELinux and/or the operating system firewall.

4 Log in to Scalix Web Access using the administrator username and password you
previously configured during installation, for example sxadmin.

5 When prompted about the popup window, accept them so that you can log in.
For example, in Firefox, you click the Preferences button that appears and
allow popup windows. A message about browser support can also appear. Log in
again.

File Edit View Actions Tools Help SCALIX ™
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n-ll
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% g:::l?] 0 & Sanjay Zantye RE: Re: Scalix Mailing Solution demo id's - Solution Demo... Tue, 8/16/2016 4:32pm 180KB
3 Sent ltems @} rmSupport [Scalix - Internal Tasks #60580] Investigate how to move f... Tue, 8/16/2016 3:18pm 5KB
{3 Deleted tems Q & Sanjay Zantye Need Hardware sizing for Scalix hosted 1k and 10k users  Tue, 8/16/2016 3:13pm 15KB
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% g’::'k:ds Q & Sanjay Zantye RE: Scalix Hosted comparison with MS Exchange Online  Tue, 8/16/2016 3:00pm 31KB
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Figure 1: Scalix Web Access for Viewing E-mail in a Web Browser

Testing Scalix Management Console Installation

To ensure that Scalix Management Console is installed correctly
1 Log in to the Scalix host as root.

2 Make sure the Tomcat service is started, by entering this command:
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ps -ef | grep tomcat
or restart it with

/etc/init.d/scalix-tomcat restart

3 Inyour Web browser, enter this address:
http://<your_scalix_mailserver_FQDN>/sac/

for example

http://redhatbox.yourcompany.com/sac/

The Scalix Management Console login page appears.

Administration Console Login

Login ID:
Password:

Copyright © 2002-2015 Scalix Corporation. All rights reserved.

Use your Login ID, not your name, to login.
Your Login ID may include the domain name of
your mail server in which case it will look like
'yourlD@yourDomain.com’

If the login page does not appear, open this log file:

~/tomcat/logs/scalix-caa.log
for example in
/var/opt/scalix/<nn>/tomcat/logs
where nn varies with Scalix installation. Review the log files for any recorded errors.

4 Login to Scalix Management Console. The administrator account was created in the installation wizard,
the default of which was sxadmin. There are two possibilities for login: either the username, or the
username with domain. For example

sxadmin

or
<admin_user>@<your_scalix_mailserver_FQDN>

for example
jimmyk@scalixl.yourcompany.com

To view information for the administrator account, enter:
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omshowu -n admin_user
for example
omshowu -n sxadmin

You can modify the name/authentication ID for the administrator account and all
other users using the Scalix Management Console or by executing the ommodu
command on the Scalix Server as follows:

ommodu -0 username --authid new_authid
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Starting Scalix

Now that you installed and started your Scalix system, you can put it to work. This can be
done using the graphical user interface or command line. You can configure Scalix.

SCALIX ADMINISTF

03 R . 5
S B % W O |
Users Groups Resources Plugins Server Info Settings Help Refresh Logout

Filter users by:

Edit Filters & No User Selected
Type: All users 4
Name: ]

.g Demo1

& Demo2

2; John Doe

§ Julio Saraiva

§ Max Mustermann
g Peter Smith

& Reniton Carvalno . » 7
xsxadmin ADMINISTRA y

Uwe Seeler

Choose a user from the list on the left.

Create User(s)

Figure 2: Scalix Management Console (SAC) for Administration

Starting Scalix Management Console

Scalix Management Console (SAC) is used to administer Scalix.

To start Scalix Management Console

1 Open a Web browser and log in to your server using the format
http://<your_scalix_mailserver_FQDN>/sac
for example
http://redhatbox.yourcompany.com/sac

Alert Do not try to log in as the user sxqueryadmin or change its settings in any way.
It is a system user and should not be changed.

The default user name for login is sxadmin. When the Scalix Management Console
appears, you can complete a range of tasks, such as:

» Scalix user account management

e Group (public distribution list) management
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« Starting and stopping server services and daemons
e Monitoring queues

« Changing some server configuration settings

You can also perform system monitoring to assess the current state of processes and resources
as well as load.

For information about using Scalix Management Console, see the Scalix Administration guides

Starting the Webmail Interface

See “Testing Scalix Web Access Installation” on page 56. The format is

http://<your_scalix_mailserver_FQDN>/webmail
for example

http://redhatbox.yourcompany.com/webmail

Scalix Command-Line Interface
If you choose not to use the Scalix Management Console, you can work with a command-line
interface (CLI). For server setup tasks, or for high-end, advanced maintenance, use the CLI. The
CLI provides a full set of commands, or you can use the CLI to set up and run all needed
administrative scripts.

To use Scalix via the CLI

1 Open a terminal window and use the commands and extensions to configure and custom- ize
your system. See the Scalix Administration Guide and man pages for all commands.

Configuring Scalix

For information on system configuration, such as anti-virus or anti-spam software, stunnel and
security setup, and e-mail routing, see the Scalix Setup and Configuration Guide.
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Custom Installation

This chapter provides instructions for custom and multi-server installations. If you
performed a typical installation, skip this chapter.

Read the Scalix Release Notes before beginning installation. There may be

late changes, cautions, tips, or qualifications that impact the installation
procedure. If you are upgrading from a previous version, use the upgrade
chapter.

Contents
This chapter includes the following information:
o “Before You Begin” on page 64
* “Installing Scalix Server and Scalix Management Agent” on page 65
e “Installing Other Scalix Components” on page 71
e “Confirming Installation Success” on page 72

o “Starting Scalix” on page 72

Before You Begin

The Scalix package includes several components, and you can install some or all on any
number of hosts. You can mix and match these packages on separate servers, putting one,
some, or all on any combination of servers.

The Scalix Server and Scalix Management Agent must be installed on the same server before
installing any other packages. After that, the order in which the components are installed
does not matter.

You manually run the installation wizard on each host on which you want components
installed. If you want to install more than one component on a server, you can do them at
one time or repeat the installation procedure to add a new component.

The wizard prompts vary from one installation and computer to another, so the prompt you
see can vary from the procedures outlined here.
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Installing Scalix Server and Scalix Management

Agent

Scalix Server and the Scalix Management Agent must be installed on the same host computer
and before other components. So the first step in setting up a custom or multi-server system
is to install them, and you can add other components at the same time. The installation
procedure here adds the Search and Index Service because it is closely associated with
Scalix Server.

In a multi-server environment, the installation procedure is done on each host machine,
installing only those components needed for that particular server. We recommend that you
keep a map of your system layout in front of you, listing all servers, their hostnames and
passwords, and the components installed on each one.

If you have not already done so, ensure you have the required hardware and software, and
that you have prepared the computer and network. See “System Requirements” on page 31
and the pre-installation chapter.

To install Scalix Server, Scalix Management Agent, and Search and Index Service on
the first host machine

1 Login to the target host computer as root.

2 Download the Scalix .bin file, and place it in a convenient directory on the host, for
example the root home folder.

3 In a terminal window, if the file is not in the root home folder, use the cd command to
change to the appropriate folder, for example
cd /scalixtest/

4 Launch the installation programs by entering bash and the .bin file name, for example
bash scalix-12.6.0-GA-enterprise-redhat-intel.bin

5 This displays the license agreement.
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-

= root@redhatbox:~ E]@E]

File Edit Wiew Terminal Tabs Help
SCALIX COMMUNITY EDITION LICENSE AGREEMENT

OR

SCALIX ENTERPRISE EDITION AND
SMALL BUSINESS EDITION LICENSE AGREEMENT

THE SOFTWARE YOU ARE INSTALLING IS LICENSED TO YOU UNDER THE TERMS OF

A SOFTWARE LICENSE AGREEMENT. IF YOU ARE INSTALLING AN EVALUATION COPY OF
SCALIX SOFTWARE, THE LICENSE AGREEMENT WHICH YOU ACCEPTED DURING YOUR
DOWNLOAD (AND WHICH IS CONTAINED IN A TEXT FILE IN THE DOWNLOAD PACKAGE)
APPLIES. IF YOU ARE NOT INSTALLING AN EVALUATION COPY OF SCALIX SOFTWARE,
THEN ONE OF THE TWO AGREEMENTS BELOW APPLIES. THE DEFAULT INSTALLATION
INSTALLS SCALIX COMMUNITY EDITION; BY ENTERING A VALID LICENSE KEY DURING
THE INSTALLATION PROCESS, THE INSTALLATION WILL INSTEAD INSTALL SCALIX
ENTERPRISE EDITION OR SCALIX SMALL BUSINESS EDITION. YOUR INSTALLATION AND
USE OF THE SOFTWARE IS GOVERNED BY THE TERMS OF THE APPLICABLE LICENSE
AGREEMENT, I.E. IF YOU HAVE NO LICENSE KEY, THEN THE SCALIX COMMUNITY
EDITION LICENSE APPLIES; IF YOU HAVE A LICENSE KEY, THEN EITHER THE SCALIX
ENTERPRISE EDITION OR SCALIX SMALL BUSINESS EDITION LICENSE APPLIES. BY
CLICKING ON THE "ACCEPT" BUTTON, YOU ARE CONSENTING TO BE BOUND BY AND ARE
BECOMING A PARTY TO SUCH APPLICABLE LICENSE AGREEMENT. IF YOU DO WOT AGREE
TO ALL OF THE TERMS OF THE APPLICABLE LICENSE AGREEMENT, CLICK THE "CANCEL"

[»]

a Press the space bar repeatedly to scroll down, or press q to skip to the end.

b At the end of the agreement, at the prompt, accept the agreement by entering

yes.

Cc At the prompt, launch the Readme file by pressing Enter.

D Launch the installation programs by entering the bash command and .bin file

name

for example
bash scalix-12.5.0-GA-enterprise-redhat-intel.bin

4  This displays the license agreement.

r

= root@redhatbox:~

File Edit View Terminal Tabs Help
SCALIX COMMUNITY EDITION LICENSE AGREEMENT

OR

SCALIX ENTERPRISE EDITION AND
SMALL BUSINESS EDITION LICENSE AGREEMENT

THE SOFTWARE YOU ARE INSTALLING IS LICENSED TO YOU UNDER THE TERMS OF

A SOFTWARE LICENSE AGREEMENT. IF YOU ARE INSTALLING AN EVALUATION COPY OF
SCALIX SOFTWARE, THE LICENSE AGREEMENT WHICH YOU ACCEPTED DURING YOUR
DOWNLOAD (AND WHICH IS5 CONTAINED IN A TEXT FILE IN THE DOWNLOAD PACKAGE)
APPLIES. IF YOU ARE NOT INSTALLING AN EVALUATION COPY OF SCALIX SOFTWARE,
THEN ONE OF THE TWO AGREEMENTS BELOW APPLIES. THE DEFAULT INSTALLATION
INSTALLS SCALIX COMMUNITY EDITION; BY ENTERING A VALID LICENSE KEY DURING
THE INSTALLATION PROCESS, THE INSTALLATION WILL INSTEAD INSTALL SCALIX
ENTERPRISE EDITION OR SCALIX SMALL BUSINESS EDITION. YOUR INSTALLATION AND
USE OF THE SOFTWARE IS5 GOVERNED BY THE TERMS OF THE APPLICABLE LICENSE
AGREEMENT, I.E. IF YOU HAVE NO LICENSE KEY, THEN THE SCALIX COMMUNITY
EDITION LICENSE APPLIES; IF YOU HAVE A LICENSE KEY, THEN EITHER THE SCALIX
ENTERPRISE EDITION OR SCALIX SMALL BUSINESS EDITION LICENSE APPLIES. BY
CLICKING ON THE "ACCEPT" BUTTON, YOU ARE CONSENTING TO BE BOUND BY AND ARE
BECOMING A PARTY TO SUCH APPLICABLE LICENSE AGREEMENT. IF YOU DO NOT AGREE
TO ALL OF THE TERMS OF THE APPLICABLE LICENSE AGREEMENT, CLICK THE "CANCEL"
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e Press the space bar repeatedly to scroll down, or press q to skip to the end.

f At the end of the agreement, at the prompt, accept the agreement by entering
yes.

g At the prompt, launch the Readme file by pressing Enter.

h You are prompted to run the package. Enter no, then manually launch the
installer, for example with

cd scalix-12.6.0-GA
./scalix-installer --cli

5 The actions menu appears. (Content can vary with that shown here.)

Please choose an action from the 1ist:

[1] 1Install all scalix components (typical)

[2] 1Install one or more Scalix components (custom)
-> Please enter your choice:

Because this is a multi-server installation, type 2 and press Enter.

6 You are prompted to identify where the installation files are.

Choose the directory where the Scalix packages you intend to install reside
[/root/scalix-12.5.0-GA/software/scalix_server]

Press Enter to accept the default directory shown. If the installer files are in another
directory, type the path and press Enter.

7 You are prompted to choose the components to install.

Please choose one or more components to install:
[1] scalix Libical (required for Scalix Server)
[2] scalix Character Set Detection (required for Scalix Server)
[3] scalix Server

[4] scalix DB

[5] Scalix Apache/Tomcat Connector

[6] scalix Tomcat

[7] sScalix Messaging Services

[8] sScalix Management Agent

[9] scalix web Access

[10] Scalix Management Services

[11] scalix Text Extractors

[12] scalix Search and Index Service

[13] scalix Mobile Client

-> Please enter comma-separated list of numbers
[1,2,3,4,5,6,7,8,9,10,11,12,13]:

Tomcat and other components are required, and because the Search and Index Service

interacts closely with the server, you can also install it on this host machine, so
enter 1,2,3,5,6,8,12
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The Scalix Messaging Services [7] can be installed on any server, but must be installed
for Scalix Search and Index Service to function. It can be installed on the same server
or a different one.

The system checks the computer to determine if Scalix can be installed.

Performing system check...

*

Environment check... OK

* Filesystem check... OK

* Network check... OK

* Dependency check... OK
Running services check... 0K

When there are minor issues, you see this prompt:

-> There were warnings during the system checks, are you sure you want to
continue with installation? (yes/no/check again) [no]:

This means missing applications will be installed for you, so enter yes.
Issues that you need to address can include the following.

SELinux is enabled — You need to disable security-enhanced Linux (SELinux), which
refers to user programs having the minimum privileges required to perform tasks so as
to minimize any damage done to the system if mistakes are made. Open the
/etc/selinux/config file, change the SELinux setting to SELinux=Disabled or
SELinux=Permissive, then restart the computer and try the installation again. Or, on a
Red Hat computer only, make it temporarily permissive by using the command “seten-
force 0” so as to avoid rebooting.

Network check failed — Messages about the IP address and DHCP mean that the com-
puter is not configured with a static IP address and the /etc/hosts file needs to be
changed as follows:

127.0.0.1 localhost.localdomain localhost
172.16.1.133 redhatbox.yourdomain.com redhatbox

where the second IP address is your server’s IP address and the name of the computer
is redhatbox.

Network check failed — A message that the network interface could not be determined
can mean that two or more network interfaces are active/running at the same time. Set
the computer so that only one network interface is running.

Dependency check failed — Install the application(s) indicated, for example enter “yum
install libical-devel” to install a package called libical-devel on a Red Hat computer.

When the system check passes, you are prompted to begin installation:

-> Press Enter to begin installation:
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Press Enter. Installation begins, and status messages record the progress. Follow the
rest of the previous procedure for more information.

The following procedures are provided for reference, for when you install components
on other computers:

Installing the Scalix Management Console

Scalix Management Console is best installed on its own, separate server but can be combined
with other components if necessary.

To install Scalix Management Console

1 In the command-line interface wizard, elect to install the Scalix Management Services
component. The two Tomcat components also need to be on the same computer.

2 Specific to Scalix Management Console (SAC) configuration, you are prompted for the
mail domain:

-> Please enter the default mail domain [yourcompany.com]:

Either press Enter to accept the default mail domain (if any in brackets) or type the
correct domain and press Enter.

3 When prompted for the host name:

-> Please enter fully qualified host name of the Scalix Server where the
“Administration Groups” have been (or will be) created [yourcom-
puter.yourcompany.com] :

An administration group is a system-defined group that turns a user into a limited
administrator, for example one who manages user accounts but cannot shut down the
server. In a multi-server environment, you create these groups on one server only so
that they show up in the address book once, so when Scalix Management Services is
installed on a machine that is separate from the Scalix Server, this prompts you to
enter the location of the Administration Groups and the sxquerymgr service (the server
on which you installed Scalix Management Services). Or you can use this screen to
create these items on the server.

Either press Enter to accept the default Scalix Server host (if any noted in brackets)
or type the correct host name and press Enter. An example is redhatbox.yourcom-
pany.com

-Administration Groups are special public distribution lists that Scalix
Management Console uses.
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4 When prompted about secure communication:

-> Do you want to use secure communication between this machine and Scalix
Management Agent using Kerberos? (yes/no) [no]

Kerberos refers to a method for authenticating a request for service. It is a standard
protocol, used for example in Microsoft Windows, and both client and server are authen-
ticated. When active, Kerberos authentication applies between Scalix Management
Agent and Scalix Management Console.

To use it, enter yes. To skip it, enter no.
If you answered Yes, you configure Kerberos.

5 If you answered No or after configuring Kerberos, you are prompted for additional mail
domains. Additional domains can help with creation of different e-mail addresses in the
Management Console. At the prompt:

Enter comma-separated 1list of additional mail domains (optional):
Type in any new domains you want to include. These may take the form of <com-

panyname.com> or <companyname.net>. You cannot add new mail domains unless
they have been included in your Scalix license key.

6 The installer displays a series of status reports as it completes the Scalix Management
Console installation, configuration, and initialization. See the previous section for infor-
mation about specific prompts.

70



Scalix Installation Guide | Custom Installation

Installing the Scalix Messaging Services

The Scalix Messaging Services can be installed on any server, but must be installed for the
Scalix Search and Index Service to function. It can be installed on the same server as the
Scalix Search and Index Service or a different one.

To install Scalix Messaging Services

1 When you select Scalix Messaging Services for installation, if you do not have the Scalix DB
component installed, you are prompted to install it too. Do so.

2  You are prompted for the host name of the Scalix Server. At the prompt:
-> Scalix Server hostname (IMAP) [yourcomputer.yourcompany.com]:

Type in the name of the server on which you installed the Scalix Server and Scalix Man-
agement Agent packages or accept the default, if any is shown, and press Enter.

3 You are prompted for the Simple Mail Transfer Protocol (SMTP) server to use for sending
email.

-> SMTP server hostname [yourcomputer.yourcompany.com]:
This server can be the same as or different from the Scalix Server. An example is

redhatbox.yourcompany.com. Press Enter to accept the default or enter the name
of another computer.

4  You are prompted for the port number on the server on which the LDAP directory is
installed. At the prompt:

-> Enter LDAP port number [389]:

Type in the number of the port through which Scalix Messaging Services can communi- cate
with the LDAP directory and press Enter. The default is port 389.

Installing Scalix Web Access

Scalix Web Access (SWA) can be installed on any server in tandem with other Scalix
components, but is often installed on its own.

To install Scalix Web Access

1  When electing to install Scalix Web Access, you can be prompted to install the Scalix
Messaging Services because of internal dependencies:

-> Component Scalix Messaging Services is needed by Scalix Web Access.
Do you want to install it now or will it be installed on another host.
(install/another) [another]

Install it.
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When you elected to also install Scalix Messaging Services, you can be prompted to install
the Scalix DB component:

-> Component Scalix DB is needed by Scalix Messaging Services. Do you want
to install it now or will it be installed on another host? (install/another)
[another]

Install it.
When the language locale prompt appears, your options are listed.

Please select the Tanguage Tocale for the Scalix web Access running on
this host: [1] US English

[2] UK English

[3] German

-> Please enter your choice [1]:

Enter the number of your choice.

You are asked if you want to install the rules wizard, which enables server-side e-mail
filtering rules. At the prompt:

-> Do you want to enable Scalix Rules wizard? (yes/no) [yes]:
The Rules Wizard allows users to create mailbox rules in the Web-based interface, such as

an out-of-office notice, forward e-mail to another address or folder, or delete all
incoming e-mail.

Enter yes or no.

- “No” simply disables the inclusion and use of Rules Wizard in Scalix Web
Access. It remains installed in Scalix and can be enabled in the future.

You are asked if you want to enable the Search and Index Service. This service creates an
index that enables server-side searching of e-mail boxes.

Do you want to enable Search and Index Services (requires Scalix Messaging
Services)? (yes/no) [yes]

Enter yes or no.

You are asked for the mail domain of the machine on which the Scalix Server is installed.
This opens communication between the search index and the server. At the prompts:

Default mail domain []:

Enter the domain name, for example yourcompany.com

You are asked for the name of the machine on which the Scalix Server is installed. This
opens communication between the search index and the server. At the prompts:

Server hostname (IMAP) [yourcomputer.yourcompany.com]:

Enter the name, for example redhatbox.yourcompany.com
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8 You are prompted for the Simple Mail Transfer Protocol (SMTP) server to use for sending
email.

-> SMTP server hostname [yourcomputer.yourcompany.com]:

This server can be the same as or different from the Scalix Server. Enter the name, for
example redhatbox.yourcompany.com

Confirming Installation Success

See “Confirming Installation Success” on page 56.

Starting Scalix

See “Starting Scalix” on page 62.
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Upgrading Scalix
This chapter covers upgrading from a previous version of Scalix.

Contents
This chapter includes the following information:
o “Before You Start” on page 74
e “Upgrading Scalix” on page 75
o “Upgrading in a High-Availability Environment” on page 75
» “Upgrading to SmartCache” on page 75

o “Upgrading to the Search and Index Service” on page 78

Before You Start

There are several items to consider before upgrading to Scalix 12.6:

« You must have a valid and current Scalix license. If you are currently using Scalix Enter-
prise Edition or Small Business Edition and do not have one, an upgrade can convert
your installation to Scalix Community Edition, which results in the loss of functionality
and data.

o After you upgrade to version 12.6 or higher, you cannot downgrade to a previous
version because of permanent changes to the structure of the message store.

o Direct upgrade from earlier version is not supported. First upgrade to version 11.4,
then upgrade to version 12.6

« Some of the upgrade procedures, such as the building of indexes, can be done manually
at a later date to reduce load on the system. See “Upgrading to the Search and Index
Service” on page 77.

e Read the Scalix Release Notes.

Upgrading Scalix

The upgrade procedure outlined here assumes all components are installed on a server in
a “typical” installation. If there is instead a subset of components on the server being up-
graded, the wizard screens vary from those shown here.
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The upgrade procedure is similar to installation. The prompts are similar to the following,
and you can select either option:

[1] Upgrade all Scalix components (typical)

[2] Upgrade one or more Scalix components (custom)

Upgrading in a High-Availability Environment

In a clustered, high-availability environment, there are special considerations for
upgrading Scalix. See the Scalix Setup and Configuration Guide.

Upgrading to SmartCache

The Scalix SmartCache feature installs a copy of the user’s mailbox on the local computer
for faster response time and reduced bandwidth usage. This feature is enabled by creating
a new user account (profile) and once enabled cannot be reversed.

If you are upgrading any or all of your users to the new SmartCache feature, prepare the
client and create new profiles for any users that will have SmartCache enabled, as
outlined here.

This section applies to Microsoft Outlook, not Microsoft Outlook Express.

Preparing the Client

When upgrading to version 12.6, prepare users’ mailboxes for SmartCache if you intend to
use the new SmartCache feature. This procedure speeds synchronization by creating an
image file that is downloaded the first time Outlook launches, rather than having the
client do a message-by-message synchronization.

SmartCache and is available at user account creation. It cannot turned off after it is
enabled. You cannot enable it for existing user accounts; you need to create a new user
account/profile.

One preparation is good for one cache initialization and setup. The single-file image is
automatically deleted on the server once a SmartCache profile is created on a client. If
you want to have several clients configured with SmartCache running against the same
mailbox, you must re-run mailbox preparation between client profile creations and
initializations.

Secure Sockets Layer (SSL) can be turned on during or after user account creation. For SSL
to work correctly, the server has to be prepared using stunnel and the firewall needs to
have port 5767 available.
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To configure clients for SmartCache

1

Run the following command.
/opt/scalix/bin/sxmbcprep -u <First Last>

Where <First Last> is the first and last names of the user whose mailbox you want to
prepare. This creates a single-file image of the user’s mailbox for the SmartCache
client to download. This greatly speeds cache initialization.

On each client system, create a new profile in Microsoft Outlook (outlined in next
proce- dure). This new profile may or may not use SmartCache, but going back and
forth between SmartCache and non-SmartCache mode is not supported for this release.
As an alternative, you can set up two profiles: one with SmartCache and one without.
Do not convert or re-use old profiles.

Log in using the newly created profile. You can resume normal mailbox use while the
cache is building. Once the cache is sufficiently built, you get a completion message.

Restart Outlook.

Further cache initialization completes in the background.

Creating New Profiles

To enable SmartCache by creating a new user account/profile

From the Start menu, access the Control Panel, then Mail (not present when
Microsoft Outlook Express is being used).

Either a Mail Setup or Mail window opens. In the Mail Setup window, click Show Pro-
files so that the Mail window opens. In the Mail window, click Add, give the new
pro- file a name, such as jane, then click OK.
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General I

Gy
{“ The following profiles are set up on this computer:

Add...

When starting Microsoft Outlook, use this profile:
" Prompt for a profile to be used
(¢ Always use this profile

l

OK

New Profile

I Create New Profile _“

Profile Name:

Jiane

| Cancel | I Help |

3 This launches the Microsoft Email Accounts wizard. With the Add a new e-mail

account option enabled, click Next.

4 In the Email Accounts window, select Additional Server Types, then click Next.

5 In the next screen, the field pre-populates with the Scalix server. If it does not, it can
mean that your DNS setup is incorrect. With the Scalix server selected, click Next.

E-mail Accounts

Additional Server Types
You can choose the type of server your new e-mail acount will work with.

Outlook supports these additional e-mail server types. Select the

server type you want to connect to and dlick Next.

Additional Server Types

< Back

PR
=

Next > Cancel |

6 In the next Email Accounts screen, make sure the User name field has the Scalix
user- name, and type in the Scalix user’s password. If an error message displays that
the server is not found on the network, turn off the firewall on the Scalix server
(iptables). If shown, click the Advanced button to repeat the information. When

finished,

click OK.



E-mail Accounts

Scalix Login Information g
Please enter the login information for your Scalix mail account. =
Server Name: I scalix 1.scalixtester.com
User name: | bane.Rogers@scahxtester.corf
Password: | xxxxxx I Save Password

Click 'OK' to validate your login information and save the profile. Click 'Cancel' to cancel

OK | Cancel I

7 AlLocal Storage window appears, indicating that SmartCache has been enabled and the
location of the cache. Click OK to close the window and return to the wizard.

8 Three additional check boxes can appear. Leave the Use SmartCache check box
enabled. An SSL option is available when the computer is configured for it. The Opti-
mize for mobile use option sets the cache to populate with header information
only, so that minimal data about each e-mail is synchronized. Click OK to exit from
the wizard.

9 Back in the Mail window, select which user account you want to use (Always use
this profile) or whether you want to select each time you sign on (Prompt for a
profile to be used). Click OK to exit from the window. An e-mail account has been
created with SmartCache enabled.

To configure SSL for an existing user account/profile

1 In Microsoft Outlook, click Tools > Scalix Properties and access the Advanced
tab. The SSL option is available when the server is configured for it, not when the com-
puter is. The server has to be prepared using stunnel and the firewall needs to have
port 5767 available. stunnel configuration is outlined in the Scalix Setup and
Configuration Guide.

Upgrading the Search and Index Service

If you chose not to create search indexes for existing users during the upgrade procedure,
you can create them manually so that the search feature works. You can create indexes
one at a time or batch several together with a script. And if the process becomes load
intensive, you can throttle it to avoid drain on other system resources.

Note that new users created on a Scalix 11 or later automatically get a search index, so
this procedure is done for existing users.

Also note that the sxmkindex command used here does not start the actual indexing
process. It queues up messages for indexing, while the actual indexing is done in the
background by the indexer service.

78



To manually create indexes for users

1 Install the Scalix Search and Index Service component on either the same machine as
the Scalix Server or a different one.

2 When it is installed on a different machine, edit the following lines in the file
/var/opt/scalix/<nn>/s/sys/general.cfg where nn varies with installation:

USRL_SIS_URL=sxidx://<FQDN:port>/%u

USRL_BB_SIS_URL=sxidx://<FQDN:port>/BB@<fqdn>

where FQDN is the host that the Scalix Search and Index Service is installed on, and
the port is optional, but is almost always 80.

3 Start the Search and Index Service Tomcat and make sure it is initialized.

4 Create the indexes using one of the following commands:

To create all indexes at once

sxmkindex

To create the index for one or more users at a time
sxmkindex <username>

where <username> is the user’s common name or login name and you can list more
than one. To list more than one name, separate each name by a space and no comma.
To get the command to work, you may need to use the entire address for a user, for
example

sxmkindex jane.rogers@yourcompany.com

After executing the command, it can take some time when there are a lot of users
and/or they have large mailboxes.

Controlling System Resources During Index Creation

Because building an index can be resource-intensive, you may want to limit the amount of
CPU this procedure takes.

To control the system resources used for index creation

1 Open the following file in a text editor:

/var/opt/scalix/<nn>/s/sys/general.cfg

where nn varies with Scalix installation.

2 Look for the following lines. If they do not exist in the file, add them and change the
values to a lower number that you think will allow your system to function efficiently
while indexing occurs in the background.

IDX_MAXLOAD (default 8.0)
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IDX_MINLOAD (default 4.0)

For example

IDX_MAXLOAD=6.0

When the system load average goes above IDX_MAXLOAD per CPU, the indexer stops
pro- cessing until the average falls below IDX_MINLOAD per CPU.

3 Restart the Scalix server.
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Reconfiguring Scalix

This chapter outlines use of the Scalix installation wizard to reconfigure a Scalix system.

Contents

This chapter includes the following information:

o “Reconfiguring Components” on page 79

Reconfiguring Components

If you entered incorrect values during the installation procedure or your setup has changed,
you can use the installer to reconfigure many settings for components except Scalix Server.
That includes host names, port numbers, and more.

The procedure and the values for reconfiguration are essentially the same as for
installation, so consult the procedures in previous chapters for more information about
any individual prompt.

The reconfiguration procedure must be run on every server; the installer does not
automatically broadcast changes to other servers on the network.

To reconfigure values not displayed in the prompt, see the Scalix Administration
Guide.

Have the license file on the computer before starting. Recall that if you are using Scalix
Enterprise Edition or Scalix Small Business Edition and do not have a valid license,
proceeding with an upgrade can convert your installation to Scalix Community Edition,
which results in the loss of data and functionality.

To reconfigure your Scalix installation

1 Asroot, start the Scalix installer. Enter:
<directory_path>/scalix-installer

For example

scalix-12.6.0-GA/scalix-
installer

2 The actions menu appears. At the prompt:

Please choose an action from the Tist:

[1] uUpgrade one or more Scalix components (custom)
[2] Reconfigure Scalix components

[3] uUninstall Scalix components

-> Please enter your choice:

81



Type 2 and press Enter.

A numbered list of configurable components appears. For example:

[1] scalix web Access

(version 12.6.x.X)
[2] scalix Management Console

(version 12.6.x.X)
[3] scalix Management Agent (version 12.6.X.Xx)
-> Please enter comma-separated 1ist of numbers:

Enter one or more component numbers separated by commas, for example 1,2
Complete the wizard, changing only those screens needed. See the previous chapters.

When prompted for a hostname, you must provide the fully qualified domain name of
the server, not just “localhost,” even if the installer provides localhost as default. In
addition, for any prompts that request IP addresses, respond with the IP address of
the server, not 127.0.0.1, even when that is provided by default.
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Uninstalling Scalix

This chapter covers the removal of Scalix server software.

Contents

This chapter includes the following information:

e “Uninstalling Scalix” on page 83

Uninstalling Scalix Components

You can remove one or more components or uninstall the entire Scalix package at the
command line.

To uninstall one or more components

1 Asroot, start the Scalix installer by entering the command in the format
<directory_path>/scalix-installer
For example
scalix-12.6.0-GA/scalix-installer
2 The actions menu appears. At the prompt:
Please choose an action from the Tist:

[1] upgrade one or more Scalix
components (custom)

[2] Reconfigure Scalix components
[3] uUninstall Scalix components
-> Please enter your choice:

Type 3 and press Enter.

3 A list of installed components appears. If you have installed Scalix components on
separate hosts, the current host’s component(s) are listed. The prompt is:

-> Please enter comma-separated list of numbers:

Type the component number(s) separated by commas, for example 1,2,3,...12 and press
Enter. To remove Scalix entirely, enter all the numbers.
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f\ root@rhel6:~/scalix-12.6.0-GA =

=]
X

A verification prompt appears.

-> Are you sure you want to uninstall the selected components? (yes/no)
[no]:

Enter yes.
A Scalix message store prompt can appear.

-> After uninstalling Scalix Server do you want to remove the Scalix
message store?

-> WARNING: Removing the message store will delete all existing Scalix
mailboxes on this machine. (yes/no) [no]:

If you erase the message store, you erase the user accounts and their mail.

Enter yes or no. If you elect to erase it, a verification prompt appears.

Alert If you erase the message store, you remove user accounts and e-mail.

-You can choose to leave the message store intact (with all the records
and data), then, later, reinstall Scalix around the existing store.
A Scalix DB cache prompt appears.

-> After uninstalling Scalix DB do you want to remove the cache data?
(yes/no) [no]

The cache data referred to is a MIME header cache accelerating Scalix Web Access
and messaging services access. You do not lose any data that is not also contained
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in the message store. If you delete the cache, performance in Scalix Web Access
and using Scalix Mobile Client can slow. But it is volatile data that can always be
reconstructed by installing the Postgres database.

Enter yes or no. When you elect to clear the cache data, a verification prompt appears.

More prompts appear until finally you are prompted to press Enter to start the unin-
stallation.

When the “Scalix Installer - done” message appears, the action is complete. You can
leave the Scalix installation package on this host or manually delete it.
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Moving Scalix

Contents
This Chapter includes the following information
o “Moving Scalix across different hardware with same or different Operating system”

on page 86

Moving Scalix across different hardware with same or different
Operating system.

Very often you are required to upgrade your hardware and/or the Operating system on
which Scalix is installed. In such cases you would probably be required to move Scalix across
different servers with same or different version of OS installed on it.

To Move Scalix across Servers :

1) Install OS on new server with identical hostname but different IP.

2) Add the user Scalix and group named Scalix with the same UID and groupid as
on the old server.

3) Install Scalix with a dummy messagestore on new server (to make sure that
/opt/scalix* and /etc/opt/scalix* are in place)

4) Modify /etc/sysconfig/scalix (not to start Scalix at boot-time)
5) Copy over the message store using command like,

rsync -oavzHS old:/var/opt/scalix/ new:/var/opt/scalix/

On day of conversion :

6) Shut down Scalix on old server

7) Copy over the differential message store using command,
rsync -oavzHS --delete old:/var/opt/scalix/ new:/var/opt/scalix/

8) Run the following to fix any permission issues,
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omcheck -i -s > fix_install.sh
sh ./fix_install.sh

omcheck -d -s > fix_data.sh
sh ./fix_data.sh

9) If the IP address cannot be changed to that of the old server, follow the steps for IP
address modification,

http://www.scalix.com/wiki/index.php?title=HowTos/ChangelP

10) While moving to a new OS version, the postgres version might be different from
that on the old server, Hence recreate the postgres database

a) Remove /var/opt/scalix/??/postgres/data, and

b) Run Scalix installer to reconfigure the "Scalix DB",

11) Shut down scalix and remove imap-cache

12) Remove /var/opt/scalix/??/indexes and
Ivar/opt/scalix/??/s/lindexwork/1* (see Releasenotes)

13)Verify basic functionality,
14) re-enable autostart in /etc/sysconfig/scalix
15) perform Scalix DB population

(http://www.scalix.com/wiki/index.php?title=PopulatingPlatformDb),
this will take some time

16) re-index the message store (basically: sxmkindex). should be done on a weekend
or during the night time
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Scalix Appliance

Contents

This Chapter includes the following information

“Installing Scalix appliance with RHEL 6.8 and Scalix 12.6 on Oracle VirtualBox 5.1.10” on

page 88

e “Installing Scalix appliance with RHEL 6.8 and Scalix 12.6 on YVMware ESXi 6” on page 106

e “Installing Scalix appliance with RHEL 6.8 and Scalix 12.6 on YMware Workstation 12 Pro” on
page 124

e “Installing Scalix appliance with Centos7 and Scalix 12.6 on VMware® Workstation 12 Pro” on

page 139

Installing Scalix appliance with RHEL 6.8 and Scalix 12.6 on Oracle
VirtualBox 5.1.10

Minimal requirements for VM:

CPU: 1 Core
RAM: 2GB
HDD: 5GB free space

1. Download Scalix Appliance from the following link.
http://downloads.scalix.com/appliance/

2. Here is the available supported file for VMware Workstation, Microsoft Hyper-V,
Oracle VirtualBox , VMware ESXI and Citrix XenServer.

http://downloads.scalix.com/appliance/12.6

3. Deployment of OVA File on Oracle VirtualBox.

Download “rhel-6.8.ova” file from the following link
http://downloads.scalix.com/appliance/12.6/ova/rhel/

4. Once download is completed, Launch Oracle VM VirtualBox Manager
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¥# Oracle VM VirtualBox Manager

@@ o

New Settings Discard Start,

Display the virtual machine settings window

»

mn

Welcome to VirtualBox!

The left part of this window is a list of all virtual machines on your computer. The list is empty now because you have
created any virtual machines yet. %\

In order to create a new virtual machine, press the New button in the main tool bar
located at the top of the window.

‘fou can press the F1 key to getinstant help, or visit www,virtualbox.org for the latest
information and news.

\&d snapshots

b

i

A\

AN

5. Now click on File and Select Import Appliance.

r
Oracle VM VirtuzlBox Manager
¥ (2

= [

Machine Help
éb Preferences... Ctrl+G
il Import Appliance... Ctrl+1
(@}  Export Appliance... Ctrl+E
Virtual Media Manager... Ctrl+D
@ MNetwork Operations Manager...
@ Check for Updates...
/A Reset All Warnings
W Bt Ctrl+Q

Import an appliance inte VirtualBox

m

@ Snapshots

Welcome to VirtualBox!

The left part of this window is a list of all virtual machines an your computer. The list is empty now because you haven't
created any virtual machines yet. b —

In order to create a new virtual machine, press the New button in the main tool bar
located at the top of the window.

You can press the F1 key to getinstant help, or visit www. virtualbox.org for the latest
information and news.
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6. Browse and Select “rhel-6.8.ova” file from where you stored on your system
and click on Next

{;‘ li,‘_,\; & 7 (@ snapshots

New Settings Discard Start. ? P9

- -
L) Import Virtual Appliance

is empty now because you haven't

Appliance to import & ) L
i_—.w >
VirtualBox currently supports importing appliances saved in the Open Virtualization Format 2
(OVF). To continue, select the file to import below.

fest
]
DiYscalix_vm_appliance_demo\12.6%ovalrhel_2016-11-25 1401Yhel-6.8.0va E “ -
Y //

EscpertModE] [ Mext ] [ Cancel

7. Proceed with default configuration for the Virtual Disk Path
“C:\Users\johndoe\VirtualBox VMs\vm\rhel-6.8-disk1.vmdk” or choose
another path and click on Import

¥ Oracle UM Virty

i} H\f:_r\; A 4 _Q/ _E] (2 snapshots

New Settings Discard Start @ Import Virtual Appliance

Appliance settings because you haven't

T_hEsE are the virtual machines contained in the appliance _arvd the suggested settings of the |r!1purted } § \
VirtualBox machines. You can change many of the properties shown by double-ciicking on the items and
disable others using the check boxes below. PR
Description Configuration ?
Virtual System 1 k! .

€3 Name vm \/

B Guest 05 Type & Red Hat (64-bit)

3 cpu 1

& ram 2048 B

@ ovo

¥ USE Controller

EP Network Adapter [/]Intel PRO/L000 MT Server (B2545EM)

@ Storsge Controller (SATA}  AHCI
4 > Storage Controller (SCS)  LsiLogic

Virtual Dick Image C:\Users\Prakash\\VirtualBox VMs\wmbrhel-6 8-diskl.vmdk I

[F] Reinitialize the MAC address of all netwerk cards

Appliance is not signed

Restore Defaults| [ Import | [ cancel
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8. The import process will start and it will take a few minutes to finish.

 Oracle VM VirtualBox Manager =B =
o W @ g
New Settings Discard Start,

[caF ‘ Welcome to VirtualBox!

vm
l (@) Powered OFF

The left part of this window is a st of al virtual machines on vour computer, The listis empty now because you haven't
= 3 =

=
@ Import Virtual Appliance

st -
Appliance settings ]

These are the virtual machines contained in the appliance and the suggested settings of the
imported VirtualBox machines. You can change many of the propertes shown by double-cicking
on the items and disabic others using the check boxes belaw.

Do ¥ Importing Appliance ..: Importing appliance ‘Di\Cracle Virt...

Vi
Importing virtual disk image 'rhel-8.8-disk LymdK ... (2/3)
% X
35 seconds remaining
) pvD
(& USB Controller

[C] Reinitialize the MAC address of all network cards

Appliance is not signed

Resweperais] [ mper

9. After the import process finishes, you may change the setting in VM for a better
performance.
Note: To connect VM directly to the physical network select Bridged Adapter

% Oracle VM VirtualBox Manager =@ =

s U9 @ s

New Setfings Discard  Start

(e = General | E preview |l
| @ Powered
lame: vm
Operating System:  Red Hat (64-bit) J
[ Sustem
{5} wm - Settings
[ General | Network
System Adepter 1 | Adapter2 | Adapter3 | Adapter4
Display Enable Network Adapter
Storage Ammedmzlsndgedadauter v|
P au Name: |Qualcomm Atheros QCAG1x4 Wireless Network Adapter -
udio
B advanced L
BP Network
£ serialPorts

& use

[l Shared Folders

[T userinterface

[E] Shared folders

None

&) Description -

10. Now Start the VM.
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¥ Oracle VM VirtualBox Manager =8 %
EE—
@ U

New Settings Start
(e [El General [El Preview -
N

Name: wm

Operating System: Red Hat (64-bit)

[® system

Base Memory: 2048 M

Boot Order:  Floppy, Optical, Hard Disk

Acceleration:  VT-x/AMD-V, Nested Paging, PAE/NX, KvM
Paravirtualization

[E pisplay

video Memory: 16 M5

Remote Desktop Server: Disabled

Video Capture: Disabled

@ storage =

Controller: SATA
Controller: SCST
SCSIPort 0: rhel-6.8-disk1.vmdk (Normal, 3.50 GB)

{5 Audio

Host Driver:  Windows DirectSound
Controller:  ICH ACS7

=P Hetwork
Adapter 1: Intel PRO/1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAS 1x4 Wireless Network

& uss

USB Controller:  OHCI
Device Fiters: 0 (0 active)

5] Shared folders

None

11.Login with root and use “scalix” as the password.

- — —
!‘? el Ma_ r r@ = ﬁ
e . o E

o o N |
'Z‘-\ur'! 544} = = B3 53 | pehots

- < vm [Running] - Cracle VM VirtualBox
Mew  Settings ==

[!‘ = tlred Hat Enterprise Linux Server release 6.8 (Santiago)
Kernel 2.6.32-642.6.2.el6.xB6_64 on an xBh_6H4

lapp login: root
[Password:
[Last login: Sat Nov 26 14:2Z2:56 on ttyl

This is initial Scalix setup script
Please configure your network before continuet L.
= It’s strongly recommended to use static IP.
= It’s strongly recommended to change default root password.
To change root password just use tool
You can stop this script to perform system configuratio
= To start this script again just run command .
Do you want to stop this setup and make some system changes before continue? (De
ffault YES) [yessmol:

m

e
e
e
=
=
=

B =i 3 [ richtcr

Adapter T Intel PROJ1000 MT Server (Bridoed Adapter, Qualcomm Atheros QCAS T¥ Wireless Network
Adanter)
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12.Press Enter to set static IP

oy o M
m E,Z} = = Gl shots

| New Settings q wm [Running] - Oracle VM VirtualBox

(63
S
tlRea Hat Enterprise Linux Server release 6.8 (Santiago)
[Kernel 2.6.32-642.6.2.el6.xB6_64 on an xB6_6h4

lapp login: root
[Password:
Last login: Sat Nov 26 14:22:56 on ttyl

< This is initial Scalix setup script
< Please configure your network before continuet L
u » It’s strongly recommended to use static IP.

o = It’s strongly recommended to change default root password.
e

e

m

To change root password just use tool.
You can stop this script to perform system configuration.
< To start this script again just run command .
Do you want to stop this setup and make some system changes before continue? (De
fault YES) [yessnol:
[root@app ~1# _

B EiF {9 #rihtcr

Adapter 1 Intel PRO/I000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG xS Wireless Network
Adanter)

13. To configure Static IP address you will need to edit following files.

Configure ethO:
# vi /etc/sysconfig/network-scripts/ifcfg-ethO

% Oracle VM VirtvalBox M
Oracle ualBox Manager

My oy A i
3lE P =N

ol \/Uj & vm [Running] - Oracle VM VirtualBox =B X4 hots

New Settings = —

t > y DEVICE=eth@

TYPE=Ethernet
ONBOOT=yes
M_CONTROLLED=no
[BOOTPROTO=static
IPADDR=192.168.43.68
ETMASK=255.255.255.8
GATEWAY=192.168.43.1
ARPCHECK=no_

INSERT --

BFoiEED

Adapter 1: Intel PROJ1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG 1x4 Wireless Network
Adanter)

(#] Right ctrl

I
Configure Default gateway:
# vi /etc/sysconfig/network
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\g 9racle-VM \l'ﬂualB_.I

3 Co
ol \'\"JJ {& vm [Running] - Oracle VM VirtualBox ==
New Settings

(64l
. c{) INETWORKING=yes
_ ¢ AHOSTNAME=app .scalix. local

l GATEWAY=192.168.43.1

"/etc/sysconf ig/network” 3L, 62C

B&@ o EE O @ @Rty

Adapter 1: Intel PROJ1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG 1x4 Wireless Network
Adanter)

Configure DNS Server IP:
# vi /etc/resolv.conf

. & vm [Running] - Oracle VM VirtualBox o= [(E 28 hl
New Settings o

E§> ;. generated by /sbinsdhclient-script
4 tlhameserver 192.168.43.1

"/etc/resolv.conf"” 2L, 61C

B =i @ ®Rriohtcr

Adapter 1: Intel PROJ1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG 1X4 Wireless Network
Adanter)

Iigstart Network service:
# service network restart
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7.0 tvm‘in eox Mannge
.’ »rac_ ualbox am

.E""M"? :f/‘g} l_$ .
Yt —
R g [ v [Running] - Orade VM VirtualBiox

@ ] x
&

m

"/etcsresolu.conf” 2L, 61C written
[root@app ~1I#t service network restart
hutting down interface eth8:

hutting down loopback interface:
Bringing up loopback interface:
Bringing up interface eth8:

[root@app ~1# _

B EHE OO @Rty

Adapter 11 Intel PROJI000 MT Server (Bridged Adapter, Qualcomm Atheros QLA 1x4 Wireless Network
Adanter)

14.Reboot the server
Use the “init 6” command

Tomme R W W D

iy 5 |

% == P
e :««:-? =@ | s [|phots

| New Settings & vm [Running] - Oracle VM VirtualBox

(i

"setcsresolv.conf” 2L, 61C written
[root@app “1# service network restart
hutting down interface ethB:

hutting down loopback interface:
Bringing up loopback interface:
Bringing up interface eth@:

[root@app “1# init 6_

@@OL @ Lo V] @ Right Ctrl

Adapter 1 Intel PRO/1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAB 1x4 Wireless Network
Adanter)

15. After restarting the server, login again with “root” and type “no” and Press
Enter
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& v [Running] - Oracle VM VirtualBox =B 2

| New Settings

e
e
b
b
b
9

[Red Hat Enterprise Linux Server release 6.8 (Santiago)
[Kernel 2.6.32-642.6.2.el6.x86_64 on an x86_64

lapp 1og root
[Password :
Last login: Mon Nou 28 B9:46:41 on ttyl

Do you want to stop this setup and make some system changes before continue? (De|
fault YES) [yes/nol: mo_

This is initial Scalix setup script
Please configure your network before continue? =
» [t’s strongly recommended to use static IP.
* I[t’'s strongly recommended to change default root password.
To change root password just use tool .
You can stop this script to perform system configurat
To start this script again just run command .

m

B eP & (0 = @7 {3 (9 ¥ right el

Adapter 11 Intel PROJ1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG 14 irelese Network
Adanter]

16.Press Enter to start the installation.
Note: Read all instructions before you Press Enter

e
8¢ Oracle VM VirtualBox Ma_
o . oo

I
| Mew Settings

= —

wm [Running] - Oracle VM VirtualBox o = O

To change root password just use tool.

You can stop this script to perform system configuration.

To start this script again just run command .
Do you want to stop this setup and make some system changes before continue? (De
fault YES) [yessnol: no

o This script will reconfigure Scalix server depending on your choice.
< Do not use this installation for production purposes. This is only fo
v introducing.
u This appliance is supplied with community license which is limited for s
jome enterprise features.
o You can add only 5 premium users. If you want to enable ActiveSync or ad
[d more premium users or
features like AntiSpam or ZeroHour Antivirus protect you need to purchase the
license by:

= yisiting

= sending email to
o You can send emails from this server but for receiving emails you sohuld
register DN3 name and point MX record.

Please visit
before starting
Have you visited this page? (Default Yes) [yes/nol

FEEEEER R

Adapter 10 Intel PROJI000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG IxF Wireless Metwork
Adanter)

W o w -G

m
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17.Type “1” and Press Enter to accept your IP
Yo T T

@ @ = |

[
e hots

| . [ vm [Running] - Oracle VM VirtualBox = | E P P

New Settings -

[E4 =] - n

[ ! Jjava.net.Socket.connect (Unknown Source)

| Jjava.net.Socket.connect (Unknown Source)
Jjava.net.3ocket.<init>(Unknown Source)

Jjava.net.Socket.<{init>(Unknown Source)
org.apache.catalina.startup.Catalina.stopServer(Catalina. java:498)
sun.ref lect .NativeMethodAccessorImpl. invokeB(Native Method)
sun.ref lect .NativeMethodAccessorImpl. invoke (Unknown Source)
sun.ref lect.DelegatingMethodAccessorImpl. invoke (Unknown Source)
java.lang.ref lect .Method. invoke (Unknown Source)
org.apache.catalina.startup.Bootstrap.stopServer(Bootstrap. java:343) e
org.apache.catalina.startup.Bootstrap.main(Bootstrap. java:438)

m

The stop command failed. Attempting to signal the process to stop through 05 sig
mal.
Tomcat stopped.

[Stopping Scalix services (app):

[Please choose the IP that will be used for Scalix services:

= If you want to use a different IP, please stop script with Ctrlsc.
< Do not forget to change system network settings before you rum script ag
lain.

ol You can run the script using in console.
1) 19Z2.168.43.68

Please make your choise: 1_

B &g\l Rt

Adapter 1 Intel PRO/I000 MT Server (Bridged Adapter, Qualcomm Atheros QCAS Ix3 Wireless Network
Adantert

18.Set Your FQDN (hostname) or leave it with default (app.scalix.local)
e F L L B B aoa-E

e O =S |
z‘wr’s E“:} == 52 shots

& vm [R - Oracle VM VirtualB
New Settings @4 vm [Running] - Oracle irtualBox

> at java.net.Socket.<init>(Unknown Source)
| at org.apache.catalina.startup.Catalina.stopServer(Catalina. java:498)
at sun.reflect.NativeMethodfccessorImpl. invoked(Native Method)
at sun.reflect.NativeMethodAccessorImpl. invoke (Unknown Source)
at sun.reflect.DelegatingMethodfAccessorImpl. invoke (Unknown Source)
at java.lang.reflect.Method. invoke (Unknown Source)
at org.apache.catalina.startup.Bootstrap.stopServer(Bootstrap. java:343)
at org.apache.catalina.startup.Bootstrap.main(Bootstrap. java:438)

The stop command failed. Attempting to sigwal the process to stop through 03 sigjEs
mal.
Tomcat stopped.

m

[Stopping Scalix services C(app):

[Please choose the IP that will be used for Scalix services:

o If you want to use a different IP, please stop script with Ctrl+c.

o Do not forget to change system network settings before you run script ag
ain.

o You can rum the script using in console.

1) 192.168.43.68

[Please make your choise: 1

[Please enter FOQDN (hostname)
FQDN: rhel-app.sxapptest.com_

B @i D @ &Rt

Adapter 11 Ints[PROJI000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG 1xd Wireless Metwork
Adanter)
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19.Change Domain or leave default (scalix.local)

— — — T
'-“; Oracle VM VirtualBox Mam‘ r -—E = :g
- B -

| 5 q vm [Running] - Oracle VM VirtualBox = | E P P
New | Settings -
[cFmy o
. ! at org.apache.catalina.startup.Catalina.stopServer(Catalina. :
| at sun.reflect.NativeMethodAccessorImpl. invokeB(Native Method
at sun.reflect.NativeMethodAccessorImpl. invoke (Unknown Source)

at
at
at
at

sun.ref lect.DelegatingMethodAcces=sorImpl . invoke (Unknown Source)
java.lang.ref lect .Method. invoke (Unknown Source)
org.apache.catalina.startup.Bootstrap.stopServer (Bootstrap. java:343)
org.apache.catalina.startup.Bootstrap.main(Bootstrap. java:438)

The stop command failed. Attempting to
mal.
Tomcat stopped.

signal the process to stop through 03 sig

[Stopping Scalix services (app):

[Please choose the IP that will be used
If you want to use a different
Do not forget to change system

for Scalix services:
IP, please stop script with Cirlsc.
network settings before you runm script ag

You can run the script using in console.
1) 192.166.43.68

[Flease make your choise: 1
Please enter FQDN C(hostname)
IFODN: rhel-app.sxapptest.com
Domain: sxapptest.com_

B &g\l Rt

Intel PROJI000 MT Server (Bridged Adapter, Qualcomm Atheros QCAS Ix¥ Wireless Metwork
Adantert

Adapter 1:

Display the virtual machine settings window

20.Press Enter to create a new user after completing Scalix Server Installation (if
you don’t want to create a user then type “no” and Press Enter)

N |

4q vm [Running] - Oracle VM VirtualBox

.
288

Settings

at
‘ at
at
at
at

sun.reflect .NativeMethodAccessorImpl. invoke (Unknown Source)

sun.ref lect.DelegatingMethodficcessorImpl. invoke (Unknown Source)
Jjava.lang.reflect.Method. invoke (Unknown Source)
org.apache.catalina.startup.Bootstrap.stopServer (Bootstrap. java:343)
org.apache.catalina.startup.Bootstrap.main(Bootstrap. java:438)

[The stop command failed. Attempting to
mal.
[Tomcat stopped.

signal the process to stop through O3S sig

[Stopping Scalix services (app):

[Please choose the IP that will be used
If you want to use a different
Do not forget to change system

for Scalix services:

IP, please stop script with Cirlsc.
network settings before you rum script ag
You can run the script using in console.
1) 192.168.43.68

[Please make your choise: 1

[Flease enter FQDN (hostname)

[FQDN: rhel-app.sxapptest.com

[Domain: sxapptest.com

Do you want to create a new user after
Default Yes) [yessnol:

compleating Scalix server installation? (

B &&= @ @ rightcs

Intel PRO/I000 MT Server (Bridged Adapter, Qualcomm Atheros QTAG Ix4 Wireless Network
Adanter)

Adapter 1:

-_ e
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21.Press Enter to reset the password for sxadmin and Scalix-postgres

EETEEEEs F P L, . w wm-E
- B ——— []

| New Settings [ vm [Running] - Oracle VM VirtualBox =5 P o
[E4}my o
[ ) at jawva.lang.reflect.Method.invoke(Unknown Source)

l | at org.apache.catalina.startup.Bootstrap.stopServer(Bootstrap. java:343)

at org.apache.catalina.startup.Bootstrap.main(Bootstrap. java:438)

IThe stop command failed. Attempting to signal the process to stop through 05 sig
nal.
[Tomcat stopped.

[Stopping Scalix services (app):

[Plecase choose the IP that will be used for Scalix services:

o If you want to use a different IP, please stop script with Ctrl+c.

o Do not forget to change system network settings before you run script ag
ain.

o You can rum the script using in console.

1) 192.168.43.68

[Please make your choise: 1

[Please enter FODN (hostname)
: rhel-app.sxapptest.com
sxapptest.com
Do you want to create a new user after compleating Scalix server installation? (
Default Yes) [yes/nol:
Do you want to reset password for and 7 (Default Yes) [ye]

ls/nol:
B e g =@ @0 @) rahton

Adapter 1: Intel PROJI000 MT Server (Bridged Adapter, Qualcomm Atheros QCAG 1x% Wireless Network
Ardanter)

22.Type the password for sxadmin and Scalix-postgres and Press Enter

Retype the password again to verify password.

_ - .
P o w2
- IR —— L]

A O\ |
z‘wr‘! E«i} = ol shots

New Settings [ vm [Running] - Oracle VM VirtualBox

5 at org.apache.catalina.startup.Bootstrap.main(Bootstrap. java:438)

[The stop command failed. Attempting to signal the process to stop through D03 sig
mal.
[Tomcat stopped.

[Stopping Scalix services (appl:

[Please choose the IP that will be used for Scalix services:
o If you want to use a different IP, please stop script with Ctrl+c. R
o Do not forget to change system network settings before youw rum script ag
ain.

o You can rum the script using in console.

1) 192.168.43.68

[Please make your choise: 1

m

[Flease enter FQDH (hostname)

rhel-app.sxapptest.com
sxapptest.com

Do you want to create a new user after compleating Scalix server installation? (

Default Yes) [yes/mol:

Do you want to reset password for and 7 (Default Yes) [ye

ls/nol:

[Please type new password for

[Please type password again: _

B & &= i@ o # riohtonl

Adapter 11 Intel PRO/I000MT Server (Bridoed Adapter, Qualcomm Atheros QUAGIxd Wireless Network
Ardanter)
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23.Enter test user name and Press Enter

— — — T
f; Oracle VM VirtualBox Mam‘ r -—El & :3
- I ——— []

(3 G A R !

.A] vm [Running] - Oracle VM VirtualBox = L0
Settings .

[!‘ E:) Starting Scalix LDAP mapper (ldapmapper):

1 Stopping scalix-postgres service Capp):
[Starting scalix-postgres service Capp):
Instance Capp) is not running
Starting Tomcat service (app): Using CATALINA_BASE: svarsoptsscalixsapstomcat
Using CATALINA_HOME: soptrsscalix-tomcat
Using CATALINA_THMPDIR: rvarsoptrsscalix-ap-tomcat-temp
Using JRE_HOME: susr
Using CLASSPATH: soptrsscalix-tomcat-/binsbootstrap. jar:-svarsoptrsscalixrapst
omcat/bin/stomcat-juli. jar |
Using CATALINA_PID: svarsoptsscalixsap/tomcatstomcat.pid
Tomcat started.

m

Starting Scalix services (app):

Stopping httpd:

Starting httpd:

Autostart ldapmapper service Enabled
[OK]

Autostart scalix-postgres service Enabled
[

fAiutostart scalix-tomcat service Enabled
[OK1

Autostart scalix service Enabled
[OK1]

Please enter name for test user:testuseri_

B @0 =i o 3 riohtcyl

Adapter 1 Intel PRO/I000MT Server (Bridoed Adapter, Qualcomm Atheros QTAS Ixd Wireless Metwork
Ardanter)

24. Give the test user a password

P oo I . e %F

I =0 |
| ud E«qﬁ — | @ | g et

New Settings [& vm [Running] - Oracle VM VirtualBox

ﬁﬁii i li t i ( )
[ 5 i i scalix-postgres service (app):

scalix-postygres service (app):

l Capp) is not running

Tomcat service (app): Using CATALINA_ BASE: svarsoptsscalixsapstomcat
Using CATALINA_HOME: soptrscalix-tomcat
Using CATALINA_THMPDIR: rvarropts/scalix-ap-stomcat-temp
Using JRE_HOME: ZUSKE
Using CLASSPATH: soptrsscalix-tomcatsbinsbootstrap. jar: varsoptrsscalixsapst
jomcatsbinstomcat-juli. jar
Using CATALINA_PID: svar-soptrsscalixsapstomcat-tomcat . pid |
Tomcat started.

m

[Starting Scalix services (app):

[Stopping httpd:

[Starting httpd:

Autostart ldapmapper service Enabled
[OK1]

Autostart scalix-postgres service Enabled
[

Autostart scalix-tomcat service Enabled
[0K]

Autostart scalix service Enabled
[OK]

[Please enter name for test user:testuserl

[Please enter password for testuserlB@sxapptest.comiabcR123_

@& g =il @ Y MRt

Adapter 1: Intel PROJ1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAE 1x% Wireless Network
Adanter)
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25. Installation has finished.

= =

i O =
Tt Eﬂj} - = $2 | shets

R - Oracle VM VirtualB
| New Setbngs a4 vm [Running] - Oracle irtualBox

2
h‘ & Starting Scalix services C(app):
[Stopping httpd:
[Starting httpd:
Autostart ldapmapper service Enabled

[0K]

Autostart scalix-postgres service Enabled
[

Autostart scalix-tomcat service Enabled
[OK] —

Autostart scalix service Enabled
[0K]

[Please enter name for test user:testuserl

[Please enter password for testuserl@sxapptest.com:abcB1Z23

jomaddu : The user was added successfully

Creating test user
[

m

You can now login to Scalix Admin Console:
sxadmin
password

e Scalix Webmail accessible on:

[rootBapp “1# _

B &&= @ @ rightcs

Adapter 1 Intel PRO/1000 MT Server (Bridged Adapter, Qualcomm Atheros QCAS 1x& Wireless Network
Adanter) i

26.Now use following URL to access SAC and SWA (Webmail)
http://your_server_ip/sac
http://your_server_ip/webmail

27. Deployment of OVF File on Oracle VirtualBox.
Download all files (rhel-6.8-disk1.vmdk , rhel-6.8.mf and rhel-6.8.0vf) from the

following link
http://downloads.scalix.com/appliance/12.6/ovf/rhel/

28.0nce download is completed, Launch Oracle VM VirtualBox Manager
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¥ Oracle VM VirtualBox Manager = B R

S ® D (& soapshots
New Settings Discard Start.

* | Welcome to VirtualBox!
{
The left part of this window is & list of all virtual machines on your computer. The list is empty now because you haven't
created any virtual machines yet. g;\ ==
In order to create a new virtual machine, press the Mew button in the main tool bar F‘)’ N \
located at the top of the window. Rl

You can press the F1 key to get instant help, or visit www.virtualbox.org for the latest
information and news.

— Y \/.

g

. \I-({

\§

mn

Display the virtual machine settings window

29.Now click on File and Select Import Appliance.

-
8¢ Oracle VM VirtualBox Manager

N
Machine Help

& Preferences... Ctrl+G
(& snapshots
{0 Import Appliance... Ctrl+I
(R Export Appliance... Gi+E | » | Welcome to VirtualBox!
Virtual Media Manager... Ctrl+D The left part of this window is a list of all virtual machines on your computer, The list is empty now because you haven't
@ Network Operations Manager. e e [T R 3 w_
(=) In order to create a new virtual machine, press the Mew button in the main tool bar \
Cbeckloglipdai=cs located at the top of the window. 24
A\ Reset All Wamings :
You can press the F1 key to get instant help, or visit www . virtualbox.org for the latest
it Ctr+Q information and news.

1,

Import an appliance into VirtualBox
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30.Browse and Select “rhel-6.8.ovf” file from where you stored on your system
and click on Next

I
& VM VirtualBox Manage - e <
IgE Con
Lage 4 F {E} Detzils | & Snapshots
New Settings Discard Start ? g
- -
) Import Virtual Appliance
is empty now because you haven't
Appliance to import & “:\
—
g 4
-
VirtualBox currently supports importing appliances saved in the Open Virtualization Format [ 4
(OVF). To continue, select the file to import below. lest ‘f
D:\scalix_vm_appliance_demo\12.6\ovfrhel_2016-11-25 1347\rhel-6.8.0vf [a ‘ g:f
'

N

ExpertMadE] [ Mext ] [ Cancel

31. Now follow the same steps as described from Point no. 7 to 26 in the
document.

32. Deployment of VHD File on Oracle VirtualBox.
Download “rhel-6.8.vhd.zip” file from the following link
http://downloads.scalix.com/appliance/12.6/vhd/rhel/

33.0nce download is completed, unzip “rhel-6.8.vhd.zip” file.

34.Now launch Oracle VM VirtualBox Manager

103
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http://downloads.scalix.com/scalix_vm_appliance_demo/12.6/vhd/rhel/rhel-6.8.vhd.zip

h," Cracle VM VirtualBox Manager

.
o P9

New Settngs Discard Start.

(&l snapshots

* | Welcome to VirtualBox!

The left part of this window is a list of all virtual machines on your computer. The list is empty now because you haven't

created any virtual machines yet. E ‘.,/*
In order to create a new virtual maching, press the New button in the main tool bar el 4 A \
located at the top of the window. > Nl
‘You can press the F1key to getinstant help, or visit www.virtualbox. org for the latest z f
information and news. f g

| v /r’

mn

Display the virtual machine settings window

35.Click On New

_lj Oracle VM VirtualBox Manager

= | B 3%

=
2‘1;} s 4 < 4 |2 Snapshots

New |3ettings Discard Start

Welcome to VirtualBox!

The left part of this window is a list of all virtual machines on your computer. The list is empty now because you haven't

created any virtual machines yet. B “I/
o

In order to create a new virtual machine, press the New button in the main tool bar el o

located at the top of the window. ® >

You can press the F1key to getinstant help, or visit www. virtualbox.org for the latest ” f

information and news. [ 1
N | /,

36.Create Virtual Machine, Give the Name “rhel 6.8”, Set Memory size “2048
MB”, for Hard disk select “Use an existing virtual hard disk file” option.
And Select “rhel-6.8.vhd” file from where you stored on your system and click

on Create
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¥ Oracle VM VirtualBox Manager [a[@] =

W YW @ bt

Mew Settings Discard Startd |‘9 P9 |[

) Create Virtual Machine

empty now because you haven't

Name and operating system

-~ =
Mame: rhel 6.8 - r . }

p

Type: lL\nux v] E’: * ‘
I | rg'
Version: [Red Hat (64-bit) '] \'w‘. //I
N 7

Memory size

4MB 16384 MB

Hard disk
(@) Do not add a virtual hard disk
(©) Create a virtual hard disk now

@ Use an existing virtual hard disk file

[rhel-ﬁ.&vhd (Mormal, 3.00 GB) T ] @

i GuwdEdMode][ Create ][ Cancel ]

37. After the creation of VM finishes, you may change the setting in VM for a better
performance.
Note: To connect VM directly to the physical network select Bridged Adapter

V¥ Oracle VM VirtualBox Manager = | & =

{3’ [:% \/ @ A (@) snapshots

New Settings Discard  Start

| 8l cenera | previw 15
@ (O Powered Off
3 rhel 6.8 - Settings | 2| = |

E General | Network |
System Adapter 1 | Adapter 2 I Adapter 3 | Adapter 4
Display Enable Network Adapter
Lﬁ‘_ Starage Attached tc:I Bridged Adapter ¥ I £
{F Aud Mame: [Qua\cumm Atheros QCAG 1x4 Wireless Metwork Adapter - ]
udio
B Advanced

@ Network
@ Serial Ports
5 use

E Shared Folders

E User Interface

38. Now follow the same steps as described from Point no. 10 to 26 in the
document.



Installing Scalix appliance with RHEL 6.8 and Scalix 12.6 on VMware
ESXi 6

Minimal requirements for VM:

CPU: 1 Core
RAM: 2GB
HDD: 5GB free space

1. Download Scalix Appliance from the following link.
http://downloads.scalix.com/appliance/12.6/

2. Here is the available supported file for VMware Workstation, Microsoft Hyper-V,
Oracle VirtualBox , VMware ESXI and Citrix XenServer.

http://downloads.scalix.com/appliance/12.6/ova

3. Deployment of OVA File on VMware ESXi 6.

Download “rhel-6.8.ova” file from the following link
http://downloads.scalix.com/scalix_vm_appliance_demo/12.6/ova/rhel/

4. After finishes the download, Launch VMware vSphere Client
# R 20 A8 —[TF il

File Edit View Inventory Administration Plug-ins Help

8 |Q Home b g Tnventory b [l Inventory |

it @

[ [192.168.43.6 esxi6 VMware ESXi, 6.0.0, 3620759 | Evaluation (60 days remaining)

) 3.

[ i BSclaSel. Summary | Virtual Machines ' Resource Allocation | Performance ' Configuration | Users | Events ' Permissions

close tab |
What is a Host?

A host is & computer that uses virtualization software, such
as ESX or ESX, to run virtual machines. Hosts provide the
CPU and memory resources that virtual machines use and

Virtual Machines

give virtual machines access to storage and network
connectivity.

You can add a virtual machine fo a host by creating a new
one or by deploying a virtual appliance.

Host

The easiest way to add a virtual machine is to deploy a
virtual appliance. A virtual appliance is a pre-built virtual
machine with an operating system and software already
installed. A new virtual machine will need an operating
system installed on it, such as Windows or Linux.

vSphere Client =
< | LH

Recent Tasks Name, Target or Status contains: » Clear %

Name | Target | Status | Details | Tnitiated by | Requested Start Ti...~ | Start Time | Completed Time |
&Y Auto power On [ 192168436 @ Completed roct 28/11/2016 5:54:16 ... 28f11/2016 5:54:16 ...  28/11/2016 5:54:16 ...

[& Tasks | |Evalution Mode: 60 days remaining |root
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5. Go to File and Select Deploy OVF Template

=
3 ]
e | Edit View Inventory Administration Plug-ins Help
New 4 entory b Bl Inventory |
| Deploy OVF Template...
Export 3
Report 4 6 are 6.0.0, 3620759 on (60 d g
Print Maps 3 Getting Starte : P P
Exit close tab |
What is a Host?
A host is a computer that uses virtualization software, such Virtual Machines
as ESX or ESXI. to run virtual machines. Hosts provide the .
CPU and memory resources that virtual machines use and [
give virtual machines access to storage and nefwork
connectivity.
You can add a virtual machine o a host by creating a new Host
one or by deploying a virtual appliance. _
The easiest way to add a virtual machine is to deploy a
virtual appliance. A virtual appliance is a pre-built virtual
machine with an operating system and software already
installed. A new virtual machine will need an operating
system installed on it. such as Windows or Linux. !
vSphere Client =
< | 3
Rmnt Tasks Hame, Target or Status contains: ~ Clear %
Name | Target | Status | Details | Initiasted by | Requested Start Ti... — | Start Time | Completed Time |
¥ Auto powerOn B 152168436 @ compleed root 28/11/2016 5:54:16 ... 2811/2016 5:54:16 ..  28/11/2016 5:54:16 ...
| & Tasks |

|Evaluation Mode: B0 days remaining [root /|

6. Browse and select “rhel-6.8.ova” file from where you stored in your system and
click on Next > Next

File Edit View Inventory Administration Plug-ins Help

T ™
B B || @ DeployOvF Template =@ = ‘
&7 & Source
Select the source location. =
[ [192.168.43. I
I
Source A
OVF Template Details close tab (L2
Name and Location
Disk Format

Ready to Complete
Deploy from a fle or URL

ID:‘scaix_vm_apphance_demn\12.S‘ava‘(hel_2016—11—25 14 v| [ Browse... |

Enter a URL to download and install the OVF package from the Internet, or
specify a location accessible from your computer, such as a local hard drive, a
network share, or a CD/DVD drive. Host

owntime, load

n. and more ﬂ
2
Recent Tasks Clear X
Name ) 5 s I eted Time |
&) Autopower On b Hextn e 2016 5:54:16 ...

[Evaluation Mode: 60 days remaining |root
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T

File Edit View Inventory Administration Plug-ins Help

5] @ (2 Deploy OVF Template
& & OVF Template Details
Verify OVE tenpiate detals.
[ (19216843
Sorce —
OVF Template Details peai
Name and Location Procects foss
Disk Format
Ready to Complete
Dowrload size:  1.5G8
Host
Szeondsk:  2.8GB (tin provisoned)
3.5.GB (hick provisoned)
Desaption:
fowntime, load
n.andmore |
S S
Recent Tasks Clear X
Name edme |
<Back Cancel
[FTasks [

[Evaluation Mode: 60 days remaining _[root
—_ =

& e

File Edit View Inventory Administration Plug-ins Help

(€] E@DepleVFTemlate . =8 %

[ [192.168.434

Name and Location
| Specify a name and location for the deployed template:

ermissions
Source Name:

close tab 1.4

OVF Template Details ]rhe|6 3
Name and Location
Dk Format The name can contain up to 80 characters and it must be unique within the inventory folder.

Ready to Complete

Host

owntime, load
n.andmore Y|

Clear X

<Back | Next > I Cancel e !

[Evaluation Mode: 60 days remaining
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8. Proceed with default configuration setting for Disk Format “Thick Provision
Lazy Zeroed” and click on Next > Next

File Edit View Inventory Administration Plug-ins Help

[« 5] ’E@DeplayOVFTemplate ° =B8] % [T

& & Disk Format
l - B In which format do you want to store the virtual disks?

. e m
| Source

Datastore: o P
\ OVF Template Detais dalBsinee close tab [.4]
Name and Location ;
Hame and Locaion Available space (GB): 316
Disk Format el (©9);

Ready to Complete

(% Thick Provision Lazy Zeroed
" Thick Provision Eager Zeroed

€ Thin Provision Host

lowntime, load 1
| n.andmore Y|
>
Recent Tasks I (Clex X
Name leted Time
I <Back Next > | Cancel I [ I
|
l [ Tasks |

[Evaluation Mode: 60 days remaining |root Z

File Edit View Inventory Administration Plug-ins Help
5
B B [&]@ eployove Tempiate (=] =
& & Ready to Complete
Are these the options you want to use?
[@ [192.168.43.
Source -~
OV Template Detais When you cick Finish, the deployment task wil be started. close tab L2}
Name and Location D .
Disk Format OVFfile: D:\VMWare Data\VMware ESXi6\rhel ova\rhel-6.8.0va
Ready to Complete Dovnload sze: 1568
Size ondisk: 3.5GB
Name: rhel-6.8
Host/Cluster: esxib.
Datastore: datastorel
Disk provisioning: Thick Provision Lazy Zeroed Host
Network Mapping: "nat" to "VM Network”
jowntime, load
I™ Power on after deployment b andmore- |
Recent Tasks Clear X
Name | eted Time
<Back | Finish Cancel | \
[ [Evaluation Mode: 60 days remaining _|root
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File Edit View Inventory Administration Plug-ins Help
B B [a]@ oeployoviTemplate =8| ®
& & Ready to Complete
Are these the options you want to use?
[@ [192.168.434
Source T
OVF Template Detaits When you dick Finish, the deployment task wil be started. close tsb P2
Name and Location De ings:
Disk Format OVFfile: D:\VMWare Data\VMware ESXi6\rhel ovalrhel-6.8.0va
Ready to Complete Dovnload sze: 1568
Size ondisk: 3.5GB
Name: rhel-6.8
Host/Cluster: esxi6.
Datastore: datastorel
Disk provisioning: Thick Provision Lazy Zeroed Host
Network Mapping: "nat” to "VM Network"
gowntime, load
I Power on after deployment n.andmore |
>
Recent Tasks Clear X
Name jeted Time
<osk [[Fmsn | cancel | [F !
[Evaluation Mode: 60 days remaining |root /]

Z

9. Click on Finish, the deploying process will start and it will take a few minutes
to finish.

36 -
File Edit View Inventory Administration Plug-ins Help
[ rome b g Tventory b B Iverory |
,
&5 &
@ [192.168.43.6

Users | Events | Permissions

close tab 1%
What is a Host?

A host is a computer that uses virtualization software, such

ZSPEE (@) 3% Deplaying thel-68 [= E3l

give
conng

Deploying rhel-6.8

D¢ disk 10f 1
Youd eploying disk 10

one

Host

The g
virtual | g minutes remaining

machi
install | | Close ths dialog when completed

syster

vSphere Client

Basic Tasks

&} Create a new virtual machine

Explore Further

=| Learn about vSphere
Wanage multiple hosts, eliminate downtime, load

balance vour datacenter with vMotion. and rr’rﬂreﬁ
»

Recent Tasks Name, Target or Status contains: ~ Clear X

Name | Target | Status | Details | Initiated by | Requested Start Ti... = | Start Time | Completed Time |
§] Deploy OVFtemplate | 192168436 [ — root 28/11/2016 6:19:36 ...  28/11/2016 6:19:36 ...

A Tasks | |Evaluation Mode: 60 days remaining _froot /|
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10. After the deployment finishes click on Close,

& &
[ [152.168.436

Configuration | Users | Events | Permissions

close tab (2]
What is a Host?

A host is a computer that uses virtualization software, such

Zi'isaxn (?) Deployment Completed Successfully [= B4

gve viIr | oo ing rhel-6.8
connect]

Completed Successfull
You cal * v

The ea
virtual appliance. A virtual appliance is a pre-built virtual
machine with an operating system and software already
installed. A new virtual machine will need an operating
system installed on it, such as Windows or Linux.

Host

vSphere Client

Basic Tasks

&' Greate a new virtual machine

Explore Further

=l Learn about vSphere

lanage multiple hosts, eliminate downtime, load
balance vour datacenter with vMotion. and ﬂiufef
»

4
Recent Tasks Name, Target or Status contains: ~ Clear %
Name | Target | Status | Details | Initisted by | Requested Start Ti...~ | Start Time | Completed Time |
§) Deploy OVFtemplate E 152168436 @ Completzd root 28/11/2016 6:19:36 .. 28/11/2016 6:19:36 ...  28f11/2016 6:27:53 ...
[F Tasks | [Evaluation Mode: 60 days remaining |rost 2|

11. Now Power on the virtual machine.

File Edit View Inventory Administration Plug-ins Help

‘Q Home b g8 Inventory b [l Inventory |
nrBE6 RS e

5 @ 192168436
B [rhel-6.8

ation | Performance | Events

Co

e | Permissions

close tab [1%]

What is a Virtual Machine?

A virtual maching is a software computer that, like a
physical computer, runs an operating system and
applications. An operating system installed on a virtual
maching is called a guest operating system.

Virtual Machines

-

Because every virtual machine is an isolated computing
environment, you can use virtual machines as desktop or
workstation environments, as testing environments, or to
consolidate server applications.

7

Host

Virtual machines run on hosts. The same host can run

many virtual machines. k

Basic Tasks

(/4

vSphere Client

[ Power on the virtual machine

[ & Edit virtual machine settings

; | o

Recent Tasks Name, Target or Status contsins: - Clear X

Name [Torger [status [Detsils | Initisted by | Requested Start T — | Seart Time [ Completed Time T
@ Deploy OVF template. E 192.168.43.6 & Completed root 28/11/2016 6:19:36 ...  26/11/2016 6:19:36...  28/11/2016 6:27:53 ...
[# Tasks |

[Evaluation Mode: 60 days remaining |root 2|
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12.Go to “Console Tab” of the VM

(@ 192.168.42
File Edit View Inventory Administration Plug-ins Help
€] £y Home b gf Inventory b [ Inventory
ur 8GR ER® @
E] 2.168.43.6
3 [rhet-6.8
[Kernel 2.6.32-642.6.2.e16.>86_64 on an xB6_64
pp login:
Recent Tasks Name, Target or Status contains: ~
Name Target Status Details Initiatedby | Requested StartTi...— | Start Time Completed Time
#) Power Onvirtual mach... (G rhel-64 @ completed root 26/11/2016 6:48: 1 26/11/2016 6:48:10 . 28/11/2016 6:48:11 o
A Tasks

Evaluation Mode: 60 days remaining

13. Login with root and use “scalix” as the password.

£y Home D gf Inventory b [l Inventory

Enp B GDReRe R
EEEEE

ed Hat Enterprise Linux Server release 6.8 (Santiago)
Kernel Z.6.32-642.6.2.16.xB6_64 on an x86_6¢

pp login: root

assuord

[Last login: Mon Nov 28 B8:87:88 on ttyl

R e Welcome to Scalix Appliance #EHEERERREEEHERERREY
This is initial Scalix setup script
Pleasc configure your nctwork before continuct

: x It's strongly recommended to use static IP.
g: = It’s strongly recommended to change default root password.
To change root password just use passud tool.

You can stop this script to perform system configurati
To start this script again just run sxinstall command.

Do you want to stop this setup and make some system changes before continue? (Default YES) [yes/mol

Recent Tasks Name, Target or Status contains: ~ C X
Name Target Status Details Tnitiated by | Requested Start Ti. < | Start Time Completed Time

$ Power Onvirtual mach... (G rhel-6.8 @ Complet=d root 28/11/2016 6:48:10 ...  28/11/2016 6:48:10...  28/11/2016 6:48:11 ...

& Tasks

oot

Evaluation Mode: 60 days remaining
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14.Press Enter to set static IP

) 192163435 - Sphere Cient MR - - (=[G il
File Edit View Inventory Administration Plug-ins Help

€] @) Home b gf Inventory b [l Inventory
"N BB GDReR R

Red Hat Enterprise Linux Server release 6.8 (Santiago)
[Kernel 2.6.32-642.6.2.el16.xB6_64 on an xB6_64

in: root

Mon Nov ZB 88:87:88 on ttyl
B BRI B Welcome to Scalix Appliance BHEEBNEMERNERRIEIIHEER
This is initial Scalix setup script
Please configure your network before continuet
ning: * It’s strongly recommended to use static IP.
ning: = [t's strongly recommended to change default root password.
Note: To change root password just use passud tool.
Note: You canm stop this script to perform system conf iguration.
Note: To start this script again just run sxinstall command

Do you want to stop this sctup and make somc system changes bofore contimue? (Default YES)

Iyes/nol:
[rootapp ~1i

Recent Tasks Name, Target or Status contains: ~ C X
Name Target Status Details Tnitiated by | Requested Start Ti.. | Start Time Completed Time

Y Power Onvirtual mach... (F rhel-6.8 @ Completed root 28/11/2016 6:48:10 28/11/2016 6:48:10 ...  28/11/2016 6:48:11

79 Tasks

Evaluation Mode: 60 days remaining |root

15. To configure Static IP address you will need to edit following files.

Configure ethO:
# vi /etc/sysconfig/network-scripts/ifcfg-eth

s Help

ARPCHECK=n0

Recent Tasks

Satis Detaits Titisted by | Requested Sat T Start Time Comoieted Time

& Tasks

Configure Default gateway:
# vi /etc/sysconfig/network
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vSphere Client.

(@ 192168436

Fde Edit View Inventory Adminstration Plug-ins Help
[ ¢] ) H
LN -
5§ wzwesc
s [her68

Recent Tasks
W = o Geral e by | Reauested 8 Camteted Tim
7 Tosks Evaluabon Hode: raining oot

Configure DNS Server IP:
# vi /etc/resolv.conf

L [N ——)

7) 192.168.436 - vSphere Client
File Edit View &
(+]
LIS
B p2iesis
& here8
Recent Tasks W tor St con
Nome Tarpet Status Detals | Tabtedby | Gt | St e Compieted Tme
7 Toska Evaluation Mode 50 day

Restart Network service:
# service network restart
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) 192.168.436 - vSphere Chent
File Edt View Inventory Adminis

[+

16.Reboot the server
Use the “init 6” command

) 192168436 - vSphere Chient.

Recent Tasks

17. After restarting the server, login again with “root” and type “no” and Press
Enter
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192.168.436 - ¥Sphere Client

e Edt

system conf
install c

Recent Tasks Name. Target or Status contsins: =

Detaits Tnitisted by | Requested Start ...~ | Start Time Completed Time

Name Target Stotu

(&

18.Press Enter to start the installation.
Note: Read all instructions before you Press Enter

File Edit View Inventory Administiation Plug-ins Help

Jrcd Hat Enterprise Linux Server release 6.8 (Santiago)
o ea2 1

6.2.e16.x86_64 on an x86.

word
login: Mon Nov 25:19 on ttyl
to Scalix Appliance WABNERNNSNUNNBNUURD
is initial Scalix setup script
Please conf igure your network before contime?
- It" trongly recommended to use
- It trongly recome root passuord
To change root password just use pa
top this script to perform system conf iguration
ript again just run sxinstall command
ctup and mke some system changes before continue? (Default YES) [yes/nc

ript will reconfigure
» not use this installation ction purpose only for introducing
This appliance is supplied with commnity license which i d for some enterprise feature
You can add only 5 premium users. If you want to enable ActiveSync or add more premium users or
like AntiSpam or ZeroHour Antivirus protection you need to purchase the license by
» visiting
ending email to
Note: You can send emails from this server but for receiving emails you sohuld register DNS name and po
T e T e T T L T T T e PO e T P P T e
- Note: Please vi before starting
ve you visited this page? (Default

Name, Target or Sia

Recent Tasks

et Time Completed Time

Name Target

Evaluation Mode 603:

116



19.Type

) 19: Sphere Client’

Fde Edit View Inventory Administration Plugeins Help

 Getting Started  Sumrmary
isited thi
alix
ali
Tomcat se

page? (Default fyes/nol
LDAP mapper (ldapmapper
tgres servi

ing CATALINA_H
ing CATALINA_THPD IR ap/tomcat/te
t/bin/boot
p/tomcat
talina.sta
885 . Tomcat
catalina

Moy - wot

Connection refused

java.net .PlainSocket Iny

fibstrac

ct (Native
java et P
java.net .AbstractPla in: ToAddre
java . net . Abstract

java . net . SocksSock

cket Impl . connect (Unknown

1.connect
(Uinknoy
ct (Unknown

Unknown S

java.net .Sacket .connect ource

java . net com

it

init

talina.startup.C
Nat iueMethodncee
Nat iveMethodfcee
Delegat ingte
ang .ref lect .Method

talina

un. ref lect orImp |
hodfice
invoke (U
tartup

invoke (Unknc

an.ref lect
pache.ca oot
artup. Boot

topServer

The st

mcat

mnd faile t
topped

» signal the proce

to

IP that

to use a

will be

different crip
to change sy
run the

cript using

choise: 1

Recent Tasks

Name Target Status Details Toitiated by

& Tasks

tartup.Catalina

Method
ct (Unknown Source

invoke (Unknows

p.main(Bootstr

Reguested ST

“1” and Press Enter to accept your IP

aptomcat

xr/optsscalixap tomcat/bin tomeat - juli. jar

(Unkno

atalina. java
ve Methol
Bootstrap

ap. java:438)

top through 0

you run sc

Name, Target or S

contains: +

Sart Time Comoieted Time

Evalusbon Mode 60 ¢

20.Set Your FQDN (hostname) or

Sphere Client

Inventory Administration Plug-ins Help

topping Using CATALINA_BASE
al
opt

ing CAT apt

ing CATAI A tomcat

al t

pt bin/bootstrap. jar

ar tomcat/t

mcat
59 aM

contact

localhost

catalina
4B
rg.apache.catalina

tartup.Catalina
Tomcat may not
tartup.Catalina

tion refused

scketConnect (Native

mp1 .doConnect (Unknoun
1.comectToAddress (U

ainSacket Impl Unknown Sc
ocket Impl .c

fAbstractPl

ynnect (Unknown Source )

tartup.(
iveMethodfic

ref lect .Nat iveMethodAcee

£ lect Methodhce

ang .vef lect ,Methe

apache .catalina

t.Nat invokeB (Nat i
fnvoke (Unknown
invoke (L

un.r elegat iv
java invoke (U
org.apache.catal ina

apache.catalina

tartup.Boot p
tartup.Bootstrap.main(Boot
command f
topped

iled. Attempting to signal the proce t

opping Scalix ser app)

choose the |
you want
not

that will
top
farget e tuork

xinstall

ett

pt w
before
le

FOQDN Che

app. sxappte

Recent Tasks

Name, Target or Status o

[riame Target

opt

var

Method)

(Catalina
= Method)

wknoum

leave it with default (app.scalix.local)

calix/ap tomca

opt/scal ix/ap/tomcat

topSerues

known

trap

138)

p through

ntaing: + X

Satus Detalls Toltisted by | Requested Sart T,

& ook

Sart Time Completed Time

lode: 60 days remairing oot
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21.Change Domain or leave default (scalix.local)

192.168.43.6 - vSphere Chent
File Edt View Inventory Adminstration Plug-ins Help
o
L]
ing CATALINA_HOME opt/scal ix-tomcat
ing CATALINA_TMPDIR r/opt/scal ixzapst
™ opt/scal ix-tomcat/bin/bootstrap. jar :/var/opt/scalix/ap/tomeat b
LINA_PID var/opt/scal ix/ap/tomcat/tomcat . pid
416 8:42:59 AM arg.apac tartup.Catalina stopServer
14 not contact localh at may not be running
16 B:42:5 apache .catalina.startup.Catalina stopServer
mectException: Connection refused
java et .PlainSocket Imp] .socketConnect (Nat
t.AbstractPlainSocke
t.AbstractPlainSocket lmpl .connect ToAd
ctPlainSocket Imp] .comnect (Unknoun S
I e
onnect (Unknon
onmect (Unknown
init> (Unknowun
init> (Unknoun
tup.Ca 2 rer (Catal ina . java :498)
Accessor In B(Native Method)
sdficcessor mpl . invoke (Unknown S
eqat ingMethodAccessor Tmp] . inuoke (Unknow
ef lect .Method . invoke (Unknown Source )
atalina.startup.Bootst v Bootstr
tartup.Bootst rap. java
msand failed. Attempting to signal
ervices (app
e the IP that will be used for Scalix
you want to use a different IP, please stop script with Ctrlse
not forget to change system network settings before you run script again
can run the script using sxinstall in console
13.6:
QDN (hostname)
rhel-app.sxapptest.com
apptest .com
Recent Tasks Name, Target o Status contains: ~
Wame BT etalls Tntiated by | Requested S Ti.. — | Kot Time Completed Time
Evaluabon Mode: 60 days remaireng _|roct

22.Press Enter to create a new user after completing Scalix Server Installation (if
you don’t want to create a user then type “no” and Press Enter)

File Edit View Inventory Administration Plugeins Help

ing CATALINA_THPDI
HOM

tomcat/bin/bootstrap. jar :/var/opt/scal ix/ap/tomcat/bin/tomcat-juli. jar
calix/ap/tomcat /tomcat . pid
g .apache tartup.Catalina stopServer
alhost :0685. Tomcat may not b
2:59 AM arg.apache.catalina.startup.Cata
a.stop
tException: Comnection refused
-t.Plain! tImpl .so¢ amect (Hative Method)
t.AbstractPlainS doConnect (Unknown Source)
t.AbstractPlain: tImp] .comectTonddress (Unknoun Source
PlainSocket Impl .comect (Unknown Source)
SocksSocket Imp] .conmect (Unknown Source)
acket .connect (Unknown Source)
scket .connect (Unknown Source)
(Unknown Source)
Unknown Source)
tartup.Cata topServer (Catalina. java:498)
ect .Nat iveMethodAccessor Impl . invokeB(Nat ive Method)
lect .Nat iveMethodAcce: imvoke (Unknown Source:
e legat ingMethodficce invoke (Unknown Source)
lect . Method . invoke (Unknown Sourc
atalina.startup.Bootstrap.stopSe (Bootstrap. java:343)
org.apache.catalina.startup. Bootstrap.min(Bootstrap. java:438

moand failed. Attempting to signal the process to stop through S signal
pped

ho at will be Scalix serv
If you want to use a different IP, please stop script with Ctr

: Do not forget to change system network

: Yoo run the script using sxinstall in consol

168.4

make your choise: 1

ttings before you run script again

enter FQDN (hostname)
FQDN: rhel-app.sxapptest.com

omain: sxapptest.com

o you want to create a new user after compleating « tion? (Default Y

Recent Tasks Name. Target o Status contains: =

Status Detalls Tnitisted by | Requested Start .. — | Start Tme Completed Time

Evaluation Mode: 60 days remaining
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23.Press Enter to reset the password for sxadmin and Scalix-postgres

19216843

vSphere C:

File Edit View Inventory Administ

on Plugeins Help

ey b @ Iventor

ing JRE ety
ing CLASSPATH calix-tomcat/b var/opt/scal ix/ap/tomcat/bin/tomcat
ATALINA_PID r/opt/scal ix/ap.
v 16 € 3 apache .catalina ina stopServer
SEVERE: Could not contact localhost:8885. Tomca ) be: running
2816 B:42:59 AN org.apache.catalina.startup.Catalina stopServer

onnection refu
ket Imp] . socketConnect (Nat {ve Method)
actPlainSocket lmp] .doConne
actPlainSocket lmpl.connectT
actPlainSocket Imp] .connect (Unknown Sour
ocket Imp] . co (Unknown Source)
onnect (Unknoun Source)
onnect (Unknown Source)
urce
topServer(Catal ina. jaun :498)
cessorImpl . invokeB(Nat ive Method
p1. invoke (Unknown Source)
or Tmp1 . inwoke (Unknown Source)
topServer (Bootstrap. java

atalina.star trap. java:438

W failed. Attempting s top through 0S signal
omcat stopped
fstopping Scalix se Gapp)

Jr1case choose the IP that will be used for :
b Note: If you want to use a different cript with Cte
Do not forget to change system ne before you run script again
the script using sxinstall in cor

.43, 6!
ase make your choise

enter FQDN (hostname)

after compleat ing erver Installation? (Default

admin and Scalix-postgres? (Default Yes) [yes/nol

Recent Tasks arget or Status cortaing.

Name Targer Status Dataits Titisted by | Requested Start T Completed Time

or Mode 60 days ren

24.Type the password for sxadmin and Scalix-postgres and Press Enter

Retype the password again to verify password.

68.43.6 - vSphere Client’
File Edit View lnventory Administation Plug-ins Help
[+ ] 3
- ‘| P
5 vrieaas
& [me6s
ot
59 A org.apac ’
t localhost be running
3 M org.apache.catalina atalina stopSe
top
et PlainSocket tConnect (Native Methe
t.AbstractPlai Imp1 . doCannect (Unknoun Source)
net AbstractPla onnectTodddress (Unknown Source)
AbstractPla omnect (Unknown Source)
Socket .connect (nknown Source)
ocket .connect (Unknown
ocket . <ini t> (Unknown
Socket . <init (Unkr
catalina.startuy i Server (Catalina. java :498)
t Nat iveMethodacee inwokeB(Native Method
un.ref lect . Nat iveMethodfcee invoke (Unknown Source)
un_ref lect . Dele Imp1. invoke (Unknown Source
java. lang .ref lect i Unknoun Sou
org.apach tartup.Bootstrap. stopServer (Bootstrap, jan 34
org . apache a startup. Bootstrap.main tra 138)
ommind Failed. Attempting to signal the pr nrough 0S signal
topping Sc crvices (app)
choose the hat will be Ix service
u want to use a d ase stop script with Ctrlec
et to change rk scttings before you run script
FQIN (hostname)
hel-app.sxapp
w uscr after comple Scalix server installation? (Default Ye
1 for sxadmin and Scalix-postgres? (Default Yes) [yes/mol
dmin and Scal Ix-postyre
type passuord again
Recent Tasks Name, Target or Stk contains: ~
Name Target Details Tntiated by Requested Rt . Start Time Compl T
& Tasks Evaluston Mode. 60 days remainng
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25.Enter test user name and Press Enter

) 192.168.436 - vSphere Chent!
File Edit View lnventory Administrston Plugeins Help
[+ ]
s n|b
5 68436
B rhes6.6
Change the domain name for entry with ID: GLOBAL-UNIQUE- D -
(0M 16961) Modif fed in the Directory
entry with 1D: GLOBAL-UNIQUE-1D=Bf 808888
in the Directory
ange the entry with 1D UNTQUE - 1D-A996ARARC
(0M 169611 Modif ied in the Director
entry with ID: GLOBAL-UNIQUE-1D=11106888c
in the Directory
th entry with ID: GLOBAL-UNIQUE- ID-8bBABRAAC
(0M 16961) Modif fed in the Directory
the domain entry with ID: 6 UNIQUE- 1D=BdBAGRABE
FQDN change
etc/host
callx-postgres service (
Starting scalix-posty
passuord
modif ied successfully
The user was modif ied successfully
ryadmin password
LDAP mapper (1dapmapper
pper (1dap
(app): Using CATALINA_BASE
ing CATALINA_HOME tomcat
ing CATALINA_TMPDI ap/tomcat/tem
ing JRE_HOME
ing CLASSPATH yptsscal ix-tomeat/binsbootstrap. far calix/ap/tomcat/b
ATALINA_P1D Jar/opt p/tomcat/tomcat . pid
omcat started
Starting Scalix
Stopping httpd
Starting httpd
Recent Tasks . x
Name Target S Oetals | Inkistedby | Requested Stan T Compicted Time
Evslusson lode 6 days remsmng roct

26. Give the test user a password

File Edit View Inventory Administration Plugrin

s Help

192168426 - vSphere Chent

Evaluation Mode: €0 ¢

- b
Breroe R e
[ Getting Rartea our Performance
169611 Modif ied 1 entry Directory
the domin name for entry with I1D: GLOBAL-UNIQUE-ID-AfAARABAecHSa 1
1 Directory
GLOBAL-UNIQUE- 1D-A988988RCCHBa1
UNTQUE- 1D=1119PABBeCHBa 1
domain name for entry with ID: GLOBAL-UNIQUE-1D-GbBOBABRCCABAlE
1 cntry in the Directory
the domain name for entry with ID: GLOBAL-UNIQUE- ID-BdAGRBEGeCH:
DN Change
topping x-postgres service (app)
tarting x-postgres service (app)
\LTER ROLE
Scalix-postgres passiord
The user wa fully
The user fully
topping
ting Scali apmapper
topping sca
Starting sca )
ting Tomcat service (app) CATALINA_BASE
ATALINA_HOME optsscali t
ATALINA_THPD ar/opt aptoncat/temp
JRE_HOME:
LASSPATH at/bin/bootstrap at/bintomcat
ATALINA_PID p/tomcat.tomcat .y
omcat started
tarting Scalix
topping httpd
tarting httpd
nabled
led
apptest .com
Recent Tasks Name, Target or Status contains: +
Yoame Target St Detals | intatedby | Requested ST — | StortTime Completed Time
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27.Installation has finished.

) 192168436 - vSphere Client MR ™ |

File Edit View Inventory Administration Plug-ins Help
@ £y Home b B Inventory b [l Inventory
mip @8 @ P2 & i

2 [ 192.168.43.6
(s [rhel-6.8

System FOQDN change
Fill retcshosts

Scalix-postgres password reset

ommodu : The user was modified successfully

Change sxadmin password

ommodu: The user was modified successfully

Change sxgqueryadmin password
Stopping Scalix LDAP mapper (ldapmapper): [
Starting Scalix LDAP mapper (ldapmapper): [
[Stopping scalix-postgres service (app): [
Starting scalix-postgres service (app): [

Capp) is not rumning

Btarting Tomcat service (app): Using CATALINA_BASE: svarsoptsscal ixsapstomcat

sing CATALINA_HOME: soptrsscalix-tomcat

sing CATALINA_TMPDIR: ~var-optsscalixsap-tomcat-temp

sing JRE_HOME: ZUSr

sing CLASSPATH: soptrsscalix-tomcat/binsbootstrap. jar: var-optrsscalix-apstomcat/binstomcat-juli. jar
sing CATALINA_PID: suarsoptsscal ixsapstomcat/tomcat . pid

omcat started.

1
1
1
1

Starting Scalix services (app):

Stopping httpd:

Btarting httpd:

fiutostart ldapmapper service Enabled

fiutostart scalix-postgres service Enabled

fiutostart scalix-tomcat service Enabled

fiutostart scalix service Enabled

[Please enter name for test user:testuserl

Please enter password for testuserlBsxapptest.com:abcBl1Z23

omaddu : The user was added successfully

Creating test user

it Installation has been completed #tf#ti T 1TE
Note: You can now login to Scalix Admin Console:
Username: sxadmin
Password: password

Note: Scalix Webmail accessible on:

[rootBapp ~1#

Recent Tasks Name, Target or Status contains: ~ Clear X

Name Target Status Details Initiated by Requested Start Ti...— | Start Time Completed Time

&‘j Tasks Evaluation Mode: 60 days remaining  |root

28.Now use following URL to access SAC and SWA (Webmail)
http://your_server_ip/sac
http://your_server_ip/webmail

29. Deployment of OVF File on VMware ESXi 6.
Download all files (rhel-6.8-disk1.vmdk , rhel-6.8.mf and rhel-6.8.0ovf) from the
following link
http://downloads.scalix.com/appliance/12.6/ovf/rhel/
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http://your_server_ip/sac
http://your_server_ip/webmail
http://downloads.scalix.com/appliance/12.6/ovf/rhel/

30. After finishes the download, Launch VMware vSphere Client

File Edit View Inventory Administration Plug-ins Help

8 a8 |@ Home b g8 Tnventory b [l Inventory |
"

& &

[ [192.168.436

cation | Performance

What is a Host?

A host is a computer that uses virtualization software, such
as ESX or ESXI, 1o run virtual machines. Hosts provide the
CPU and memory resources that virtual machines use and
give virtual machines access fo siorage and network

i connectivity.

Virtual Machines A
2

You can add a virtual machine o a host by creating a new
one or by deploying a virtual appliance.

The easiest way to add a virtual machine is fo deploy a
virtual appliance. A virtual appliance is a pre-built virtual
machine with an operating system and software already
I installed. A new virtual machine will need an operating
system installed on it, such as Windows or Linux.

Basic Tasks

Eﬂ' Create a new virtual machine

1l
Recent Tasks Nome, Targetor Status contains « [ Clear X
Name | Target | Status | Details | Initiasted by | Requested Start Ti...~ | Start Time | Completed Timi
¥y Removeentity @ rhel-65 @ Ccomplated root 28/11/2016 9:06: 28/11/2016 :06:30 ... 28/11/2016 5:0¢]
. | b
[# Tasks | _ |Evaluation Mode: B0 days remaining |root 4

File | Edit View Inventory Administration Plug-ins Help
l New Y lentory b Inventory ‘
Deploy OVF Template...
= .
| Report » 6 a 6.0.0, 3620759 | Evaluation (60 da aining
Print Maps + | Getting Starte A P P
I Bt =

What is a Host?

A host is a computer that uses virtualization software, such
as ESX or ESX, to run virtual machines. Hosts provide the
CPU and memory resources that viriual machines use and
give virtual machines access to storage and network
connectivity.

Virtual Machines A
2

You can add a virtual machine to a host by creating a new
one or by deploying a virtual appliance.

The easiest way to add a viriual machine is o deploy a
virtual appliance. A virtual appliance is a pre-built virtual
machine with an operating system and software already
installed. A new virtual machine will need an operating
system installed on it, such as Windows or Linux.

vSphere Client
Basic Tasks

5 Create a new virtual machine

Explore Further

1 |
Recent Tasks Nome, Targetor Status contains: » [ Clear X
Name | Target | Status | Details | Initiated by | Requested Start Ti... < | Start Time | Completed Timi
¥ Remove entity B rhel-6.8 © Completed roct 26/11/2016 9:06:30 .. 28/11/2016 9:06:30 .. 28/11/2015 9:0¢
< i ] v
[F Tasks | [Evaluation Mode: 60 days remaining w

32.Browse and select “rhel-6.8.ovf” file from where you stored in your system and
click on Next > Next
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File Edit AEP Deplay OVF Templatc e S M
souree
Select the source location.
4+
5 &
192.1
e |
OVF Template Details
Name and Location o
Disk Format
Ready to Complete
Deploy from a fle or LRL
|D:\sa|m,vm,apphanca,dam\12‘ 6lovfvhel 2016-11-25 13 v| [ Browse... I
Enter @ URL to download and install the OVF package from the Intemet, or
specify alocation accessible from your computer, such as @ local hard drive, a
network share, or a CO/DVD drive.
H
i
I
b
U
b
-
»
3
Recent Tasks Clear X
' Name L l‘_mp\eted Tim|
& 18/11/2016 9:0¢
I < Back Next > Cancel |
[ r— | = v
I &1 Tasks 5 ning |roct ﬁl}

File Edit View Inventory Administration Plug-ins Help
5] ra‘gneployovnempnaze . = 8] % i

+ OVF Template Details
& Verify OVF template details.
[ [192.168.43.¢

[ Sowe -
OVF Template Details close tab [
Name and Location Product: thel-6.8

Ready to Complete

Disk Format
Download size:  1.5GB

Host
3.5GB (thick provisioned)

Size on disk: 2.8 GB (thin provisioned)
‘ Desaription:

gowntime, load

n.andmore |
L 2

Recent Tasks I Clear X
‘ Name leted Time

1l <Back | Next > I Cancel | I
‘ ‘ [P Tasks |

[Evaluation Mode: 60 days remaining _[root

33.Now follow the same steps as described from Point no. 7 to 28 in the
document.
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Installing Scalix appliance with RHEL 6.8 and Scalix 12.6
on VMware Workstation 12 Pro

Minimal requirements for VM:

CPU: 1
RAM:

HDD: 5GB free space

Core
2GB

1. Download Scalix Appliance from the following link.
http://downloads.scalix.com/appliance

2. Here is the available supported file for VMware Workstation, Microsoft Hyper-V,
Oracle VirtualBox , VMware ESXI and Citrix XenServer.

http://downloads.scalix.com/appliance/12.6

3. Deployment of OVA File on VMware Workstation.
Download “rhel-6.8.ova” file from the following link

http://downloads.scalix.com/appliance/12.6/ova/rhel/

4. Once download is completed, open_rhel-6.8.ova file with VMware Workstation.

~— o

@Q=| v Computer » Data (D:) » scali_vm_appliance_demo » 126 » ova » rhel_2016-11-17 0956

Organize @ Open with ViMware Workstation « Share with = Burn Mew folder
E
X Favorites Name Date modified Type Size
Bl Desktop £ rhel-6.8.0va - Open Virtualizatio.. 1,549,097 KB
I Open with VMware Workstation I
& Downloads

Convert with deskPDF Creator
7-Zip r

= Recent Places
%7 Dropbox

Scan for Viruses..,
=l Libraries

Open with 3
3 Documents
J‘- Music Share with
] Pictures &3 PowerlSO
ﬂ Videos Send by Bluetooth to
; Restore previous versions
/M Computer
£, Local Disk (C:) Send to
=] Data (D:) Cut
=a DVD RW Drive (E:) CD203A2 T

4 CD Drive (F))

t“'I_-I Metwork

Create shortcut
Delete

Rename

Properties

5. You can give the new virtual machine a new name or leave it with the default
name (rhel-6.8). Then choose storage path for the new virtual machine or leave
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it as default C:\Users\Johndoe\Documents\Virtual Machines\rhel-6.8

(@ VMware Workstation =8 %

File Edit View VM Tabs Help | b~ | | 200 D=2 D|E

Import Virtual Machine =

Store the new Virtual Machine
Provide  name and local storage path for the new
virtual machine.

Name for the new virtual machine:

rhel-6.8

Storage path for the new virtual machine:

€:\Users\Prakash\Documents\Wirtual Machines 'yt

6. Click on Import, the import process will start and it will take a few minutes to
finish.

7. After the import process finishes, you may change the setting in VM for a better
performance.
Note: To connect VM directly to the physical network select Bridged Network

Connection

Fle Edit View VM Tebs Hep | B - | | O JORN B = |

(5] rhel-6.8 }
ﬁ rhe|-6| Virtus! Machine Settings
| Herdware | options|

P Power on th

) Edit virtual Device Summary Device status
=
[5F Upgrade thi . emory 208 Connected
[ processors 1 [¥] Connect at power on
+ Devi =dHard Disk (SCSI)  5GB I
evices “)CD/OVD (SATA)  Auto detect hetwork connection
. Memory ™ Network Adapter  Bridged (Automatic) | sricged: Connected drecty to the physcal netvork_|
[ Processors USB Contraller Present || Replicate physical network connection state
Hard Disk )Sound Card Auto detect _
B8 Hard Disk B Dispay Auto detuct (7 NAT: Used to share the hosts TP address
*) CD/DVD (sA] ) Host-only: A private network shared with the host
= Netwerk Add)|

() custom: Specific virtual network
USE Control| |

&) Sound Card
W Display

VMnetd (Bridged)
() LAN segment:

 Descripton i Segrerts.
ype here to en

virtual maching]

State: Powered off
Confi ion file: C:\U Do Machi hel-68\rhel-68.vmx
Hardware compatibility: Workstation 11.x virtual machine
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8. Now Power on the virtual machine.

9. Login with root and use “scalix” as the password.

|F|IE Edit View VM Tabs Help - | & Ol0=35|E

51 rhel-6.8

Red Hat Enterprise Linux Server release 6.8 (Santiago)
Kernel 2.6.32-642.6.2.el6.xB6_64 on an xB6_64

app login: root
[Password :

HEEEH R Welcome to Scalix Appliance HHEEIHHEHHIBREEHEE

= Note: This is initial Scalix setup script

* Note: Please configure your network before continue?

be Warning: = It's strongly recommended to use static IP.

b Warning : * [t’s strongly recommended to change default root password.

= Note: To change root password just wse passwd tool.

< Note: You can stop this script to perform system configuration.

I Note: To start this script again just run sxinstall command.

Do you want to stop this setup and make some system changes before continue? (Default YES) [yes-nol:

q
To direct input to this VM, click inside or press Ctrl+G. [T 7

10. Press Enter to set static IP

11. To configure Static IP address you will need to edit following files.

Configure ethO:
# vi /etc/sysconfig/network-scripts/ifcfg-ethO

P R . SN
I —

Waorkstation = S

f‘ rhel-6.8

IIDEVICE=eth@
TYPE=Ethernet

IPADDR=19Z.168 .43 .68
NETMASK=255.255.255.8
GATEWAY=192.168.43 .1

I ARPCHECK=no

| To direct input to this VM, click inside or press Cirl+G. - % ‘5'0 7 J

EZonfigure Default gateway:

# vi /etc/sysconfig/network
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| rhel-6.8 - VMware Workstation =|= 2

SO W= = o, A =

File Edit View VM Tabs Help - \‘.%I

Eﬁ rhel-6.8

ETWORK ING=yes
HOSTNAME=app .scalix. local
GATEWAY=192.168.43.1

To direct input to this VIV, click inside or press Ctrl+G. g % @a [J

Configure DNS Server IP:
# vi /etc/resolv.conf

-

‘Eile Edit Miew VM Tabs Help - I‘_li.l

E‘ rhel-6.8

;. generated by sshinsdhclient-script
nameserver 192.168.43.1

To direct input to this VM, click inside or press Ctrl+G.

—— — = =—

Restart Network service:
# service network restart

12.Reboot the server
Use the “init 6” command

13. After restarting the server, login again with “root” and type “no” and Press
Enter
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‘ e | Edit View VM Tabs Help v | &

[Red Hat Enterprise Linux Server release 6.8 (Santiago)
[Kernel 2.6.32-642.6.2.e16.x86_64 on an xB6_64

app login: root

Mon Nov 7 16:56:48 on ttyl

HEER AR IR ARERARARARAE Welcome to Scalix Appliance SEEBSREEAREEARREARINE

This is initial Scalix setup scrip
b Notc: Please configure your network before continuet
b tarning: = It's strongly recommended to usc static IP
b tarning: = It's strongly recommended to change default root password.
- Noto: To change root passeord Juet use passud too

You can stop this soript to perform sustem configuration.
< Note: To start this script again just run sxinstall command
Do uou want to stop this setup and maks sowe system changss befors continue? (Default YES) [yssomol:

To direct input to this UM, click inside or press Ctrl+G LT [

14.Press Enter to start the installation.

Note: Read all instructions before you Press Enter

&) =

(5} thel-6.8

Red Hat Enterprise Linux Server release 6.8 (Santiago)
Kernel Z.6.32-642.6.2.e16.x86_64 on an xB6_6

lapp login: root
[Pas suor
Last login: Mon Nou 7 16:56:48 on ttyl
MR ER AR ARAR AR AR ARAY Welcome to Scalix Appliance HIMEREREMEEEERERARARYT
b Note: This is initial Scalix setup script
Hote: Please configure your netuork before continuet
Uarning: = It’s strongly recommended to use static IP
Uarning: = It’s strongly recommended to change default root password.
Hote: To change root password just use passud tool.
Hote: You can stop this script to perform system conf iguration.
Hote: To start this script again just run sxinstall command.
Do you want to stop this sctup and make some system changes before continue? (Default YES) [yes/mol: no
ISR SR R SRR R S S S I S A R R A SO E O SRR RS RE S RSO RESERE SE0E SENE U000 S SERE SORE SE0E SENE SR 0L AL LSOO SERE OO AEM RS R RS M S SR SR R
Hote: This script will reconfigure Scalix server depending on your choice.
Uarning: Do mot use this installation for production purposes. This is only for introducing.
Hote: This appliance is supplicd with commmity license which is limited for some enterprise features.
Hote: You can add only 5 premium users. If you want to enable ActiveSync or add more premium users or
ifcatures like AntiSpam or ZeroHour Antivirus protection you need to purchase the license by:
* uisiting
* sending email to
b Note: You cam send emails from this server but for receiving emails you sohuld register DNS name and point MX record.
W REDETE LS NI T D AR ET BT SR R R I S s S s i s g g s R L R AR SR DR DR LR T s s E B BT
< Note: Please visit before starting
Have you visited this page? Oefault Yes) [yes/moli_

[To direct input to this VIV, <lick inside or press Ctrl-G, E- TN )
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15. Type “1” and Press Enter to accept your IP

Edit

iew

VM Tsbs

el

i’ﬁ

hel-6.8

i
t LINA_HOME
ing CATRLING_TMPDIR
_HOME

16.Set Your FQDN (hostname) or leave it with default (app.scalix.local)

file Edit ™

View Tabs

put to this VM, ik insice or prezs Cirl G.

relp

ils hu ld
HEIRRERREAR RSN

HEERRERR R R
start ing

BuRIRURAN
before

varsopt

wect (Native Method

stop script with Ctr
gs before 0

cript again

thel-6.5

mappe
ing CATALINA_HOME
ing CATALINA_TMPDIR
H0M

xception
PlainSc
fibstrac
fibst
Abstrac

Ket

ket

ket

sun.ref
un.ref le

java

t.Nat i
t.Deleg
lang .ref
irg . apache
irg .apache .cat
The stop command failed
Tomcat stopped

ntt

Stopping Scalix services (ap

Please choose the IF

jou want

that
Lo use

forget

mke your c 1
enter
el

FO
app

N (hostname

xapptest .com

To direct input to this VM, cick inside or pre:

ect Method
atalina
lina

but

(Default
1dapme

) lye

ap/tomcat

ix-tomcat

calix

bin/bo
opt
B8

pache
loca lhost
Comnection refuse
ket Imp] . socket
tPlainSocket Impl
tPlainSoc

tPla
X

doCon
WSocket lmp]
Impl .con
ct (Unknc
ct (Unknosn
W

(Unknawn

t ct (Unkne
init

tartup.Catalina
MethodAccessor Impl . i

et the sorImpl
t ingMethodfcce

tup. Boot
Boot

empting tc

11 be
dif
nge

ing

" et
xinstall in

CtrleG

onmect (%

invoke (Unknown

wa in(Boot

for you sohuld DNS name

wap/toscat
temp

ot var/opt/scalix/aps tomcat
topSerues
running

topServer

nect (Unknown
tToAddre:
t(Unkno

(Unknown Source)

topServer (Catal ina
nvokeB(Native Meth
" (Unknowm Sour
p1 . invoke (Unknown

topServer (Bootstrap

java :343)

1

top
ti

L with
before

console
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17.Change Domain or leave default (scalix.local)
P .

Ble Edt Vem VM Tsbs e . Ol

rhel6.8

18.Press Enter to create a new user after completing Scalix Server Installation (if
you don’t want to create a user then type “no” and Press Enter)

19.Press Enter to reset the password for sxadmin and Scalix-postgres
20. Type the password for sxadmin and Scalix-postgres and Press Enter

Retype the password again to verify password
= S

View VM Tsbs Hep - NN Al =)

rhel-6.8
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21.Enter test user name and Press Enter

22.Give the test user a password

23.Installation has finished.

F@mel-a-s-wwam T W g >

‘Eile Edit View VM Tabs Help > | B O D = =S E
f‘rhel-ﬁ.s

[OM 169611 Modified 1 entry in the Directory

Change the domain name for entry with ID: GLOBAL-UNIQUE-ID=11188888ecB8al85-2681.7.3.81 [OK]
[OM 169611 Modified 1 entry in the Directory

Change the domain name for entry with ID: GLOBAL-UNIQUE-ID-BhHBBBAAecB8al85-2681.7.3.81 [OK]
[OM 169611 Modified 1 entry in the Directory

Change the domain name for entry with ID: GLOBAL-UNIQUE-ID-Bd8808HBecB8al85-2681.7.3.81 [OK]

System FODN change [OK1]

Fill retc/hosts [OK1]
Stopping scalix-postgres serwvice (app):
Starting scalix-postgres service (app):
MLTER ROLE

Scalix-postgres password reset
ommodu : The user was modified successfully

Change sxadmin password
ommodu : The user was modified successfully

Change sxqueryadmin password
Stopping Scalix LDAP mapper (ldapmapper):
Starting Scalix LDAP mapper (ldapmapper):
Stopping scalix-postgres serwvice (app):
Starting scalix-postgres service (app):
Instance (app) is not rumning
Starting Tomcat service (app): Using CATALINA_BASE: svarsoptrsscalix-ap-tomcat
Using CATALINA_HOME: soptsscalix-tomcat
Using CATALINA_TMPDIR: ~var-optrsscalix-ap-tomcat- temp
Using JRE_HOME: ZUsr
lsing CLASSPATH: soptrsscalix-tomcat- binsbootstrap. jar: var-sopt/scalix-apstomcat/binstomcat-juli. jar
Using CATALINA_PID: svarsoptsscalix-ap-tomcat-tomcat.pid
Tomcat started.

1
1
1
1

Starting Scalix services (app):
Stopping httpd:
Starting httpd:

Autostart ldapmapper service Enabled

Autostart scalix-postgres service Enabled

fAutostart scalix-tomcat service Enabled

fAutostart scalix service Enabled
Please enter name for test user:testuserl

Please enter password for testuserl@sxapptest.com:abc@l123
omaddu : The user was added successfully

Creating test user

H e Installation has been completed fEft#tHEtHHTHHTTE
= Note: You can now login to Scalix Admin Console:
 Username: sxadmin

= Password: password

= Note: Scalix Webmail accessible on:

[root@app ~1#

To direct input to this VM, click inside or press Ctrl+G. g % \‘:‘o

24.Now use following URL to access SAC and SWA (Webmail)
http://your_server_ip/sac
http://your_server_ip/webmail
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25. Deployment of OVF File on VMware Workstation.
Download all files (rhel-6.8-disk1.vmdk , rhel-6.8.mf and rhel-6.8.0vf) from the

following link

http://downloads.scalix.com/appliance/12.6/ovf/rhel/

26.0nce download is completed, open “rhel-6.8.ovf” file with VMware

Workstation.

®v| . v Computer » Data(D:) » scalixvm_appliance_demo ¥ 126 » ovf » rhel 2016-11-10 1730

Organize » @ Open with Whware Workstation Share with +

=

- Favorites (s

Bl Desktop rhel-6.8.mf
& Downloads g rhel-6.8.0vf

rhel-6.8-diskl vmdk

= Recent Places

1 Dropbox

8 Libraries
3 Documents
(J'. Music
[/ Pictures

E Videos

1M Computer
&, Local Disk (C)
ca Data (Dz)
% DVD RW Drive (E{) CD203A2
#4 CD Drive (F)

&‘y Metwork

27. Now follow the same steps as described from Point no.

document.

New folder

Date modified Type

23/11/2016 2:48 PM  MF File

Adyandg ocn nas

Mihadizatio..,

Open with VMware Workstation

Convert with deskPDF Creator
T-Zip

Scan for Viruses..,

Open with

Share with

¥ PowerlSO

Send by Bluetooth to
Restore previous versions
Send to

Cut

Copy

Create shortcut
Delete

Rename

Properties

28. Deployment of VHD File on VMware Workstation.

Download “rhel-6.8.vhd.zip”

http://downloads.scalix.com/appliance/12.6/vhd/rhel/

file from the

29.0nce download is completed, unzip “rhel-6.8.vhd.zip” file.

Size
1KB
TKBE
1,549,085 KB

5 to 24 in the

following

link


http://downloads.scalix.com/appliance/12.6/ovf/rhel/
http://downloads.scalix.com/scalix_vm_appliance_demo/12.6/vhd/rhel/rhel-6.8.vhd.zip
http://downloads.scalix.com/appliance/12.6/vhd/rhel/
http://downloads.scalix.com/scalix_vm_appliance_demo/12.6/vhd/rhel/rhel-6.8.vhd.zip

30. Now launch VMware Workstation and Create New Virtual Machine

(B VMware Workstation - - - A =RACE X
Edit View VM Tabs Help - = =
{3 New Virtual Machine... Crl+N
T8 New Window
Open.. Ctrl+0
Close Tab CrrlsW
Connect to Server... CtrleL

Connect to VMware vCloud Air...

&0 m

Virtualize a Physical Machine...
Export to OVF..
Map Virtual Disks...

3

Exit

31.Select Custom in type of configuration option and click on Next
@ Wiiware Workstation

= | Bl | &R

File Edit View VI New Virtual Machine Wizard P

“ L

Welcome to the New Virtual
Machine Wizard

VMWARE b What type of configuration do you want?
WORKSTATION
PRO

() Typical (recommended)

Create a Workstation 12,0 virtual machine
in a few easy steps.

@ Custom (advanced)

Create a virtual machine with advanced
options, such as a SCSI controller type,
virtual disk type and compatibility with
older YMware products.

< Back [ Mext = ][ Cancel

32.Leave it with default option (Workstation 12.0) in the Virtual Machine Hardware
Compatibility and click on Next
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@ WMware Workstation - = =l 8
File Edit View VI New Virtual Machine Wizard ' &
Choose the Virtual Machine Hardware Compatibility
Which hardware features are needed for this virtual machine?
Virtual machine hardware compatibility

Hardware compatibility: | yworkstation 12.0 -

Compatible with: ESX Server

Compatible products: Limitations:

Fusion 8.x - 54 GBE memory -

Workstation 12.0 16 processors
10 network adapters
8 TB disk size

[ <Back | [ MNext> |[ cancel |
\
\

33.Select “lI will install the operating system later” option in Guest Operating
System Installation type and click on Next
@VMware Workstation = B 22

File Edit View VI Mew Virtual Machine Wizard &

Guest Operating System Installation

A virtual machine is like a physical computer; it needs an operating
system. How will you install the guest operating system?

Install from:
() Installer disc:

1) DVD RW Drive (E:) CD20342

() Installer disc image file {iso):

D:\ISONsles\SLE-12-WE-DVD-x86_54-GM-DVD L.iso Browse...

@ [ will install the operating system later,
The virtual machine will be created with a blank hard disk.

< Back ][ Mext = ][ Cancel

34.Select “Linux” in Guest operating system and select “Red Hat Enterprise Linux
6 64bit” in Version and click on Next

35. Give the New Virtual machine name (rhel-6.8)

Then choose storage path for the new virtual machine or leave it as default
C:\Users\Johndoe\Documents\Virtual Machines\rhel-6.8 and click on Next
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36. Leave it with default value (Number of processors: 1, Number of cores per processor: 1) in
Processor Configuration and click on Next

WMware Workstation . = @ x|

File Edit View VI Mew Wirtual Machine Wizard g 32

Processor Configuration
Specify the number of processors for this virtual machine.

Processors

Mumber of cores per processor:
1

Total processor cores:

< Back ][ Mext = ][ Cancel

A

.

37. Leave it with defualt value for the Memory (2048 MB) in Memory for the Virtual Machine and
click on Next

.
VMware Workstation - (== % |
o -
File Edit View VI New Virtual Machine Wizard |l 52 |
Memory for the Virtual Machine
How much memory would you like to use for this virtual machine?
Specify the amount of memory allocated to this virtual machine. The memory size
must be a multiple of 4 ME,
&4GE | Memaory for this virtual machine: 2048 = MB
32GB
16 GB 4
£ GE .
4GE @ Maximum recommended memaory:
268 (] 4 ErEERE
1GB <]
512 ME Recommended memory:
755 MB 2048 MB
128 ME
€4 MB [ Guest 05 recommended minimum:
32 MB 1024 MB
1t MB
EMB
4 MB
<Back | [ mext> |[ cancel |
\,
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38.Select “Use bridged networking” in Network connection to connect VM directly
to the physical network and click on Next
Vhware Workstation . ==l

File Edit View VI Mew Virtual Machine Wizard (o 38 |

Network Type
What type of network do you want to add?

Metwaork connection

(@) Use bridged netwarking
Give the guest operating system direct access to an external Ethernet
network, The guest must have its own IP address on the external network.

() Use network address translation (NAT)
Give the guest operating system access to the host computer's dial-up or
external Ethernet network connection using the host's IP address.

(7 Use host-only networking
Connect the guest operating system to a private virtual network on the host
computer.

() Do not use a network connection

< Back ][ Mext = ][ Cancel ]

A

. -

39. Leave it with default value (LSI Logic (Recommended)) in I/0 Controller Types and click on
Next

VMware Workstation . ol M

File Edit View VI MNew Virtual Machine Wizard | B |

Select 1f0 Controller Types
Which 5CSI controller type would you like to use?

I/ controller types
SCSI Controller:

BusLogic (Mot available for 64-bit guests)
(@ LSI Logic  (Recommended)

(7) LSI Logic SAS

< Back ][ Mext = ][ Cancel
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40. Leave it with default value (SCSI (Recommended) in Disk Type and click on Next
VMware Workstation - = =] .1

File Edit View VI New Virtual Machine Wizard | & |

Select a Disk Type
What kind of disk do you want to create?

Virtual disk type
© IDE
@ sCsI (Recommended)

) SATA

[ < Back ][ MNext = ][ Cancel ]

[

41.Select “Use an existing virtual disk” option in Select a Disk option and click on
Next

VMware Workstation - =8| FE |

File Edit View VI Mew Virtual Machine Wizard (o 38 |

Select a Disk
Which disk do you want to use?

Disk
() Create a new virtual disk

A virtual disk is composed of one or more files on the host file system, which
will appear as a single hard disk to the guest operating system. Virtual disks
can easily be copied or moved on the same host or between hosts.

1@ Use an existing virtual disk
Choose this option to reuse a previously configured disk.

(") Use a physical disk (for advanced users)

Choose this option to give the virtual machine direct access to a local hard
disk.

< Back ][ Mext = ][ Cancel ]

A

. r

42.Select “rhel-6.8.vhd” file from where you stored on your system and click on
Next
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43.Now click on Finish.
VMwareWorthation y = | = £

File Edit View VI New Virtual Machine Wizard [ &

Ready to Create Virtual Machine

10y Home ] Click Finish to create the virtual machine, Then you can install Red Hat
Enterprise Linux & 64-bit.

The virtual machine will be created with the following settings:

Name: rhel 6.8 -
Location: C:\Wsers\Prakash\Documents\yirtual Machinesrhel 6.8
Version: Workstation 12.0
Operating System: Red Hat Enterprise Linux & 64-bit L
+ Hard Disk: Existing disk D: \WMWare Data'rhel vhdirhel-6.8.vhd O

Memory: 2048 MB
Metwork Adapter:  Bridged (Automatic) W

Createa N Connect to

) Other Devices: CD,OVD, USE Controller, Printer, Sound Card 57 )

Virtual Mack ware vCloud Air
[ Customize Hardware. .. ]
vmware
[ < Back ] [ Finish ] [ Cancel
'l L | 3

44. Now follow the same steps as described from Point no. 8 to 24 in the
document.

Installing Scalix appliance with Centos7 and Scalix 12.6
on VMware® Workstation 12 Pro

1. Download Scalix Appliance from the following link.
http://downloads.scalix.com/appliance/

2. Here is the available supported file for VMware Player (OR Workstation), ESXi
and Hyper-V
http://downloads.scalix.com/appliance/12.6/

3. Download OVA file to install appliance on VMware® Workstation.

http://downloads.scalix.com/appliance/12.6/ova/centos/
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4. Once download completed, Open centos7.ova file with VMware Workstation

' “—__ - .-
W - -
@Uv . v Computer » Data (D:) » scalix_vm_appliance_demo » 126 » ova

Organize v Open with VMware Workstation + Burn MNew folder

-

S Favorites MName Date modified Type Size
Bl Desktop |@ centos/.ova ZLALNR S0 DA Open Virtualizatio.. 2,514,823 KB
4 Downloads 7' Open with VMware Workstation I
=l Recent Places Convert with deskPDF Creator
%3 Dropbox 1-Zip 3
) Scan for Viruses...
= Libraries Open with >
@ Documents »  TeraCopy...
J’ Music
[ Pictures Send by Bluetooth to 3
E Videos Restore previous versions
- Computer Send to 3
&, Local Disk (C1) Cut
a Data (D) Copy

4 DVD RW Drive (E:) CD203A2
Create shortcut
?j Metwork DEs

Rename

Properties

5. Give the Name for the new virtual machine or leave it with default name
(centos7) And Choose Storage path for the new virtual machine or leave it with
default.

6. Then click on Import, Import process will get started and it will take some
minutes to finish.

7. After finish import process, you may change in VM setting for better
performance.
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centos7 - VMware Workstation =] [

File Edit View UM Tabs Help - S £ 0= H

5 centos?

ﬁ centos/

Power on this virtuzl machine
21 Edit virtual m:
5 Upgrade th

hine settings

rtual machine

¥ Devices
58 Memory 468
I Processors 1

{2 Hard Disk (SCS) 5 GB
& Network Adapter Bridged (Autom.,
USB Controller  Present.

@) Sound Card Auto detect

8 Display Auto detect

¥ Description
Type hereto enter
irtual machine

¥ Virtual Machine Details
State: Powered off

Do Machines\centosT\centosT.vmx
Hardware compatibility: Workstation 10.x virtual machine

8. Now Power on this virtual machine.

9. Login with root and use scalix
Note: Password is scalix

(B contos” - Vhinare Workstation sl =

‘Fl\e Edit View VM Tabs Help - | & | £ ORI m == W |

(5 centos?

[CentDS Linux ? (Core)
[Kernel 3.18.8-327.36.2.e17.x86_64 on an x86_64

test login: root
Passuord
Last login: Mom Oct 24 21:51:47 on ttyl
be HHHHHHHH I Welcome to Scalix Appliance SHHHHHEEHEHH T
b Notc: Please configure your network before starting the scriptt
Mote: It’s strongly recommended to use static 1Pt
Mote: It’s strongly recommended to change root password if you still using default onet
Note: To change root password just use passwd too
Note: You can stop this script to perform system conf iguratio
< Note: To start this script again just run sxinstall command.
Uould you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/mo

To direct input to this YM, click inside or press Ctrl+G. =R J

10. Press Enter to set Static IP
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(@) centos7 - VMware Workstation = | B R

£lD=ED|E

File Edit View VM Tabs Help ~ | &

(5 centos?

Cent0S Linux ? (Core)
[Kernel 3.18.8-327.36.2.e17.xB6_64 on an xBb_64

test login: root

IPassword :

Last login: Mon Oct 24 21:51:47 on ttyl

b SRR Welcome to Scalix Appliance SHMEREEHHIRETTE

o Please configure your network before starting the script!

e It’s strongly recommended to use static IPt

e It’s strongly recommended to change root password if you still using default onet
e To change root password just use passwd tool.

e : You can stop this script to perform system conf iguration.

- To start this script again just run sxinstall command

Would you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/nol:
[rootetest ~1

[To direct input to this UM, click inside or press Ctrl+G. =L O

11.You may use nmtui command to set Static IP

*® centos? - VMware Warkstation = s p— =4a] R
| File Edit View VM Tabs Help - | & O 0=23|E
{5 centos7

iCentDS Linux 7 (Core)
[Kernel 3.18.8-327.36.2.el17.x86_64 on an xB6_64

ltest login: root
Password
Last login: Mon Oct 24 21:57:32 on ttyl
be HIHHHHHHH Welcome to Scalix Appliance HEHHHEHIER T
Note: Please configure your network before starting the script?
Note: It’s strongly recommended to use static 1Pt
Note: It’s strongly recommended to change root password if you still using default ome?
Note: To change root password just use passwd tool.
Note: You cam stop this script to perform system conf iguration.
Note: To start this script again just run sxinstall command.
ould uou like to stop this script and make some system conf iguration changes before starting Scalix configuration? (Default YES) [yes,mol:
[root@test ~14 wmtui_
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centos7 - VMware Workstation

File Edit View VM Tabs Help -

D TG B~ = |

5 centos?

4

[To direct input to this VM, click inside o press Ctrl+G.

NetuworkManager TUI

Please select an option

Edit a connection
Activate a connection
Sct system hostname

Quit

<OK>

centos? - Vhiware Workstation

File Edit View VM Tabs Help -

- OlDEHER|E

5 centos?

«

[To direct input to this VM, click inside or press Ctrl+G.

Ethernet
eno16777736)

<Delete>

<Quit>

EL TN )
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12.Set your Static IP and Click on OK > Quit.

centos7 - VMware Workstation

[ =

‘gna Edit View VM Tsbs Help v | & D) SOR . ==~ Y =

5 contos?

Edit Commection

= ETHERNET

u IPv4 CONFIGURATION <Manu

aly
[0V 192 . 168 .43 . 12632 <Remove>
<Add .

Gateway [EFSTCICENT
DNS servers (ErARGEICEINE <Remove>
<Add...>
Search domains <Add...>

Routing (No custom routes) <Edit...>
[ 1 Never use this network for default route

[ 1 Require IPv4 addressing for this connectiom

= IPub CONFIGURATION <Automaticd

[X] Automatically conmect
[X] Available to all users

Profile name ZEIXrkdE)
P Ren0 16777736 (AA:AC:29:D8:1D:CF),

<Show>

<Hide>

<Show>

<Cancel> <OK>

[To direct input to this VM, dlick inside or press Ctri+G.

13.Reboot the Server
Use init 6 command

To dect input b thic Yl ik il o precs Crbr G ELT

(8 centos? - YMuare Warkstation ey =)
File | Edit View VM Tabs Help - JORN afi=| Wl (=)
cantos |
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14. After restart the server login again with root and Type no and Press Enter

| centos7 - VhMware Workstation = BT

‘ File Edit View VUM Tabs Help > | & O 0= 0 & | |E

CentDS Linux 7 (Core)
Kernel 3.18.8-327.36.2.e17.x86_64 on an xB6_64

Last failed login: Mon Oct 24 21:51:32 BST 2816 on ttyl

There were 3 failed login attempts since the last successful login.

Last login: Mom Oct 24 17:81:88 on ttyl

b BT HHHHE Welcome to Scalix Appliance iHHHHHHGEERRRETHT

= Note: Please configure your network before starting the scriptt

= Note: It’s strongly recommended to use static IPt

x Note: It’s strongly recommended to change root password if you still using default one?
< Note: To change root password just use passwd tool.

< Note: You can stop this script to perform system configuration.

= Note: To start this script again just run sxinstall command.

Would you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes-nol: wo_

ITo direct input to this VM, click inside or press Ctrl+G. g % ‘f‘u D
= —_— o

15.Press Enter to start the installation.
Note: Read all instruction before Press Enter

) centos? - Vivware Worleion - o B
|F\IE Edit View VM Tabs Help - & OlD=2m|E
(5! centos?

CentDS Linux 7 (Core)
[Kernel 3.18.8-327.36.2.e17.x86_64 on an xB86_64

ftest login: root
Password :
Last failed login: Mom Oct 24 21:51:32 BST 2816 on ttyl
There were 3 failed login attempts since the last successful login.
Last login: Mon Oct 24 17:81:88 on ttyl
P HEREREREEERNES Welcome to Scalix Appliance BRHNNEHERERHHREGYE
b Mote: Please configure your metwork before starting the script?

Note: It’s strongly recommended to use static IPt

Mote: It’s strongly recommended to change root password if you still using default onet

Note: To change root password just use passwd tool.

Note: You can stop this script to perform system configuration.

te: To start this script again just run sxinstall command.

Mould you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/mol: mo
st s BB BB BB R B R B R R R R BB R BB R R MR R R
b This script will reconfigure Scalix server depending on your choice.

Uarning: Do mot use this installation for production purposes. This is only a test installation.

be Note: You can add only 5 premium users. If you want to enable ActiveSync or add more premium users,
b please uisit or send email to
e

Note: You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

I Please visit before starting=
Have you visited this page? (Default Yes) [yescmol:
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16. Type 1 and Press Enter to accept you IP

(B) centosT - ¥viware W

File Edit View VM Tabs Help

5 centos?

ICentDS Linux 7 (Core)
[Kernel 3.18.8-327.36.Z2.e17.x86_64 on an x86_64

test login: root

Mon Oct 24 Z1:51:32 BST 2816 on ttyl
[There were 3 failed login attempts since the last successful login.
[Last login: Mon Oct 24 17:81:08 on ttyl
be Rﬂnﬂﬂﬂﬂﬂﬂﬂlﬂ“ﬂ"ﬂtﬂ Welcome to Scalix Appliance HEHEHIMIEERARERMESE
ote: Please configure your network before starting the scriptt
1t’s strongly recommended to use static IPY
: It’s strongly recomended to change root password if you still using default onet
To change root password just use passwd too
You can stop this script to perform system conf iguration.
te: To start this script again just run sxinstall command
Mould you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/nol: mo
be This script will reconfigure Scalix server depending on your choice.

[« arning: Do not use this installation for production purposes. This is only a test installation.

- Note: You can add only 5 premium users. If you want to enable ActiveSync or add more premium users, L
- please visit or send email to

g Nnte. You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

be Please visit before startings
Haue you uvisited this page? (Default Yes) [yes/mol:

[Stopping ldapmapper (via systemctl):

Stopping scalix-postgres (via systemct1):

Stopping scalix-tomcat (via systemctl):

[Stopping scalix (via systemct1):

[Please chaose the IP that will be used for Scalix services:
be Note: If you want to use a different IP, please stop script with Ctrlsc.

be Note: Do not forget to change system network settings before you run script agai
b Note: You can run the script using sxinstall in console.

1) 192.168.43.126

[Please make your choise: 1

1o direct input to this VM, click inside or press Ctrls G, =) TR J

(@) centosT - VMware Wo

File Edit View VM Tabs Help

) centas?

Cent0S Linux 7 (Core)
Kernel 3.18.8-327.36.2.e17.x86_64 on an xB6_64

test login: root
Passuord

Last failed login: Mon Oct 24 21:51:32 BST 2816 on ttyl

There were 3 failed login attempts since the last successful login.
Last login: Mon Oct 24 17:81:88 on ttyl

< WEBHERBUBRBHI Ueloone to Scalix Appliance WHHFHEHEENRY

It’s strongly recommended to change root password if you still using default one!
To change root password just use passud tool.
You can stop this script to perform system configuration.
: To start this script again just run sxinstall command
Would you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/mo

b This script will reconfigure Scalix server depending on your choice.
[« arning: Do not use this installation for production purposes. This is only a test installation.

L Noto: You can add only 5 premium users. If you want to enable ActiveSync or add more premium users,
[« please visit or send email to

o NntE. You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

visit before starting=
visited this page? (Default Yes) [yes/mol:

Idapmapper (via systemct1):

scalix-postgres (via systemctl):

scalix-tomcat (via systemctl):

scalix (via systemct1):

choose the IP that will be used for Scalix services:
If you want to use a different IP, please stop script with Ctrlwc.
Do not forget to change system network settings before you run script again.
i You can run the script using sxinstall in console.
.168.43.126
make your choise: 1

Please enter FODN (hostname)
[FQDN: sx.sxapptest.com

[To direct input to this VM, click inside or press Crl+G,
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18.Change Domain or leave default (scalix.local)

(@ centos7 - VMware War

File Edit View VM Tabs Help

(5 centos?

ICent0S Linux ? (Core)
[Kernel 3.18.8-327.36.2.e17.x86_64 on an xB6_64

ltest login: root
Passuord :
lLast failed login: Mon Oct 24 21:51:32 BST 2816 on ttyl
There were 3 failed login attempts since the last successful login.
[Last login: Mon Oct 24 17:01:088 on ttyl
e BRERERERREHENAEAR Welcome to Scalix Appliance BEBEEIEHENEHINIRE
: Please configure your network before starting the scriptf
It’s strongly recommended to use static 1Pt
: It’s strongly recommended to change root password if you still using default onet
To change root password just use passwd tool.
You can stop this script to perform system conf iguration.
: To start this script again just run sxinstall command.
bould you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/mol: no

be This script will reconfigure Scalix server depending on your choice.
be Warning: Do not use this installation for production purposes. This is only a test installation.

b« Note: You can add only 5 premium users. If you want to enable ActiveSync or add more premium users,
Le please visit or send email

P NutE: You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

visit before starting=
visited this page? (Default Yes) Iyes/mol:

ldapmapper (via systemct1):

scalix-postgres (via systemctl):

scalix-tomcat (via systemctl):

scalix (via systemctl):

choose the IP that will be used for Scalix seruices:
: If you want to use a different IP, please stop script with Ctrlsc
Do not forget to change system network settings before you rum script again.
© You can run the script using sxinstall in console.
1) 192.168.43.126
[Please make your choise: 1

Please enter FODN (hostname)
[FODN: sx.sxapptest .com
Momain: sxapptest.com

To direct input to this VM, click inside or press Cirl+G. % 0

19.Press Enter for Create new user after completing Scalix Server Installation (if
you don t want to create user then Type no and Press Enter)

Eile Edit View VM Tebs Help

(5! centos?
ICent0S Linux ¢ (Core)
[Kernel 3.19.8-327.36.2.el?.x86_64 on an xB6_6%

ftest login: root
[Passuard
LLast failed login: Mom Oct 24 21:51:32 BST 2816 on ttyl
There were 3 failed login attempts since the last successful login.
Last login: Mom Oct 24 17:81:00 on ttyl
b SHHRHHEREH S Welcome to Scalix Appliance SRERSRERAREHARMEE
: Please configure your network before starting the scriptt
It’s strongly recommended to use static IPt
It’s strongly recommended to change root password if you still using default onet
To change root password just use passud tool.
: You can stop this script to perform system configuration.
: To start this script again just run sxinstall command
Would you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/mo

be This script will reconfigure Scalix server depending on your choice.
[« arning: Do mot use this installation for produstion purposss. This is only a test installat

- Noto: You can add only 5 premium users. If you want to enable ActiveSync or add wore premium users,
 please visit or send email to

= NntE. You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

b Please visit before starting=
Mave you visited this page? (Default Yes) [yes/nol:

[Stopping 1dapmapper (via systemctl)

Stopping scalix-postgres (via sustenctl):

Stopping scalix-tomcat (via systemctl)

[Stopping scalix (via systemctl)

choose the IP that will be used for Scalix services:
e: If you want to use a different IP, please stop script with Ctrlec.

: Do not forget to change system network settings before you run script again.

: You can run the script using sximstall in console.

.168.43.126

mwake your choise: 1

Please enter FODN Chostname)
[FQDN: s, Sxapptest.co
Momain: sxapptest.com
Do you want to create a new user after compleating Scalix server installation? (Default Yes) [yes/nol: _

To direct input to this VM, click inside or press Ctrl+G, SS9 J
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20. Press Enter to reset password for sxadmm and Scalix- postgres

21

" @ centos? - Vware W

ITo direct input o this VM, click inside or press Crb+G, S B [J
=

File Edit View VM Tabs Help

(5 centos?
CentDS Linux 7 (Core) P
Kernel 3.10.8-327.36.2.e17.x86_64 on an xB6_64

test login: root

Passuord

lLast failed login: Mon Oct 24 21:51:32 BST 2816 on ttyl

There were 3 failed login attempts since the last successful login.

Last login: Mon Oct 24 17:81:8 on ttyl

b HEERIFHERIEHEHNE Welcome to Scalix Appliance MEMEHERIEHEEEIIT

b Note: Please configure your network before starting the scriptt

b Note: It’s strongly recommended to use static

b Note: It’s strongly recommended to change root passuord if you still using default ome!
b Note: To change root password just use passwd tool.

b Note: You cam stop this script to perform system configuration.

b Note: To start this script again just run sxinstall command

Would you like to stap this script and make sowe system configuration changes before starting Scalix configuration? (Default YES) [yes/no

This script will reconfigure Scalix server depending on your choice.
Uarning: Do not use this installation for production purposes. This is only a test installation.

Note: You can add only 5 premium users. If you want to enable ActiveSync or add more premium users,
please visit or send email

Note: You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

visit before starting=
visited this page? (Default Yes) [yes/mol:

Idapmapper (uia systemct1):

scalix-postgres (via systemctl):

scalix-tomcat (via systemctl):

scalix (via systemcti):

choose the IP that will be used for Scalix services:
If you want to use a different IP, please stop script with Ctrlsc.
Do not forget to change system network settings before you run script again.
: You can run the script using sxinstall in console.
.168.43.126
make your choise: 1

IPlease enter FQDN (hostname)
FQDN: sx.sxapptest.

Domain: sxapptest.com

Do you want to create a new user after compleating Scalix server installation? (Default Yes) [yes/nol:

Do you want reset password for sxadmin and Scalix-postgres? (Default Yes) [yes/nol: -

[ o divcet input to this VM) click inside or press Cirt<G. SBé [J
L

Type password for sxadmin and Scalix-postgres and Press Enter

Retype password again to verify typed password
o= = g

File Edit View VM Tabs Help D H 3 |E
5 centos

ltest log
Passuord
Last failed login: Mom Oct 24 21:51:32 BST 2816 on ttyl
There were 3 failed login attempts since the last successful login.
Last login: Mom Oct 24 17:61:88 on ttyl
be WU Welcome to Scallx Appliance SEMAMENAEEERIHINE
Note: Please configure your network before starting the scriptt
It’s strongly recommended to use static 1Pt
It’s strongly recommended to change root password if you still using default onet
To change root password just use passud tool.
: You can stop this script to perform system configurat
0 start this script again just run sxinstall command.
Would you like to stop this script and make some system configuration changes before starting Scalix configuration? (Default YES) [yes/nol: no

b This script will reconfigure Scalix server depending om your choice.

HWarning: Do not use this installation for production purposes. This is only a test installa

< Note: You can add only 5 premium users. If you want to enable ActiveSync or add wore premium users,
b please visit or send email to

Note: You can send emails from this server but for receiving emails you sohuld register DNS name and MX record.

visit before startings
visited this page? (Default Yes) lyes/nol:

Idapmapper (uia systemct])

scalix-postgres (via systemctl):

scalix-tomcat (uia systemctl):

scalix (via systemctl):

choose the IP that will be used for Scalix services:

: If you want to use a different IP, please stop script with Ctrlsc.
Do nat forget to change system netuork settings before you run script again.
You can run the script using sxinstall in console.

.168.43.126

make your choise: 1

Flease enter FQDN Chostname)
[FQDN: sx.sxam)test.\:u
in: sxapptest.com
want 0 Sreats & now user after compleating Scalix server installation? (Default Yes) [yesnol:
want reset password for sxadmin and Scalix-postgres? (Default Yes) [yes/nol:
type new password for sxadmin and Scalix-postgres:
type password agair -

22.Enter test user name and Press Enter

23.Give the password for test user
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24.

25.

Installation has finished.

centos7 - VMware Workstation

o [ & e

‘He Edit View VM Tsbs Help v | & £ D=a | E

5 centos?
Change the domain name for entry with 1D: GLOBAL-UNIQUE-I

[OM 169611 Modified 1 entry in the Directory
Change the domain name for entry with I1D: GLOBAL-UNIQUE-1D=8f8@BABA7SAAA9I?5-721.112 .861 ..

[OM 169611 Modified 1 entry in the Directory
Change the domain name for entry with I1D: GLOBAL-UNIQUE-1D=898@BABA7SAdA9I75-721.112.861 ..

[OM 169611 Modified 1 entry in the Directory
Change the domain name for entry with I1D: GLOBAL-UNIQUE-1D=11198ABA754d@975-721.112.861..

[OM 169611 Modified 1 entry in the Directory
Change the domain name for entry with ID: GLOBAL-UNIQUE-1D-BbABBBBA7SAAB975-721.112.861.

[0M 169611 Modified 1 entry in the Directory
Change the domain name for entry with ID: GLOBAL-UNIQUE-1D-Bd@06888@754d8975-721.112.861.

System FQDN change L0K1
Restarting scalix-postgres (via systemctl): L
psql: could not comnect to server: No such file or directory

Is the server rumning locally and accepting

connections on Unix domain socket "/var/opt/scalix tt/postgres/datas.s.PGSQL.573
Scalix-postyres password reset IFAIL]
Set hibernate.commection.password=password in file svarsopt/scalixttsplatformplatform.properties

lommodu: The user was modif ied successfully
Change sxadmin password L0K1
fommodu: The user was modif ied successfully

Change sxqueryadmin passuord

Restarting ldapmapper (via systemctl):

Restarting scalix-postgres (via systemctl):

Restarting scalix-tomcat (via systemctl):

Restarting scalix (via systemctl):

Redirecting to /bin/systemctl restart httpd.service

Autostart ldapmapper service Enabled

Autostart scalix-postgres service Enabled

Autostart scalix-tomcat service Enabled

Autostart scalix service Enabled

Please enter name for test user:testuserl

Please enter password for testuserl@sxapptest.com:abcBlzd
omaddu : The user was added successfully

Creating test user

e wHHaEEEE Installation has been finished BEBEEERERERERERER
b If you want to add more users plese use

< username: sxadmin

b password: password
[rootBtest ~In

[OK1

T direct input to this VM, dlick inside o press Ctrl+G.

[OK1

Now use following URL to access SAC and SWA (Webmail)

https://your_server_ip/sac
https://your_server_ip/webmail
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